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1 Reason for Change

In various discussions the concept MO and MO Enabler was mixed which lead to confusion. During DM Frankfurt meeting, DM-ARC joint meeting two kinds of MO enablers were identified and need to be distinguished with MO. This CR intends to add some texts to reflect that discussion and also improve the consistency of wording.
This CR also updates and adds some description for enablers developed/developing in DM WG.
2 Impact on Backward Compatibility

No
3 Impact on Other Specifications

No
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM Group agrees this contribution.
6 Detailed Change Proposal

Change 1:  Add definitions
3.2    Definitions

	MO
	A MO is the data model for information which is a logical part of the interfaces exposed by DM components

	
	

	
	


3.3    Abbreviations

	OMA
	Open Mobile Alliance

	MO
	Management Object

	AC
	Application Characteristic

	DM
	Device Management

	CP
	Client Provisioning

	ConnMO
	Connectivity MO

	DCMO
	Device Capability MO

	DiagMonMO
	Diagnostics and Monitoring MO

	FUMO
	Firmware Update MO

	SC
	Smart Card

	SCOMO
	Software Component MO

	WSI
	Web Service Interface


Change 2:  Update MO Registration Description
6.1.1 Introduction to Enablers in DM Working Group
DM Working Group develops some MO Enablers that will use fundamental functions provided by the DM Enabler and that will provide new functions to address specific needs in the market. 
Following is a brief description of these MO Enablers that will give the reader some ideas of the possible contents:
· ConnMO Enabler::

· An enabler that provides a set of MOs representing variety connectivity settings that will be used in devices to connect to the different network (GSM, GPRS, UMTS…).

· FUMO Enabler:
· An enabler that provides mechanism for Management Authority to update the firmware in the device.
· DiagMonMO Enabler:
· An enabler that provides framework and mechanisms for Management Authority to run diagnostics and monitoring of devices. The diverse diagnostic and monitoring functions are not specified in this MO enabler.
· Allow the Management Authority to collect diagnostic data of devices in order to avoid or solve possible problems in the device.
· Allow the Management Authority to set up traps to monitor the device.

· DM Scheduling Enabler:

· An enabler that provides mechanisms to schedule management operations in the device for offline processing.
· Allow the Management Authority to schedule management operations in the device to be performed when certain time or event is satisfied.

· 
· 
· SCOMO Enabler:
· An enabler that provides mechanisms for Management Authority to manage software components in the device.
· Allow the Management Authority to manage the software components and their status in devices.

· Allow the Management Authority to get inventory of software components in the device.
· 
· 
· SC Enabler:
· An enabler that provides DM dynamic provisioning based on smart cards. It includes a set of management objects as well as security extensions for DM 1.2 based enablers. 
· 
· 
· 
· 
· DCMO Enabler:
· An enabler that provides mechanisms to manage device capability components in the device.
· Allow the Management Authority to enable or disable hardware related device capabilities in devices。
· Allow the Management Authority to discover removable hardware in devices.
· LAWMO Enabler:
· An enabler that provides mechanism for Management Authority to lock the device or wipe user data in the device.
· Allow the Management Authority to lock or unlock the device.
· Allow the Management Authority to wipe user data in the device.
The above MO Enablers can be classified as follows:

Data Model - MO enablers that only provide one or more MOs but do not specify associated functions, e.g. ConnMO Enabler. 
Functional - MO enablers that provide one or more MOs and specify associated functions (with well defined behaviour), e.g. SCOMO Enabler, DCMO Enabler. While MO itself is the data model that represents device information which is a logical part of the interfaces exposed by DM components to be managed utilizing the functions of the DM enabler.
In addition to MO Enablers, DM Working Group also develops some other enablers as follow:
· DM Enabler:
· An enabler that provides management of device configuration and other managed objects of devices. 

· Setting of initial configuration information in devices.

· Subsequent updates of persistent information in devices.

· Retrieval of management information from devices.

· Processing of events and alerts generated by devices.

· CP Enabler:
· An enabler that allows a server to set configuration information on a device.

· WSI Enabler:

· An enabler that provides web service interfaces of DM protocol for external systems to manage devices.
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