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1 Reason for Change

A lot of discussion has taken place about whether CP is ready for Approval.  A major stopping point has been the smartcard and network adaptations.  This CR will remove the smartcard specification from the ERELD, removing one barrier to allowing CP to move forward.
This is in accordance with the recommendation from IOP that optional behavior that cannot be agreed upon or tested should be removed.

2 Impact on Backward Compatibility

Should be little to none, as no company has claimed use of the smartcard. This should not affect any unit in the field, as smartcard is completely optional.
3 Impact on Other Specifications

OMA DM allows OMA CP to be used for bootstrapping.  However, since OTA is not affected, this should have no impact on OMA DM.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM should agree to this CR and allow the ERELD to be updated.
6 Detailed Change Proposal

Change 1:  Section 2.1, remove ProvSC
	[CREQ]
	“Specification of WAP Conformance Requirements”. WAP Forum(. WAP‑221‑CREQ. URL:http//www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[PROVBOOT]
	“Provisioning Bootstrap 1.1”, Open Mobile Alliance(, OMA-WAP-PROVBOOT-V1_1, URL: http://www.openmobilealliance.org/ 

	[PROVCONT]
	“Provisioning Content 1.1”, Open Mobile Alliance ™, OMA-WAP-PROVCONT-v1_1, URL: http://www.openmobilealliance.org

	[PROVUAB]
	“Provisioning User Agent Behaviour 1.1”, Open Mobile Alliance(, OMA-WAP-PROVUAB-V1_1, URL: http://www.openmobilealliance.org/ 

	
	

	[PUSHOTA]
	“WAP Push OTA Specification”, WAP Forum(, WAP-235-PushOTA, URL: http://www.openmobilealliance.org/ 

	[RFC2279]
	“UTF-8, a transformation format of ISO 10646”, ed. F. Yergeau, 1998, URL: http://www.ietf.org/rfc/rfc2279.

	[WBXML]
	“WAP Binary XML Content Format”, WAP Forum(, WAP-192-WBXML, URL: http://www.openmobilealliance.org/ 


Change 2:  Section 4.0, remove reference to smartcard

This document outlines the Enabler Release Definition for Client Provisioning version 1.1 and the respective conformance requirements for clients and servers implementing claiming compliance to it as defined by Open Mobile Alliance across the specification baseline.

Client Provisioning version 1.1 is a backwards compatible extension of the client provisioning functionality included in WAP 2.0. This version has added support for direct access (and WAP Proxy support) and application access provisioning. 

Provisioning is the process by which a WAP client is configured with a minimum of user interaction. The term covers both over the air (OTA) provisioning and provisioning by other means.  The WAP provisioning mechanism leverages the WAP technology whenever possible [WAPARCH]. This includes the use of the WAP stack as well as mechanisms such as WAP Push [PUSHOTA]. The provisioning architecture attempts to generalise the mechanisms used by different network types so that the network specific part is isolated to the bootstrap phase.
Change 3:  Section 4.1, remove reference to smartcard
This is an informative section. It describes the functionality that is delivered with the Client Provisioning specifications and their internal mandatory requirements.

The Client Provisioning specifications define how initial configuration parameters can be delivered to a WAP client from a bootstrap server that is part of the provisioning infrastructure. The mandatory functionality covers basic network transport connectivity information: parameters for network access points and the proxies that are to be used. The network access point parameters define also which network bearers are supposed be used, but clients are not required to support any particular bearers. The mandatory ACCESS characteristic can be used to provide rules that control how the WAP client will access the network either through proxies or directly through network access points. As an option, it is possible to use the APPLICATION characteristic to deliver application protocol configuration information related to e.g. the multimedia messaging service. The optional functionality also includes the possibility to define proxies and network access points that may be used only in specific mobile networks or countries. The configuration information is represented using provisioning documents formatted according to [PROVCONT].

The provisioning documents are delivered as binary XML documents [WBXML] using the UTF-8 [RFC2279] character set. These documents are delivered over the air using a bootstrap protocol [PROVBOOT]. The details of the bootstrap protocol, especially the security mechanisms, depend on the network technology, but the basic mechanism uses connectionless WAP push [PUSHOTA]. The specifications also define mandatory security mechanisms that can be used with all network technologies.  

The specifications cover also how the WAP client is required to interpret the received provisioning documents. There are mandatory rules for how the security mechanisms are to be used and how the provisioning documents delivered through different channels must be combined. There are also mandatory rules for how to implement conflict resolution, error handling, proxy selection and parameter prioritisation when interpreting the received provisioning documents. The provisioning information received by a WAP client is expected to be stored in configuration contexts, and there is a mechanism that can be used to control how many configuration contexts may be used in the client. These aspects are covered by [PROVUAB].

Change 4:  Section 5, remove ProvSC
This section is normative.
	Doc Ref
	Permanent Document Reference
	Description

	Technical Specifications

	[PROVARCH]
	OMA-WAP-ProvArch-v1_1-20080226-C
	Provisioning Architecture Overview 

	[PROVBOOT]
	OMA-WAP-ProvBoot-v1_1-20080226-C
	Specification that defines the Provisioning Bootstrap

	[PROVCONT]
	OMA-WAP-TS-ProvCont-v1_1-20080226-C
	Specification that defines the Provisioning Content

	[PROVUAB]
	OMA-WAP-ProvUAB-v1_1-20080226-C
	Specification that describes the Provisioning User Agent Behaviour 

	
	
	


Table 1: Listing of Documents in Client Provisioning V1.1
Change 5:  Section 7, remove SCR for smartcard
This section is normative.
	Item
	Feature / Application
	Status
	Requirement

	OMA-ERDEF-PROVISIONING-C-001
	Provisioning V1_1 Client
	M
	PROVCONT:MCF AND
PROVBOOT:MCF AND PROVUAB:MCF 

	
	
	
	


Table 2 ERDEF for Client Provisioning Client-side Requirements













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

