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1 Reason for Change

The OMA Push enabler has been udpated to include SIP Push as well as HTTP Push.  The notificiation document needs to be udpated to use this latest version.
Note that section 7.1 requires the WAP Push use the non-secure connectionless push to keep backward compatibility with DM 1.2.
R01:  restores the normative text for the SIP Push that defines how the package is delivered.
R02: used bullet format for the extra normative rules. Added in reference to OMAPushOTA. Removed reference to IEEE draft GRUU (this is in the OMAPushOTA doc).
R03: reloaded to the portal, due to file corruption on the portal. 
2 Impact on Backward Compatibility

None.  WAP Push is already part of the DM 1.2 spec, and SIP Push has been added in to DM 1.3.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Update references
2.1  Normative References

	[IANA]
	Internet Assigned Numbers Authority. URL:http://www.iana.org

	[OMAPush]
	“Enabler Release Definition for Push v2.2”, Open Mobile Alliance(.
OMA_ERELD-Push-V2_2. URL:http://www.openmobilealliance.org

	[OMAPushOTA]
	“Push Over The Air”, Open Mobile Alliance(.
OMA_TS-PushOTA-V2_2. URL:http://www.openmobilealliance.org

	
	

	
	

	
	

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	
	


	
	


	[SYNCOBEX]
	“SyncML OBEX Binding Specification”, Open Mobile AllianceTM, OMA-TS-SyncML_OBEXBinding-V1_2, URL:http://www.openmobilealliance.org 

	
	


Change 2:  Update Section 7, Package delivery
7. OMA Device Management Transport Dependant Profiles

The following sections illustrate the transport dependant profiles for sending a trigger from OMA Device Management Server to a OMA Device Management Client.  Most of these push methods are defined in the OMA Push enabler [OMAPush]. At least one of the profiles below MUST be supported.
7.1 Package #0 delivered using WAP Push

Package #0 MAY be sent to the DM Client using the Push OTA Protocol over WSP (OTA-WSP) [OMAPushOTA] with the following additional rules:
· The package MUST be sent using the non-secure connectionless push.  
· The appplication-id code 0x07 MUST be used. 
· The Content-Type code 0x44 MUST be used. 
· Other headers may be included however, the total length of the header MUST NOT exceed 48 bytes (to ensure that there is sufficient space for the payload).


· 
· 
· 
· 

7.1.1 Using non WAP Push capable devices

If the receiver is not a WAP device, it is very unlikely that any other application would be active on the same port, which has been publicly registered with IANA. The decoding of the message headers is very straightforward even if the device lacks a full WAP stack and therefore the device MUST examine if the message has been sent to the default WAP push port  and if the Application-ID and the MIME type are one assigned to the OMA DM Notification Initiation Package. If this information is correct then the message MUST be routed to the OMA Device Management application.

7.2 Package #0 over OBEX

Local Notification Initiated Session over OBEX is done inside the PUT command of the OBEX protocol. This happens in the same way as sending the DM messages over OBEX to a SyncML client (See the SyncML OBEX Binding specification [SYNCOBEX].

7.3 Package #0 over SIP Push

Package #0 MAY be sent to the DM Client using the Push OTA Protocol over SIP (OTA-SIP) [OMAPushOTA] with the following additional rules:

· The DM Client MUST register with the SIP/IP Core as soon as practical. 
· If GRUU is supported on the device, then it MUST be used in the registration process. 
· The Content-Type MUST be used  ‘application/vnd.syncml.dm.notification’ in text format. 
· “syncml.dm” SHALL be used for “g.oma.eventappid” media feature tag.
· “SIP MESSAGE method (Pager-Mode)”  SHALL be used to deliver the Package #0 message.


· 
· 
7.3.1 

7.3.2 


7.4 Package #0 over HTTP Push

Package #0 MAY be sent to the DM Client using the Push OTA Protocol over HTTP (OTA-HTTP) [OMAPushOTA] with the following additional rules:

· The Content-Type MUST be used  ‘application/vnd.syncml.dm.notification’ in text format.
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