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1 Reason for Change

DM V1.3 requirement DM-HLF-014 mentions:

	DM-HLF-014
	The DM enabler notification SHOULD indicate which transport binding and authentication type are required by the DM Server in the succedent DM session.
	1.3
	General


This CR proposes the <transport> in notification message to indicate the transport binding to be used in subsequent DM session. The rational is that the DM Server wants the client to use HTTPS as the secure channel to exchange DM messages. 

It is not possible to distinguish HTTP and HTTPS using PrefConRef since they are both HTTP ConnMO with different ports.

More transports are going to be added in future releases for DM like SIP, UDP, etc. and further codes need to be added later.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.

6 Detailed Change Proposal

Change 1:  Change on the syntax
6.1  Syntax for the Initiation Notification

The following ABNF [RFC2234 ] defines the syntax for the message. The order and the size of the fields MUST be same as specified in the following syntax of the Trigger Message.

<trigger-message> ::= <digest><trigger>

<digest> ::= 128*BIT
; ‘MD5 Digest value’

<trigger> ::= <trigger-hdr><trigger-body>
<trigger-hdr> ::= <version><ui-mode><initiator><transport><send-devdetail><timeout><vendor-present><moi-present><reason-present><future-use><sessionid><length-identifier><server-identifier>

<version> ::= 10*BIT
; ‘Device Management Version’
<ui-mode> ::= <not-specified> / <background> /
; ‘Background/Informative/ 
                       <informative> / <user-interaction>
;  User Interaction session’
<not-specified> ::= “00”
; ‘2*bit value “0”’
<background> ::= “01”
; ‘2*bit value “1”’
<informative> ::= “10”
; ‘2*bit value “2”
<user-interaction> ::= “11”
; ‘2*bit value “3”’ 
<initiator> ::= <client> / <server>
; ‘Server/User initiated’
<client> ::= “0”
; ‘1*bit value “0”’
<server> ::= “1”
; ‘1*bit value “1”’
<transport>::=<not-specified> / <HTTP> / <HTTPS>
 ; ‘transport bindings’
<not-specified> ::= “00”                                                                   ; ‘2*bit value “0”’’
<HTTP>::=”01”                                                                               ;’2*bit value “1”’

<HTTPS>::=”10”                                                                            ;’2*bit value “2”’
<send-devdetail> ::=<send> / <not-send>                                    ; if DevDetail information is required
<send>::=”1”                                                                                 ; ‘1*bit value “1”’
<not-send>::=”0”                                                                           ; ‘1*bit value “0”’
<timeout> ::=3*BIT
; ‘the days to keep the <sessionid> valid’
<vendor-present> ::= <present> / <not-present>                          ; ‘Whether Vendor Specific Info 



 is present in trigger body’
<moi-present> ::= <present> / <not-present>                               ; ‘Whether MOI is present in trigger body’
<reason-present> ::= <present> / <not-present>                          ; ‘Whether reason for connection 


  is present in trigger body’
<present> ::= “0”
; ‘1*bit value “0”’
<not-present> ::= “1”
; ‘1*bit value “1”’
<future-use> ::= 18*BIT
; ‘Reserved for future DM use’
<sessionid> ::= 16*BIT
; ‘Session identifier’
<length-identifier> ::= 8*BIT
; ‘Server Identifier length’
<server-identifier> ::= <length-identifier>*CHAR
; ‘Server Identifier’
<trigger-body> ::= <length-vendor><vendor-data><length-moi><moi-data><length-reason><reason-data>
<length-vendor> ::= 16*BIT
                                                  ; ‘Vendor Specific Info Length’
<vendor-data> ::= <length-vendor>*BYTE                                   ; ‘Vendor Specific Info’

<length-moi> ::= 7*BIT




           ; ‘MO Identifier length’
<moi-data> ::= <length-moi>*BYTE
                                     ; ‘MO Identifier for MO to be managed’
<length-reason> ::= 16*BIT
                                                  ; ‘Reason for Connection Length’
<reason-data> ::= <length-reason>*BYTE
                        ; ‘Reason for Connection Data’
Change 2:  Another change

6.2.8 Initiator of the Management Action

The <initiator> field specifies how the server has interpreted the initiation of the management action, either because the end user requested it or because the server has management actions to perform. A client SHOULD follow this recommendation.

The values the Initiator of the Management action can have:

· Client (End User) Initiated management action – The <client> field specifies that the end user caused the device management session to start. This value is specified by using 1 bit and the bit value for end user initiated management session is “0”.

· Server Initiated management action – The <server> field specifies that the server (operator, enterprise) caused the device management session to start. This value is specified by using 1 bit and the bit value for Server initiated management session is “1”.

The <client> and <server> values do not convey any information related to “sync type” (for more information about Sync Types see the SyncML Synchronization protocol document [SYNCPRO] for details of Sync Types).
6.2.9 Transport Binding 
The <transport> field indicates the desired transport binding to be used for connection between client and server in subsequent DM session. 
The values of the <transport> field can have:

· Not Specified - The <not-specified> field in the <transport> field indicates no transport binding has been specified. It is up to the client to choose appropriate transport binding to use. This value is specified by using the 2 bits and the bit value for not specified transport binding is “00”
· HTTP - The <HTTP> field in the <transport> field indicates the HTTP transport binding. This value is specified by using the 2 bits and the bit value for HTTP is “01”
· HTTPS - The <HTTPS> field in the <auth-type> field indicates the HTTPS transport binding. This value is specified by using the 2 bits and the bit value for HTTPS is “10”.
6.2.12 Future Use of the Device Management

The <future-use> field is reserved for the future fields for OMA Device Management. The reserved space is 18 bits long and the bit value for bits not yet in use MUST be “0”.
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