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1 Reason for Change

DM WG agreed to merge SyncML Common into DM 1.3. This CR intends to cleanup the TND TS following this agreement.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG agrees this CR.

6 Detailed Change Proposal

Change 1:  Update references

2.1 Normative References

	[AMT]
	Assigned media types. Internet Assigned Numbers Authority.
URL:http:// www.iana.org

	[DMDDFDTD]
	“OMA DM Device Description Framework DTD, Version 1.3”. Open Mobile Alliance(. 
URL: http://www.openmobilealliance.org/tech/DTD/dm_ddf-v1_3.dtd 

	[DMPRO]
	“OMA Device Management Protocol, Version 1.3”. Open Mobile Alliance(. 
OMA-TS-DM_Protocol-V1_3. URL:http://www.openmobilealliance.org

	[DMSEC]
	“OMA Device Management Security, Version 1.3”. Open Mobile Alliance(. 
OMA-TS-DM_Security-V1_3. URL:http://www.openmobilealliance.org

	[DMSTDOBJ]
	“OMA Device Management Standardized Objects, Version 1.3”. Open Mobile Alliance(. OMA-TS-DM_StdObj-V1_3. URL:http://www.openmobilealliance.org

	[DMTNDS]
	“OMA Device Management Tree and Description Serialization Specification, Version 1.3”. Open Mobile Alliance(. OMA-TS-DM_TNDS-V1_3. URL:http://www.openmobilealliance.org

	[ISO8601]
	ISO 8601:2000, Data elements and interchange formats -- Information interchange -- Representation of dates and times. URL:http://www.iso.ch/

	[META]
	“OMA Device Management Meta Information, version 1.3”. Open Mobile Alliance(. 
OMA-TS-SyncML_MetaInfo-V1_3. URL:http://www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”. T. Berners-Lee, et al.  August 1998. URL:http://www.ietf.org/rfc/rfc2396.txt

	[WBXML1.1]
	“WAP Binary XML Content Format Specification”, WAP Forum(, SPEC-WBXML-19990616.pdf, URL:http://www.openmobilealliance.org

	[WBXML1.2]
	“WAP Binary XML Content Format Specification”, WAP Forum(, WAP-154-WBXML, URL:http://www.openmobilealliance.org

	[WBXML1.3]
	“WAP Binary XML Content Format Specification”, WAP Forum(, WAP-192-WBXML, URL:http://www.openmobilealliance.org

	[XMLSCHEMADT]
	“XML Schema Part 2: Datatypes”, W3C Recommendation 02 May 2001, 
URL:http://www.w3.org/XML/Schema/

	[OMNA]
	“Open Mobile Naming Authority”. Open Mobile Alliance(. URL:http://www.openmobilealliance.org/tech/omna/index.html


Change 2:  Remove texts for StdObj rather than TND

4. Introduction

Other OMA DM specifications define the syntax and semantics of the OMA DM protocol. However, the usefulness of such a protocol would be limited if the managed entities in devices required different data formats and displayed different behaviors. 

On the other hand, since device manufacturers will always develop new functions in their devices and since these functions often are proprietary, no standardized management objects exist for them.  To make these functions manageable in the devices that have them, a device description framework is needed that can provide servers with the necessary information they must have in order to manage the new functions. The intention with this framework is that device manufacturers will publish descriptions of their devices as they enter the market. Organizations operating device management servers should then only have to feed the new description to their servers for them to automatically recognize and manage the new functions in the devices.

Change 3:  Change SyncML message to DM message

7.7.2 Format

The Format property always maintains information about the data format of the current Node value. Allowed formats are defined in [META]. 

The entity setting the value MUST supply the format information in the same command that is used to set the value. The format information is carried (in the DM message) by the Format tag within the Meta element [META] of the Item that has the data to be set. The property value is represented by a string. See section 7.7.7.1 for an example.

Note that Interior Nodes MUST have node as the Format value. 

When a Node’s native value is B64-encoded binary, the value b64 is used as the node Format property and a Meta Format [META] value of “b64” MAY be used when sent over DM protocol. When data has a binary form (as indicated by the Mime Type in the Meta Type), and the data is sent over XML, then the Meta Format MUST be b64. The recipient of this data then decodes the data and associates the node Format property bin with the data so that any time a Get command on the Format property of this Node is executed, the response MUST be bin.  

In effect, the binary data exists as binary on the server, and is processed as binary on the client.  It MAY be only temporarily encoded in Base64 if it needs to be sent over XML.
When binary data is sent over WBXML:

the Meta Format MUST be bin, if the Base64 encoding is not used,

the Meta Format MUST be b64, if the Base64 encoding is used. 

In either case, the Base64 encoding is used only during transport. The Management Tree property Format MUST be bin. for this data.
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