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1 Reason for Change

R01 moves the text proposed in the original CR to section 5.4.6 as agreed by the group during the Sorrento meeting.
R01 also updates the supporter companies.
In DM 1.3 the DM Profile is mandatory and the DM Client must implement all the necessary code required to support the DM Profile, such as TNDS and Inbox. 
In the case of the Smartcard support (section 5.4.6) the DM Profile contains three important normative statements:

1. If the Device supports a smartcard, the DM Client MUST support detection, retrieval, and processing of Bootstrap Message from the smartcard as described in Appendix D. 
2. The DM Client MAY include configurable security policy to disable smartcard bootstrap functions. 
3. If the smartcard bootstrap function is enabled and the smartcard has not been rejected by the device (for example, because of a SIM-locking mechanism), the DM Client SHALL retrieve the Bootstrap Message from the smartcard when the device is switched on and apply it to the device configuration.
It is currently unclear from statement #3 “If the smartcard bootstrap function is enabled […]” that text can refer to any of the two following situations:

Situation a) DM Client does not implement the optional Security Policy mentioned in statement #2, or
Situation b) DM Client implements the optional Security Policy mentioned in statement #2 and the smartcard bootstrap function is not disabled.

According to this, it is important to note the following:

· Regardless of the existence of a security policy or not in the DM Client the code to detect, retrieve and process Bootstrap Message from the smartcard is mandatory (statement #1) if the device supports a smartcard.
· The application of Bootstrap data to the device configuration is the expected result when:
     - the device does not have a security policy (situation a), or 
     - the device has the security policy and bootstrap from the smartcard is not disabled (situation b). 

Due to all the above, the SCR: DM-BOOT-C-008 is misleading as it might be interpreted as only applicable to situation b, leading to IOP issues. The aim of this contribution is:
· To avoid confusion among implementations of the Smartcard bootstrap functionality when trying to match normative text in section 5.4.6 and SCR tables, and

· To clarify SCR DM-BOOT-C-008 in order to facilitate interoperability testing. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to review the detailed proposal and agree to apply the changes to the latest draft of DM Bootstrap v1.3.
6 Detailed Change Proposal
Change 1:   Instead of clarifying the SCR it was proposed to use the same text in section 5.4.6
	DM-BOOT-C-008
	Smartcard bootstrap function is enabled by DM client and the smartcard has not been rejected by the device.
	Section 5.4.6
	O
	DM-BOOT-C-009


5.4.6      Smartcard

If the Device supports a smartcard, the DM Client MUST support detection, retrieval, and processing of Bootstrap Message from the smartcard as described in Appendix D. The DM Client MAY include configurable security policy to disable smartcard bootstrap functions. If the smartcard bootstrap function is enabled (i.e. no security policy is implemented or security policy does not disable smartcard bootstrap) and the smartcard has not been rejected by the device (for example, because of a SIM-locking mechanism), the DM Client SHALL retrieve the Bootstrap Message from the smartcard when the device is switched on and apply it to the device configuration.
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