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1 Reason for Change

In order to help the DM Server determine the identity of the DM Client without having to parse the XML message, the header needs to include the device identifier (from the DevInfo).
2 Impact on Backward Compatibility

None – if the DM Server does not use this new header, then it will automatically skip over the header.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Section 5.3.3 Request Headers
5.3.3  Request Headers

The following table summarizes the support for the HTTP request headers in the DM HTTP binding.

	Request Header
	Client Requirements
	Server Requirements

	Accept
	MUST
	MUST

	Accept-Charset
	MUST
	MUST

	Accept-Encoding
	MAY
	MAY

	Accept-Language
	MAY
	MAY

	Authorization
	MAY
	MAY

	Expect
	MAY
	MAY

	From
	MAY
	MAY

	Host
	MAY
	MAY

	If-Match
	MAY
	MAY

	If-Modified-Since
	MAY
	MAY

	If-None-Match
	MAY
	MAY

	If-Range
	MAY
	MAY

	If-Unmodified-Since
	MAY
	MAY

	Max-Forwards
	MAY
	MAY

	Proxy-Authorization
	MAY
	MAY

	Range
	MAY
	MAY

	Referer
	MAY
	MAY

	TE
	MAY
	MAY

	User-Agent
	MUST
	MUST

	X-DM-DevId
	MUST
	MAY


The Accept request header is used to specify which media types are acceptable in the response.

The following is an example of how this header is specified to indicate that the client expects responses formatted according to the binary, WBXML Error! Reference source not found. representation of device management

Accept: application/vnd.syncml.dm+wbxml

The Accept-Charset request header is used to specify which character sets are acceptable in the response. DM Servers MUST support this header with the "UTF-8" character set value. DM Clients SHOULD support the "UTF-8" character set. DM Clients MAY support additional, IANA registered character set values. DM Client implementations not supporting UTF-8 SHOULD take careful consideration of the potential impact of lack of UTF-8 support on interoperability of the device. If a recipient is unable to provide support for the character set encoding specified in the Accept-Charset request headers sent by the originator, the recipient MUST send to the originator a HTTP status 406, "Not acceptable". This is in keeping with [RFC2616]. Note that there will be no DM Message sent with this response. The following is an example of how this header is specified to indicate that the client expects responses formatted into the UTF-8 character set:

Accept-Charset: UTF-8

The Authorization request header is used by an HTTP client to authenticate itself to the HTTP server. DM Clients and DM Servers MAY support this header with the authorization values for "Digest Access Authentication" authentication schemes, as specified in [RFC2617]. The following is an example of how this header is specified to allow the HTTP client to authenticate itself with a Base64 character encoding of a userid of Aladdin and password of open sesame.

Authorization: Basic QWxhZGRpbjpvcGVuIHNlc2FtZQ==

The Accept-Encoding request header is similar to Accept, but restricts the content-codings (Section 3.5 of [RFC2616]) that are acceptable in the response. DM Clients and DM Servers MAY support this header. Note that since DM messages are frequently used in bandwidth constrained environments, the use of compression may be especially desirable.  The following is an example of how this header is specified to allow the HTTP client to request particular compression types. 

Accept-Encoding: gzip,deflate

The Proxy-Authorization request header is similar to the Authorization header except that it is specified by the HTTP client and used only by the next proxy in the connection chain. DM Clients and DM Servers MAY support this header and with the authorization values for "Digest Access Authentication" authentication schemes, as specified in [RFC2617]. The following is an example of how this header is specified to allow the HTTP client to authenticate itself with a userid of Aladdin and password of open sesame.

Proxy-Authorization: Basic QWxhZGRpbjpvcGVuIHNlc2FtZQ==

The User-Agent request header identifies the type of user agent originating the request. This information is useful for the HTTP server to provide automated recognition of user agents for the sake of tailoring responses to avoid particular limitations or to take advantage of special features in the HTTP client. Implementations conforming to this specification MUST support this header and provide it in all HTTP requests. The following is an example of the usage of this header.

User-Agent: Foo Bar DM Products v3.4

The X-DM-DevId request header provides the device identification (the same value as in DevInfo/DevId). This information is useful to the HTTP server to provide automated recognition and handling of specific DM Clients.
The other request headers MAY be supported by implementations conforming to this specification.
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