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1 Reason for Change

The ETR does not include the newest TS to DM 1.3 – the server delegation TS. Other minor changes are also included.
2 Impact on Backward Compatibility

None.  Server delegation is optional.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal
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Change 2:  Section 4, Introduction
The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler Device Management V1.3 [ERELD], documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA Device Management Representation Protocol, version 1.3: Specifying the OMA Device Management representation protocol [DMREPRO].

· OMA Device Management Protocol, Version 1.3: Specifying how to use DM representation protocol for device management [DMPRO].

· OMA Device Management Security, Version 1.3: Specifying security mechanisms for Device Management [DMSEC].
· OMA Device Management Bootstrap, Version 1.3: Specifying methods to Bootstrap a DM device [DMBOOT].
· OMA Device Management Notification Initiated Session, Version 1.3: Specifying how a DM Server sends and DM Client receives a message causing a server initiated DM session to occur [DMNOTI].
· OMA Device Management Tree and Description, Version 1.3: Specifying the way DM data is stored and managed [DMTND].
· OMA Device Management Tree and Description Serialization, Version 1.3: Specifies to transform a runtime management tree into an XML or WBXML file [DMTNDS].

· OMA Device Management Standardized Objects, Version 1.3: Specifies various common groups of parameters, how they are stored in the management tree, and the values they can contain [DMSTDOBJ].

· OMA DM Device Description Framework, Version 1.3.  Specifies the DTD for device management [DMDDFDTD].

· OMA Device Management Sessionless Message, Version 1.3. Specifies the Sessionless DM Message and its usage [DMSESLESS].
· OMA Device Management Server Delegation Protocol, Version 1.3. Specifies the delegation process between two DM Servers [DMDELEGATE].
· Device Management HTTP Binding, Version 1.3: Specifies how to carry DM messages based on OMA Device Management representation over HTTP [DMHTTPBIND].

· Device Management OBEX Binding, Version 1.3: Specifies how to carry DM messages based on OMA Device Management representation over OBEX [DMOBEXBIND].

· Device Management WSP Binding, Version 1.3: Specifies how to carry DM messages based on OMA Device Management representation over WSP [DMWSPBIND].

· Device Management Meta Information, Version 1.3: Specifies the meta information associated with a DM command [DMMETAINF].

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for DM V1.3.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler DM V1.3

Change 3:  Section 5.1.2.2, Optional Server Test Requirements
5.1.2.2  Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	Noti
	Notification
	Required to test server initiated notification as indicated in [DMNOTI].

	
	UserInterf
	User Interaction Alert
	Required for the client to display information/questions sent by the server and return results to the server as indicated in [DMPRO].

	
	SIS
	Server Initiated Session
	Required to test whether server initiated alert is properly sent as indicated in [DMPRO].

	
	LarObj
	Large object handling
	Required to test whether large object fragmented into multiple messages is handled properly as indicated in [DMPRO].

	
	MO
	Additional Management Objects
	Required to test compatibility and support for other management objects. (Standard or Proprietary)

	
	HTTPBinding
	HTTP binding
	Mandated to test if the transport is utilized as indicated in [DMHTTPBIND].

	
	OBEXBinding
	OBEX binding
	Mandated to test if the transport is utilized as indicated in [DMOBEXBIND].

	
	WSPBinding
	WSP binding
	Mandated to test if the transport is utilized as indicated in [DMWSPBIND].

	
	CaseSens
	LocURI case sensitivity
	Required to test whether or not that nodes are distinguished by Case Sensitivity as indicated in [DMTND].

	
	Correlator
	Correlator
	Required to synchronize asynchronous alerts with associated Execs as indicated in [DMREPPRO].

	
	ImplicitAdd
	Support for Implicit Add
	Required to test if the device supports adding an interior node without an existing parent, otherwise error code is sent as indicated in [DMREPPRO].

	
	MultiMessage
	Multiple messages per package
	Required to test whether a package fragmented into multiple messages is sent and received properly as indicated in [DMPRO].

	
	RelativeURI
	Relative URI Addressing Mechanism
	Required to test whether the Relative URI address is correctly constructed.

	
	SessionLess
	Sessionless Message Mechanism
	Required to test whether the DM Server correct creates, and delivers a sessionless DM Message.

	
	ServerDelegation
	Server Delegation Protocol
	Required to test whether DM Server delegate management of a device.

	Error Flow
	
	
	














NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2011 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20110101-I]

© 2011 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20110101-I]

