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1 Reason for Change

The present CR aims to fix some editorials in Server Delegation TS document. It also replaces Figure 3 prividing the correct diagram.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review this CR and agree on its proposal.
6 Detailed Change Proposal

Change 1:  Section 5.2.1 update diagram
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Figure 3: Delegation process – Setup DMAcc for DMS-2

Change 2:  Based on the Step Section 5.2.1.4
5.2.1.4 Step 4: DM Client preparation

Based on the Step 3 response, if not originally done by the DMS-2, the DMS-1 creates the DMS-2 DMAcc on the DM Client.

The DMS-1 updates the DM Tree ACLs accordingly to the DMS-2 serverId.

Change 3:  Based on the Step Section 5.2.2.9

5.2.1.5 Step 9: Client prepared

The DMS-1 notifies the DMS-2 that the DM Client preparation is done.

Change 4:  Section 5.3

In order to exchange the delegation protocol messages, DM Servers MUST use HTTP POST method with  “application/vnd.dm.delegation+xml” value for “Content-Type” HTTP header and a xml document containing delegation protocol parameters as HTTP body.  The schema for this XML document is specified in [DMDELXSD]. The target URL MUST be in the form of "http(s)://<host>[:<port>][…/]<interface_name>”.

The message flow diagrams in the following sections illustrate the protocol exchanges in the true case, where no error conditions occur.
Change 5:  Section 5.3.1.6: editorial

Table 6: DELEGATION_FAILURE parameters table

	Name
	Type
	Value(s)
	Description

	
	
	
	

	reasonCode
	int
	See section 11 “Response Status Codes” in [DMREPRO]
	reason Code

	status
	string
	FAILURE
	Status field

	sessionId
	string 
	
	Session Identifier


Change 6:  Section 5.3.3: editorial

A summary description of the protocol messages is provided in the following subsections.
Change 7:  Section 5.3.4: editorial

A description summary of the protocol messages is provided in the following subsections.
Change 8:  Section 5.3.5: editorial

A description summary of the protocol messages is provided in the following subsections.
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