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1 Reason for Change

Current table for “Mandatory Test Requirements” and “Optional Test Requirements” are too complicated for developing ETS.

Identified issues are:

· Functional Level of requirements are not normalized.
· Optionality of specification is not well addressed.

· Functional Key ID was recommended within 3 to 5 characters.

This CR proposes rebuilding ETR tables following guidelines of  OMA-ORG-IOP_Process-V1_11-20110913-A:
9.3.2 Role, Responsibility and Scope

The ETR SHALL cover at least those requirements documented in the RD & AD in addition to any other items TWG has identified as important enough to warrant attention from an interoperability perspective and identify any technical functionalities that should be covered by testing.

It SHOULD also include prioritisation guidance for testing from TWG perspective. Mandatory test requirements should cover the features and use cases that require validation in order to approve the enabler. They include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These requirements and use cases SHOULD cover mandatory implementation features and MAY recommend prioritisation of optional implementation features.  If testing of some of the mandatory features is not required, then the ETR SHALL contain an explanation for their exclusion.

In the situation that IOP WG or TWG does not see value in including a particular Enabler Release into OMA IOP Program, it will be described with details in the ETR.

To ensure high quality and usefulness of the ETR, the IOP WG is to participate in the review of the ETR during the enabler consistency review.

2 Impact on Backward Compatibility

Backward compatibility was considered from the prospective of interoperability testing.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

WG member should agree on this CR.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

5.1.1 Mandatory Test Requirements

Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.
5.1.1.1 Client
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	BOOT-C
	Bootstrap 
	Required to test whether Client can be properly bootstrapped following one of the profiles in [DMBOOT].

	
	PKG#1-C
	Start new DM Session
	Required to test whether Client can start new management session sending Pkg#1 message following [DMPRO].

	
	PKG#2-C
	Report Management Result
	Required to test whether Client can send Pkg#3 message with handling Pkg#2 message following [DMPRO].

	
	PKG#4F-C
	Further Management Commands
	Required to test whether Client can handle Pkg#4 message which contains further Management Commands.

	
	PKG#4C-C
	Complete DM Session
	Required to test whether Client can complete the Management Session successfully when received Pkg#4 message does not contained further Management Session following [DMPRO].

	
	T-CONF-C
	Confidentiality on transport
	Required to test whether Client can provide confidentiality functionality for transport layer following [DMSEC].

	
	CCRED-C
	Providing Client credential when it is requested by Server
	Required to test whether Client can provide the credential for Client which is required by Server following [DMSEC].

	
	SCRED-C
	Authenticating Server by checking Server credential.
	Required to test whether Client can check the authentication credential sent by DM Server following [DMSEC].

	
	SYNCML-C
	Handling SyncML message
	Required to test whether Client can handle SyncML message following [DMREPPRO].

	
	WBXML-C
	Handling WBXML message
	Required to test whether Client can handle WBXML encoded SyncML message following [DMREPPRO].

	
	STDOBJ-C
	Handling Get command targeted on Standard MO.
	Required to test whether Client can handle the Get command targeting DevInfo MO, DevDetail MO, and DM Acount MO following [DMSTDOBJ]

	
	TNDS-C
	Support of TNDS data format
	Required to test whether Client can handle TNDS data format following [DMREPPRO] and [DMTNDS].

	
	META-C
	Support of Mandatory Node Properties 
	Required to test whether Client can handle mandatory node properties following [DMTND] and [DMMETAINF].

	
	
	
	

	Error Flow
	AUTH-E-C
	Handling Authentication errors
	Required to test whether Client can handle authentication errors following [DMPRO], [DMREPPRO] and [DMSEC].

	
	RejCmdD-E-C
	Rejecting Management Command following DDF.
	Required to test whether Client can reject the Management Command which is not allowed by DDF for  Standard MOs following [DMSTDOBJ].

	
	RejCmdA-E-C
	Rejecting Management Command following ACL.
	Required to test whether Client can reject the Management Command which is not allowed by ACL following [DMTND].

	
	
	
	

	
	
	
	


Table 1: Applicability Table for DM V1.3 Enabler Client Specific Mandatory Test Requirements

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



5.1.1.2 Server
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PKG#1-S
	Accept  Pkg#1
	Required to test whether Server can handle Pkg#1 message properly following [DMPRO].

	
	PKG#2-S
	Request Management Commands
	Required to test whether Server can request DM Command by sending Pkg#2 following [DMPRO].

	
	PKG#3-S
	Handle Management Results of Management Commands
	Required to test whether Server can handle Pkg#3 message which contains the result of requested Management Commands following [DMPRO].

	
	PKG#4F-S
	Issue Further Management Commands
	Required to test whether Server can request further Management Command by sending Pkg#4 which contains further Management Commands following [DMPRO].

	
	PKG#4C-S
	Complete Management Session
	Required to test whether Server can complete Management Session by sending Pkg#4 which does not contain any further Management Command following [DMPRO].

	
	T-CONF-S
	Confidentiality on Transport
	Required to test whether Server can provide confidentiality functionality for transport layer following [DMSEC].

	
	CCRED-S
	Authenticating Client by checking Client credential.
	Required to test whether Client can check the authentication credential send by DM Client following [DMSEC]

	
	SCRED-S
	Providing Server credential when the it is requested by the Client.
	Required to test whether Server can provide the crendential for Server which is required by Client following [DMSEC].

	
	SYNCML-S
	Handling SyncML message
	Required to test whether Server can handle SyncML message following [DMREPPRO].

	
	WBXML-S
	Handling WBXML message
	Required to test whether Server can handle WBXML encoded SyncML message following [DMREPPRO].

	
	TNDS-S
	Support of TNDS data format
	Required to test whether Server can handle TNDS data format following [DMREPPRO] and [DMTNDS].

	
	META-S
	Support of Mandatory Node Properties
	Required to test whether Server can handle mandatory node properties following [DMTND] and [DMMETAINF].

	
	
	
	

	Error Flow
	AUTH-E-S
	Handling Authentication errors
	Required to test whether Server can handle authentication errors following [DMPRO], [DMREPPRO], and [DMSEC].

	
	RejCmdD-E-S
	Handling error regarding access control defined as part of DDF.
	Required to test whether Server can handle error regarding access control defined as part of DDF for DM Standard MOs following [DMSTDOBJ].

	
	RejCmdA-E-S
	Handling error regarding access control defined by ACL property.
	Required to test whether Server can handle error regarding access control defined by ACL following [DMTND].

	
	
	
	

	
	
	
	

	
	
	
	


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Change 2:  Optional Test Requirements
5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

Additionally, important conformance test requirements MAY be listed.

These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.
5.1.2.1 Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	Noti
	Notification
	Required to test server initiated notification as indicated in [DMNOTI].

	
	UserInterf
	User Interaction Alert
	Required for the client to display information/questions sent by the server and return results to the server as indicated in [DMPRO].

	
	SIS
	Server Initiated Session
	Required to test whether server initiated alert is properly sent as indicated in [DMNOTI] and [DMPRO].

	
	LarObj
	Large object handling
	Required to test whether large object fragmented into multiple messages is handled properly as indicated in [DMPRO].

	
	
	
	

	
	HTTPBinding
	HTTP binding
	Mandated to test if the transport is utilized as indicated in [DMHTTPBIND].

	
	OBEXBinding
	OBEX binding
	Mandated to test if the transport is utilized as indicated in [DMOBEXBIND].

	
	WSPBinding
	WSP binding
	Mandated to test if the transport is utilized as indicated in [DMWSPBIND].

	
	PushBinding
	Push binding
	Required to test if the transport is utilized as indicated in [DMPUSHBIND].

	
	CaseSens
	LocURI case sensitivity
	Required to test whether or not that nodes are distinguished by Case Sensitivity as indicated in [DMTND].

	
	ImplicitAdd
	Support for Implicit Add
	Required to test if the device supports adding an interior node without an existing parent, otherwise error code is sent as indicated in [DMREPPRO].

	
	Integrity
	Transport Neutral Integrity
	Required to test whether HMAC transport neutral integrity is properly achieved as indicated in [DMSEC].

	
	CIS
	Client initiated session
	Required to test whether a client initiated session is performed properly as indicated in [DMPRO].

	
	MultiMessage
	Multiple messages per package
	Required to test whether a package fragmented into multiple messages is sent and received properly as indicated in [DMPRO].

	
	Alert
	Support for generic alerts
	Required to test Generic Alert message elements are utilized properly.  For generic alerts, the server is required to receive the alert from the client. As indicated in [DMPRO].

	
	
	
	

	
	Node Addressing
	Absolute, Relative and Virtual URI Addressing
	Required to test whether the Absolute, Relative and Virtual URI address is correctly constructed as indicated in [DMTND].

	
	Bootstrap-scurl
	Smartcard URL bootstrap
	Required to test URL bootstrap from the smartcard if device supports HTTPS and SCWS as indicated in [DMBOOT].

	
	Bootstrap Config MO
	Bootstrap Config MO
	Required to test Bootstrap Config MO is correctly utilized as indicated in [DMBOOT].

	
	SessionLess
	Sessionless Message Mechanism
	Required to test whether the DM Client correctly receives, and processes a sessionless DM Message as indicated in [DMSESLESS].

	
	SessionLess Reporting
	Sessionless Report Mechanism
	Requred to test whether the DM Client correctly constructs and sends the Sessionless Report message as indicated in [DMSESLESSREP].

	Error Flow
	
	
	


Table 2: Applicability Table for Enabler Specific Optional Test Requirements
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