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1 Reason for Change

The purpose of this CR is mainly to incorporate feedback received during the informal review of the draft GwMO RD by REQ.  Additionally, one requirement has been deleted (overlap) and another one has been rephrased for better clarity.
Most of the changes are in Section 6.1 (High-Level Functional Requirements).  As per REQ guidance, requirements in Section 6.1 are being spread over multiple sections.  The following table summarizes the changes made to section 6.1.

	Old Label
	New Label
	Comments

	GwMO-HLF-001
	
	

	GwMO-HLF-002
	
	

	GwMO-HLF-003
	GwMO-TMode-001
	Moved to new section 6.3.1 (Transparent Mode)

	GwMO-HLF-004
	N/A
	Deleted
The GwMO enabler SHALL support a mechanism for a DM Gateway to manage an end device on behalf of a DM Server.
Requirement had an overlap with other requirements in section 6.3.2 (Proxy Mode)

	GwMO-HLF-005
	GwMO-PMode-003
	Moved to new section 6.3.2 (Proxy Mode)

	GwMO-HLF-006
	GwMO-PMode-001
	Moved to new section 6.3.2 (Proxy Mode)

	GwMO-HLF-007
	GwMO-DI-002
	Moved to new section 6.4 (Device Inventory)

	GwMO-HLF-008
	
	Editor will renumber

	GwMO-HLF-009
	GwMO-FORA-001
	Moved to new section 6.5 (Command Fan-out and Response Aggregation)

	GwMO-HLF-010
	GwMO-FORA-002
	Moved to new section 6.5 (Command Fan-out and Response Aggregation)

	GwMO-HLF-011
	GwMO-DI-001
	Moved to new section 6.4 (Device Inventory)

	GwMO-HLF-012
	GwMO-DI-003
	Moved to new section 6.4 (Device Inventory)

	GwMO-HLF-013
	GwMO-DI-004
	Moved to new section 6.4 (Device Inventory)

	GwMO-HLF-014
	GwMO-DI-005
	Moved to new section 6.4 (Device Inventory)

	GwMO-HLF-015
	GwMO-DCIS-001
	Moved to new section 6.6 (Device Configuration and Image Storage)

	GwMO-HLF-016
	GwMO-DCIS-002
	Moved to new section 6.6 (Device Configuration and Image Storage)

	GwMO-HLF-017
	GwMO-DCIS-003
	Moved to new section 6.6 (Device Configuration and Image Storage)

	GwMO-HLF-018
	GwMO-MOO-001
	Moved to new section 6.3 (Modes of Operation)

	GwMO-HLF-019
	GwMO-PMode-002
	Moved to new section 6.3.2 (Proxy Mode)

Rephrased
Old text:

The GwMO enabler SHALL allow a DM Gateway to bootstrap a DM Client in Proxy Mode.
New text:

The GwMO enabler SHALL allow a DM Gateway, operating in the Proxy Mode, to bootstrap a DM Client running on the end Device.

	GwMO-HLF-020
	GwMO-AMode-001
	Moved to new section 6.3.3 (Protocol Adaptation Mode)

	GwMO-HLF-021
	GwMO-SECACATE-002
	Moved to existing section 6.1.1.1 (Authentication)


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the GwMO 1.0 RD be updated accordingly.
6 Detailed Change Proposal

Change 1:  Expanding the Scope section to better describe what is in scope and what is out of scope

 1. Scope
(Informative)

This document lists the requirements for the OMA DM Gateway Management Object enabler.  It mainly focuses on requirements to enable a DM Server to manage devices that are not directly accessible to the OMA-DM Server e.g. because the devices are deployed behind a firewall or because the devices do not support the OMA-DM protocol.  This document also provides requirements for management of devices in a Machine to Machine (M2M) ecosystem (e.g. fanning out DM commands from a DM Server to multiple end devices and aggregating responses from multiple end devices so that a consolidated response is sent back to the DM Server).  
The following issues are outside the scope of this document:

· Device discovery mechanisms

· Management protocol adaptation rules

Change 2:  Deleting GwMO WID from the list of Normative References


2.1  Normative References

	
	

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt


Change 3:  Deleting description pertaining to the Modes of Operation from section 4.1

4.1  

· 
· 
· 
Change 4:  Adding description on the Modes of Operation to section 5.1.   Additionally, adding some description in section 5.

5. Gateway Management Object release description 
(Informative)

The GwMO Enabler SHALL be compatible with DM 1.3 and later versions of the OMA-DM protocol.

5.1 Modes of Operation

The GwMO enabler defines the following operation modes:
· Transparent Mode: The DM Gateway maintains a mapping between the local/private and global/public identity of the device to assist the DM server in sending a notification to the DM client deployed behind the DM Gateway.

· Proxy Mode: The DM Gateway manages devices on behalf of the OMA-DM Server over DM protocol.

· Adaptation Mode: The DM Gateway manages non-OMA-DM devices on behalf of the OMA-DM Server over a device supported protocol.

Change 5:  Moving the following requirements from Section 6.1 to other sections: GwMO-HLF-003, GwMO-HLF-005, GwMO-HLF-006, GwMO-HLF-007, GwMO-HLF-009, GwMO-HLF-010, GwMO-HLF-011, GwMO-HLF-012, GwMO-HLF-013, GwMO-HLF-014, GwMO-HLF-015, GwMO-HLF-016, GwMO-HLF-017, GwMO-HLF-018, GwMO-HLF-019, GwMO-HLF-020, GwMO-HLF-021

Deleting requirement GwMO-HLF-004 (duplicate of other Proxy Mode requirements)

6.1 High-Level Functional Requirements

	Label
	Description
	Release

	GwMO-HLF-001
	The GwMO enabler SHALL support a mechanism to allow DM sessions against a device placed behind a firewall or NAT (“Network Address Translator”).
	1.0

	GwMO-HLF-002
	The GwMO enabler SHALL specify a mechanism to allow continuous management of devices, even if the devices are moved across networks.
	1.0

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	GwMO-HLF-008
	The GwMO enabler SHALL support adding a new Device, so that the Device can be managed through the Gateway.
	1.0

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

Change 6:  Moving GwMO-HLF-021 (old numbering scheme) to Section 6.1.1.1, since it pertains to Authentication

6.1.1.1   Authentication
	Label
	Description
	Release

	GwMO- SECACATE-001
	The GwMO enabler SHALL conform to the authentication requirements of OMA-DM.
	1.0

	GwMO-SECACATE-002
	The GwMO enabler SHALL provide a mechanism to have a single authentication for a group of devices under the DM Gateway.
	1.0


Change 7:  Creating a new section for Modes of Operation, with subsections for the Transparent, Proxy and Protocol Adaptation modes, and moving some of the requirements from the High-Level Functional Requirements section to those sections
Rephrasing requirement GwMO-HLF-019 (old numbering scheme) for improved clarity

6.3 Modes of Operation

	Label
	Description
	Release

	GwMO-MOO-001
	The GwMO enabler SHALL provide a mechanism to allow a DM Gateway to choose which operation modes (Transparent mode, Proxy mode or Adaptation mode) should be used.
	1.0


6.3.1   Transparent Mode

	Label
	Description
	Release

	GwMO-TMode-001
	The GwMO enabler SHALL enable a DM Server to send a notification to a DM Client that is running on a device that does not have a publicly routable address.
	1.0


6.3.2   Proxy Mode

	Label
	Description
	Release

	GwMO-PMode-001
	The GwMO enabler SHALL support a proxy mechanism between DM Server and DM Client that is running on a device which is behind the DM Gateway.
	1.0

	GwMO-PMode-002
	The GwMO enabler SHALL allow a DM Gateway, operating in the Proxy Mode, to bootstrap a DM Client running on the end Device.
	1.0

	GwMO-PMode-003
	The GwMO enabler SHALL support a mechanism to enable remote management of an end device that is not bootstrapped with any external DM Server.
	1.0


6.3.3   Protocol Adaptation Mode

	Label
	Description
	Release

	GwMO-AMode-001
	The GwMO enabler SHALL support the ability to manage devices that support management protocols other than OMA-DM.
	1.0


Change 8:  Creating a new sub-section for Device Inventory and moving some of the requirements from the High-Level Functional Requirements section to that section


6.4 Device Inventory

	Label
	Description
	Release

	GwMO-DI-001
	The GwMO enabler SHALL support querying of a DM Gateway to obtain specified information of a device that is deployed behind a DM Gateway.
	1.0

	GwMO-DI-002
	The GwMO enabler SHALL support querying of a DM Gateway to obtain summarized information pertaining to all the devices that are deployed behind the Gateway.
	1.0

	GwMO-DI-003
	The GwMO enabler SHALL support the ability to show the status, attached or detached, of the registered device behind a DM Gateway.
	1.0

	GwMO-DI-004
	The GwMO enabler SHALL support the ability to inform the DM Server about the newly registered devices behind a DM Gateway.
	1.0

	GwMO-DI-005
	The GwMO enabler SHALL allow the DM Server to configure whether it will be informed for newly registered devices behind a DM Gateway.
	1.0


Change 9:  Creating a new sub-section for Command Fan-out and  Response Aggregation and moving some of the requirements from the High-Level Functional Requirements section to that section


6.5 Command Fan-out and Response Aggregation

	Label
	Description
	Release

	GwMO-FORA-001
	The GwMO enabler SHALL support the ability to fan-out DM commands from a DM Server to a desired set of end Devices behind the Gateway.
	1.0

	GwMO-FORA-002
	The GwMO enabler SHALL support the ability to aggregate responses from multiple end Devices and send a consolidated response back to the DM Server.
	1.0


Change 10:  Creating a new sub-section for Device Configuration and Image Storage and moving some of the requirements from the High-Level Functional Requirements section to that section


6.6 Device Configuration and Image Storage
	Label
	Description
	Release

	GwMO-DCIS-001
	The GwMO enabler SHALL support the ability to store data from the DM Server on the DM Gateway, e.g. Delivery Package for SCOMO, for local retrieval by devices behind this DM Gateway.
	1.0

	GwMO-DCIS-002
	The GwMO enabler SHALL provide an optimized and configurable mechanism to store data on a DM Gateway, e.g., Delivery Package for SCOMO, if the data are the same for multiple devices behind the DM Gateway. 
	1.0

	GwMO-DCIS-003
	The GwMO enabler SHALL allow the DM Server to configure whether the data, e.g. Delivery Package for SCOMO can be stored on a DM Gateway for local retrieval by devices behind it.
	1.0


Change 11:  Rephrasing the requirement in Section 6.1.5

6.1.5   Interoperability

	Label
	Description
	Release

	GwMO-IOP-001
	The GwMO enabler SHALL provide a protocol adaptation mechanism to allow a device with a non OMA-DM Client to be managed by an OMA-DM Server.
	1.0


REQ Comment: “ … more specific on RD template, it might be useful to better describe what is in scope and what is out of scope, for example the interface and interactions between the DM gateway and the other end devices are out of scope (question mark) …”
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Note to reviewer:- GwMO- PMode-002 (old number GwMO-HLF-019) has been rephrased.
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