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1 Reason for Change

The present CR aims to solve comments submitted during M2M Interface 1.0 CONR by OMA-CONR-2014-0049R01-INP_M2MInterface_1.0_CONR_Comments_TI.
2 Impact on Backward Compatibility

n/a.
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG is recommended to approve the present contribution and agree to close related comments.
6 Detailed Change Proposal

Change 1:  Comment A0001 and A0004
Security

 The requirements for this section are derived from [oneM2MRequirements] section 6.4
	Label
	Description
	Release

	M2Mi-SEC-001
	The M2M Interface Enabler SHALL ensure confidentiality of data in a session between the M2M Service Layer and the Device Management Server.
	

	M2Mi-SEC-002
	The M2M Interface Enabler SHALL ensure integrity of data in a session between the M2M Service Layer and the Device Management Server.
	

	M2Mi-SEC-003
	The M2M Interface Enabler SHALL ensure protection mechanisms against security threats, in a session between the M2M Service Layer and the Device Management Server.
	

	M2Mi-SEC-004
	The M2M Interface Enabler SHALL ensure authenticity of data in a session between the M2M Service Layer and the Device Management Server.
	

	M2Mi-SEC-005
	The M2M Interface Enabler SHALL allow the Device Management Server to perform granular authorization of Session Operations initiated by the M2M Service Layer -  i.e. the M2M Service Layer can be authorized to make only certain operations on the Device Management Server, based on the resources affected by each operation
	


Change 2:  Comment A002
Session Establishment

The requirements for this section are derived from [oneM2MRequirements] section 6.1
	Label
	Description
	Release

	
	
	

	M2Mi-SSE-001
	The M2M Interface Enabler SHALL support the capability to allow M2M Service Layer and the Device Management Server to authenticate each other
	

	M2Mi-SSE-002
	The M2M Interface Enabler SHALL support the capability to have multiple sessions in parallel running between M2M Service Layer and the Device Management Server.
	

	M2Mi-SSE-003
	The M2M Interface Enabler SHALL support the capability to manage session connectivity between M2M Service Layer and the Device Management Server.
	

	M2Mi-SSE-004
	The M2M Interface Enabler SHALL specify retry policies (i.e., periodic contact establishment (schedule), upon event detection with time window) on interactions from Device Management Server to the M2M Service Layer
	


Change 3:  Comment A003
The requirements for this section are derived from [oneM2MRequirements] section 6.1
	Label
	Description
	Release

	M2Mi-EVE-001
	The M2M Interface Enabler SHALL allow the M2M Service Layer to subscribe and unsubscribe to defined as changes in the values of one or more attributes/resources of the devices managed by the Device Management Server.
	

	M2Mi-EVE-002
	The M2M Interface Enabler SHALL allow the M2M Service Layer to subscribe to events within the Device Management Server.
	

	M2Mi-EVE-003
	The M2M Interface Enabler SHALL provide the capability deliver events to subscribed M2M Service Layer systems.
	

	M2Mi-EVE-004
	The M2M Interface Enabler SHALL allow the M2M Service Layer to request events based on event filters including: Event Code; Specific parameters changing value; Device; Any combination of the previous criteria.
	

	M2Mi-EVE-005
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to retrieve a list of events emitted by the devices that are managed by the Device Management Server.
	

	M2Mi-EVE-006
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to retrieve a list of events emitted by the Device Management Server.
	


Change 4:  Comment A006 – Part II
Add the following node to §5.3

	<x>/DiagMonData/<x>/VolteSIPCall/CallStatus/Codec


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	char
	Get
	

	
	This node contains the codec negotiated when the VoLTE SIP call status event occurs.
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Change 6:  Comment A004
Add the following nodes to §5.3
	<x>/DiagMonData/<x>/VolteSIPCall/EndCallStatistics/HandoverSuccess

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	float
	Get
	

	
	This node contains the percentage of Handover success during the last ‘n’ seconds of a VoLTE call (where ‘n’ is defined by EndCallStatisticsCaptureDuration).


	<x>/DiagMonData/<x>/VolteSIPCall/EndCallStatistics/SRVCCSuccess

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	float
	Get
	

	
	This node contains the percentage of SRVCC procedure success during the last ‘n’ seconds of a VoLTE call (where ‘n’ is defined by EndCallStatisticsCaptureDuration).
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