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1 Reason for Change

Considering protocol requirements, we better have common understanding about the functionality of DM protocol during drafting introduction section. New 2011 templates suggested us to explain “How can this specification be applied ?”   

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

This CR proposed texts for Intro section, with collecting texts from various TS of DM 1.3.

2 Impact on Backward Compatibility

WG member should consider meeting related requirements:
6.1 High-Level Functional Requirements

Functional Requirements regarding Device Management are described below:
	Label
	Description
	Release

	DM-HLF-001
	The DM enabler SHALL specify a mechanism for the DM Client to expose supported MO types.
	2.0

	DM-HLF-002
	The DM enabler SHALL support web browser or web browser component for the UI functionality.
	2.0

	DM-HLF-003
	The DM enabler SHALL support a mechanism for delivering the management data and management commands separately.
	2.0

	DM-HLF-004
	The DM enabler SHALL support delivery of management commands and management data in the same message.
	2.0

	DM-HLF-005
	The DM enabler SHALL support HTTP GET, POST, and PUT operations for device management.
	2.0

	DM-HLF-006
	The DM enabler SHALL support a mechanism for delivering information required for bootstrapping.
	2.0

	DM-HLF-007
	The DM enabler SHALL support interface to manipulate DM Management Tree
	2.0

	DM-HLF-008
	The DM enabler SHALL provide a mechanism for the discovery of optional DM features supported by the client
	2.0


Table 1: High-Level Functional Requirements

6.1.3 Interoperability

Interoperability requirements hiding difference between implementations: 

	Label
	Description
	Release

	DM-INT-001
	The DM enabler SHALL support the usage of MIME types for identifying the format of the management data.
	2.0

	DM-INT-002
	The DM enabler SHALL specify a JSON format for delivering a MO.
	2.0

	DM-INT-003
	The DM enabler SHALL allow the servers to manage devices without the knowledge of a MO location.
	2.0

	DM-INT-004
	The DM enabler SHALL allow supported MOs to be described in separate DDF files.
	2.0

	DM-INT-005
	The DM enabler SHALL support existing  Management Objects which have been designed to work with OMA DM 1.x.
	2.0


Table 6: High-Level Functional Requirements – Interoperability Items

3 Impact on Other Specifications
WG member should consider the potential impacts on DDF files and “Management Objects which have been designed to work with OMA DM 1.x” regarding protocol replacement.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

WG member should agree on this CR.
6 Detailed Change Proposal

Change 1:  Reused texts from DM 1.3 
4. Introduction






The OMA Device Management Protocol (DM Protocol) allows executing management commands on nodes of Management Object (MO). 
Each device that supports OMA Device Management MUST contain a Management Tree. The Management Tree organizes all available Management Objects in the device as a hierarchical tree structure where all Nodes can be uniquely addressed with a URI.
Management objects are logical collections of related nodes that enable the targeting of management operations, using OMA DM protocol commands. A node might reflect a set of configuration parameters for a device. Actions that can be taken against this node might include reading and setting parameter keys and values. Another node might be the run-time environment for software applications on a device. Actions that can be taken against this type of node might include installing, upgrading, or uninstalling software elements.
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Figure 1 DM Protocol and Management Tree
Change 2:  Description about DM Protocol v1.2 and v1.3 (texts came from v1.3 specifications)

4.1 Version 1.2


The OMA Device Management Protocol v1.2 is a XML-based remote device management protocol  using the DM Representation Protocol [DMREPPRO]. 
OMA DM Protocol v1.2 consists of two parts: setup phase (authentication and device information exchange) and management phase. Management phase can be repeated as many times as the server wishes. Management sessions may start with Package 0 (the trigger). Trigger may be out-of-band depending on the environment and it is specified in DM Notification Initiated Session [DMNOTI].
A DM v1.2 Server can use DM Notification [DMNOTI] to cause the DM v1.2 Client to initiate a connection back to the DM Server. This connection might be over HTTP, WAP, SIP or another transport protocol.
The Management Phase consists of a number of protocol iterations. The content of the package sent from the server to the client determines whether the session must be continued or not. If the server sends management operations in a package that need responses (Status or Results) from the client, the management phase of the protocol continues with a new package from client to server containing the client’s responses to those management operations. The response package from client starts a new protocol iteration. The server can send a new management operation package and therefore initiate a new protocol iteration as many times as it wishes.
4.2 Version 1.3



OMA DM Protocol v1.3 is improved version of OMA DM Protocol v1.2, and it keeps backward compatibility with v1.2. 
OMA DM Protocol v1.3 improves protocol level interoperability, security strength, and efficiency.
Change 3:  Brief description of Protocol Version 2.0 

4.3 Version 2.0


OMA DM Version v2.0 introduces new Client-Server DM Protocol based on HTTP following RESTful architectural design patterns.
OMA DM Protocol v2.0 can reuse Management Objects which are designed for DM Protocol Version 1.3 or earlier.

OMA DM Protocol v2.0 also introduces new user interaction method on Device Management using Web Browser Component.
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