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1 Reason for Change

Current framework description doesn’t seem to fulfil the goal of the DiagMon MO, because the purpose of the DiagMon MO is to provide the system with the general interface to the different device resident DiagMon functions at the same time, and while one DiagMon function takes finite amount of time to complete running, others may run forever until stopped through DM session. Current text in section 5.1 “DiagnosticsFunctionMO” lacks clarification how this difference can be addressed at the same time from the server side. That is, DM Server will never know how the DiagMon function would behave (i.e. run forever or stop soon) unless it understands what DFID means. But, interpreting DFID and its semantics are out-of-scope of DM server according to my best guess on the current consensus. Therefore, this should be clarified and there should be a way to allow DM server to determine how the DiagMon function will behave.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend to agree this CR into this enabler.
6 Detailed Change Proposal

Change 1:  Chapter 5: Restructure the whole section because the specification will only cover DiagMon MO. In addition, current text in section 5 is ambiguous in the context of using the Generic Alert. It is not clear if the Exec (to invoke the function) will have to be always considered to be the asynchronous process call and therefore there will be always Generic Alert to deliver the result codes or the data. But, actually the DiagMon function may or may not be asynchronous process, or it can run forever unless stopped by the server. It is not clear how the server can learn about the expected behaviors of the DiagMon function or the DiagMon Client.
5. Management Objects Usage
Some of the DiagMon functions on the device could be managed using this 
· 
· 
DiagMon management objects by providing the following capabilities to the servers that are typically located remotely from the devices:
· Identify the DiagMon functions

· Invoke the DiagMon functions
· Stop the DiagMon functions 
· Configure the DiagMon functions
· Retrieves the DiagMon data or the results

· Notifications

The DiagMon functions managed with this management objects MUST be identified by globally unique identifier, i.e. <x>/DMFID, assigned by the entity who specifies the functions under the administration of Open Mobile Naming Authority [OMNA]. OMNA manages the identifiers to assure of the uniqueness and persistence of them. The identifier will most likely be a URN using the structure conforming to the OMNA recommendations, e.g. “urn:oma:dmf:xxx:1.0.”
The DiagMon function SHALL be invoked by sending an Exec command to <x>/Operation/Start node and results MAY be returned immediately using the Status in response to the Exec command, or provided asynchronously by the device In the second case, 
the Generic Alert mechanism and the message template MUST be used as specified in [DMPRO], and the message MUST specify the following data:
· An alert type – MUST specify “org.openmobilealliance.dm.diagnosticfunction”
· The URI of the MO – Used to identify the DiagMon MO 
· Correlator – Used by the server and passed as part of the Exec command. This field is optional. 
· An integer result code – Used to provide the result code of the DiagMon function as specified in the table below.
	Code
	Meaning
	Usage

	200
	Successful . 
	Successful - The Request has Succeeded

	250 -299
	Successful – Vendor Specified
	Successful Operation with Vendor Specified ResultCode

	400
	Failed
	Failure to execute Diagnostic Function / operation

	406
	Not authorized
	The server is not authorized to conduct this operation.

	408
	Not Implemented
	The device does not support the requested operation.

	501
	Operation fails because  device is out of memory
	The operation fails due to insufficient memory in the device to execute the diagnostic function

	502
	Operation fails because Storage is Full
	The operation fails due to insufficient storage in the recipient device  to store events or data for diagnostic function.


In addition, any subsequent Get commands on a DiagMon function data, i.e. <x>/Data, returns previously collected diagnostic data. DiagMon function data MAY be encrypted or not, based on preference setting, i.e. <x>/Enc.
6. DiagMon Management Objects
The DiagMon management objects are assembled under the placeholder node x, the root of the sub-tree, as shown in figure 1. Each DiagMon management objects sub-tree is associated with a specific DiagMon function that can be identified by the DiagMon function identifier, i.e. <x>/DMFID. The DiagMon management objects can be created either dynamically or statically, and it could be created more than once for the same DiagMon function depending on implementation.  

Management Object identifier: urn:oma:dm:diagmon:1.0

Protocol Compatibility:  This object is compatible with OMA Device Management protocol specifications, version 1.2 or higher


[image: image1.emf]ServerID?

Start

Config

Data

x* DMFID

State

Ext?

Operation

Stop?

x*

Enc


7.1 
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Figure 1: DiagMon MO


7.2 

Node:  ../<x>

	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrMore
	Node
	Get, Exec


This interior node acts a placeholder for DiagMon management object. The node Type property MUST correspond to the management object identifier “urn:oma:dm:diagmon:1.0”. The DDF file provided by the device manufacturer MAY specify where the <x> node is to be located in the management tree of the device.
Node:  /<x>/DMFID
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get



This leaf node specifies the ID of the Diagnostics and Monitoring function to which this DiagMon MO provides interface for the Diagnostics and Monitoring System.  The identifier MUST be globally unique. OMNA registration will be used to guarantee the uniqueness of the identifier.
	Values

	Reverse domain name as a baseline (OMNA can be used in future).


Node:  /<x>/ServerID
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	GetReplace


This leaf node specifies the server identifier of the DM server. This identifier is typically used to specify the DM Server as a sole authority that owns the access rights to the DiagMon management objects and receives notifications from the associated Diagnostics and Monitoring function.
	Values

	Leaf values are in textual format and equals one of the values defined as ./DMAcc/x/ServerID


Node:  /<x>/Config
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Node
	Get


This interior node is a placeholder for the DiagMon configuration information. 
Node:  /<x>/Config/<x>
	Status
	Occurrence
	Format
	Access

	REQUIRED
	OneOrMore
	Chr
	Get


This leaf node specifies one of the parameters for the related Diagnostics and Monitoring function. The name of this node specifies the name of the parameter. The number of this node is different depending on the related Diagnostics and Monitoring function.

	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	



Node:  /<x>/Data
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node identifies the diagnostics data or the result of running the Diagnostics and Monitoring function. The node Type property can be used by the Diagnostics and Monitoring System to parse the results properly.

Node:  /<x>/Enc
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Node
	Get


This interior node is the placeholder for the encryption settings for the DiagMon data.
Node:  /<x>/Operation

	Status
	Occurrence
	Format
	Access

	Optional
	One
	Node
	Get, Replace


This interior node is the placeholder for the operation nodes that can be used to start or stop the associated Diagnostics and Monitoring function.
Node:  /<x>/Operation/Start
	Status
	Occurrence
	Format
	Access

	Optional
	One
	Node
	Get, Replace


This leaf node is the target node to which the Exec command is sent in order to invoke the Start operation for the Diag Mon function.
Node:  /<x>/Operation/Stop
	Status
	Occurrence
	Format
	Access

	Optional
	One
	Node
	Get, Replace


This leaf node is the target node to which the Exec command is sent in order to invoke the Stop operation for the Diag Mon function.
Node:  /<x>/State
	Status
	Occurrence
	Format
	Access

	Optional
	One
	Node
	Get, Replace


This leaf node specifies the current state of the associated Diagnostics and Monitoring function.

	Value
	Description

	Idle
	The DiagMon function is not running. Note that the function returnes to this state from Running state after successful completion of running.

	Running
	The DiagMon function is running. 

	Error
	The DiagMon function is stopped due to an error encountered while running.


Node:  /<x>/Ext

	Status
	Occurrence
	Format
	Access

	Optional
	One
	Node
	Get, Replace


This is the placeholder node for vendor specific extensions.
7.3 
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