Doc# OMA-DM-Diag-2009-00xx-CR_Events_Logging_Function[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-DM-Diag-2009-00xx-CR_Events_Logging_Function
Change Request



Change Request

	Title:
	Event Logging Function
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA DM

	Doc to Change:
	OMA-TS-DiagMon_Functions-V1_0-20090504-D

	Submission Date:
	15 June 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tehyun Kim, LGE, Tehyun@lge.com
Ramagopal,  LGE, Ramgopal@lge.com

	Replaces:
	OMA-DM-Diag-2009-0038-CR_Event_Logging_Function


1 Reason for Change

It is to propose the Event Logging Function, which will be a new DiagMon Function following the DiagMon framework specified in OMA DM WG.
R01: Changing Event to Trap Event and TrapMO reference is added in change 2. 
2 Impact on Backward Compatibility

There is no backward compatibility issues identified.
3 Impact on Other Specifications

There will be no impact on other specifications than the target specification this is created for.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to get an agreement on this document during Boston meeting in June.
6 Detailed Change Proposal

Change 1:  Add a subsection for new DiagMon Function description
2.1 Diagnostic
5..1 Trap Event Logging Function
5.2.1.1 Introduction

While there are cases in which the trap events should be reported immediately to the management system as they are generated, there are other cases in which flexible event retrieval or reporting mechanism is more desirable, e.g. overnight retrieval by the server for several related events logged during the day. The Trap Event Logging Function will provide a standard method to selectively collect trap  events, of single or multiple types, and then to retrieve the log at the time of interest and/or convenience depending on the characteristics of management tasks. 

5.2.1.2 DFID

The DFID for this function SHALL be “urn:oma:diag:device:trapeventlogging:1.0”.
5.2.1.3 Function Description 
The Trap Event Logging Function collects the specified trap events and stores them in the log, which is separately managed by each instance of the function and can be retrieved by the management system through Get command (note that it is not prevented to use periodic report functions described in the DiagMon framework for automated reporting). 

Through the Trap Event Logging Function Management Objects described in section 5.2.1.4, the management server can specify one or more trap events to be collected, possibly together with other information related to the events generated, and the way they are stored. In addition, it also allows the server to remotely control the execution status of the function.  

5.2.1.4 Management Objects
Figure x below is graphical representation of the Trap Event Logging Function Management Objects.
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Figure x – Management Objects for Trap Event Logging Function
	<x>/DFID


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get 
	

	
	DFID leaf node is used to contain a unique identifier that identifies the Diagnostics and Monitoring function.  The value of the leaf node MUST be a unique registered identifier. The DFIDs and how the identifiers are registered will not be specified in this specification.

	<x>/Description


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get 
	

	
	This optional leaf node provides a description of the Diagnostics and Monitoring function.

	<x>/ServerID


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get 
	

	
	This leaf node specifies the server identifier.

	<x>/DiagMonConfig


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get 
	

	
	This interior node is a placeholder for the nodes comprising the configuration for this DiagMon function. 

	<x>/DiagMonConfig/ConfigParms


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Node
	Get 
	

	
	This interior node is a placeholder for configuration nodes specified particularly for this DiagMon function in addition to those specified in DiagMon framework. 

	<x>/DiagMonConfig/ConfigParms/TrapEvents


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Node
	Get 
	

	
	This interior node is a placeholder for the configuration nodes that are used to specify the one or more events to be collected and other information needed for collecting those events. For those specified by these nodes, the Event Logging Function SHALL collect and store events into the log as they occur.  

	<x>/DiagMonConfig/ConfigParms/TrapEvents/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	Node
	Get 
	

	
	This interior node is a placeholder for those nodes to specify each event to be collected and other information needed for collecting those trap events.

	<x>/DiagMonConfig/ConfigParms/TrapEvents/<x>/Ref


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Chr
	Get 
	

	
	This leaf node specifies the Trap Identifier or vendor specified equivalent to indicate the trap event that is required to be logged.

	<x>/DiagMonConfig/ConfigParms/TrapEvents/<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Node
	Get 
	

	
	This interior node is for vendor specific extension in terms of specifying and collecting trap events.

	<x>/DiagMonConfig/ConfigParms/Type


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Chr
	Get 
	

	
	This lead node specifies the type of logging buffer. The Trap Event Logging Function SHALL reserve some buffer in memory to store the collected trap events, but the size of the buffer is determined by the vendor. It is also up to the vendor to decide which types of buffer to support. In this specification, there are two different types of buffer specified: linear and circular, and hence the content of this node can be ‘linear’ or ‘circular’.

	<x>/DiagMonConfig/ConfigParms/Info


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	Node
	Get 
	

	
	This interior node is a placeholder for configuration nodes to specify the elements of information to be collected together with the associated trap events. 

	<x>/DiagMonConfig/ConfigParms/Info/TS


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	boolean
	Get 
	

	
	This leaf node specifies whether the time stamp is to be recorded as the associated trap event is collected. If the content of this node is ‘True’, then the time stamp MUST be recorded. Otherwise, or by default, time stamp is not recorded.

	<x>/DiagMonConfig/ConfigParms/Info/Src


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	boolean
	Get 
	

	
	This leaf node specifies whether the source of trap event, i.e. URI of the MO that generated the Trap, is to be recorded as the event is collected. If the content of this node is ‘True’, then the source information MUST be recorded. Otherwise, or by default, it is not recorded.

	<x>/DiagMonConfig/ConfigParms/Info/Related


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	Chr
	Get 
	

	
	This leaf node specifies other associated information to be collected together with the event. 

	<x>/DiagMonConfig/DefDuration


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Int
	Get 
	

	
	This optional node may be used for Trap Event Logging Function. The contents encodings, values, and associated behaviour are the same as what is specified in DiagMon framework.

	<x>/DiagMonConfig/DefMemory


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Int
	Get 
	

	
	This optional node may be used for Trap Event Logging Function. The contents encodings, values, and associated behaviour are the same as what is specified in DiagMon framework.

	<x>/DiagMonConfig/ReportCondition


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Node
	Get 
	

	
	See description in DiagMon framework about this interior node. This interior node may be used for Trap Event Logging Function. In this case, what is specified in DiagMon framework SHALL be followed. 

	<x>/DiagMonConfig/ReportCondition/Frequency


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Node
	Get 
	

	
	See description in DiagMon framework about this interior node. This interior node may be used for Trap Event Logging Function. In this case, what is specified in DiagMon framework SHALL be followed.

	<x>/DiagMonData


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Node
	Get 
	

	
	This interior node is a placeholder for the event log node.

	<x>/DiagMonData/Log


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Chr
	Get 
	

	
	This leaf node reflects the event buffer or log that stores collected trap events and associated data. The management server can retrieve the event log by sending Get command to this node. 

	<x>/Operations


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Node
	Get 
	

	
	See description in DiagMon framework about this interior node.

	<x>/Operations/Start


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Null
	Get 
	

	
	See description in DiagMon framework about this interior node.

	<x>/Operations/Stop


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Null
	Get 
	

	
	See description in DiagMon framework about this interior node.

	<x>/Status


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Chr
	Get 
	

	
	See description in DiagMon framework about this interior node.

	<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	Node
	Get 
	

	
	This interior node is a placeholder for platform or vendor specific extensions.


Change 2:  Adding  a TrapMO reference to Normative References
2.1 Normative References

	[3GPP_24008]
	“3GPP TS 24.008: Technical Specification Group Core Network and Terminals; Mobile radio interface Layer 3 specification; Core network protocols” 

	[DiagMonTS]
	“DiagMon Management Object”, Version 1.0, Open Mobile Alliance, OMA-TS-DiagMonMO-V1_0, URL:http://www.openmobilealliance.org/

	[DMTND]
	“OMA Device Management Tree and Description, Version 1.2”. Open Mobile Alliance™, OMA-TS-DM_TND-V1_2. URL:http://www.openmobilealliance.org/ 

	[ISO8601]
	ISO 8601:2000, Data elements and interchange formats -- Information interchange -- Representation of dates and times. URL:http://www.iso.ch/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[3GPP-TS_23.038]
	3GPP TS 23.038 “Alphabets and language-specific information”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.038/

	[TrapMO]
	“DiagMon Trap Management Object”, Version 1.0, Open Mobile Alliance,OMA-TS-DiagMonTrapMO-V1_0,  URL:http://www.openmobilealliance.org/
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