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1 Reason for Change

As per Section 5.3.1 of the TrapMO TS, DiagMon traps are based on the Generic Alert mechanism defined in the DM Protocol TS.  Generic Alerts support the concept of importance level, as defined by the value of the Mark element.  The following importance levels are supported by Generic Alerts:

· fatal
· critical
· minor
· warning
· informational
· harmless
· indeterminate
The TrapMO TS for DiagMon 1.0 states that “the use of the Mark elements is vendor specific”. 
The purpose of this CR is to expand the TrapMO definition for DiagMon 1.1 to support management control of the trap importance level in a standard and interoperable manner.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the TrapMO TS be updated accordingly.
6 Detailed Change Proposal

Change 1:  Updating the Scope section (Section 1) of the TS
1. Scope

This document describes the Trap framework and the management object(s) as a part of the framework to be employed in a Diagnostics and Monitoring activity that leverages the OMA DM protocol.  It specifies a standard trap management object that is used to manage registered trap recipients and trap attributes like inhibition status and importance level.

Change 2:  Updating the Introduction section (Section 4) of the TS
4.  Introduction

The OMA Trap Framework v1.1 specified in this document builds on top of the existing OMA DM based management system to enable in an interoperable way specifying and using any kind of events worthwhile for managing and monitoring the networked services or applications that are deployed on the Device, or faults on the general software and hardware, etc. 

The OMA Trap Framework provides the common structure of the Trap Management Object (MO) on which further definitions for the specific events by vendors and standard bodies will be based.  The Trap MO is used to manage registered trap recipients and trap attributes like inhibition status and importance level.
The OMA Trap Framework v1.1 is compatible with [OMA-DM].
Change 3:  Replacing reference to Trap 1.0 with Trap 1.1 in Section 5.1
5.1  Trap Identifier

Any event that is specified as a Trap MUST be assigned an identifier, the Trap identifier. The Trap identifier MUST be an URN and it MAY be registered with OMNA. The assignment of the identifier can be done by the entity who specifies the Trap, following the guidance or the administration from Open Mobile Naming Authority [OMNA] in order for the identifier to be unique and persistent. 

Trap identifiers defined by OMA SHALL be an URN consistent with the Management Object identifier as follows: “urn:oma:mo:oma-diagmontrap:1.1”, for example, urn:oma:mo:oma-diagmontrap:trapid-abc:1.1.
Change 4:  Replacing reference to Trap 1.0 with Trap 1.1 and changing the phrase regarding vendor specific usage of the Mark element in Section 5.3.1
5.3.1  Outward Notifications

The outward Notifications MUST be transmitted to the servers as a part of DM session using the Generic Alert mechanism [OMA-DM]. On top of that, additional restrictions on the contents and the usage of the elements in the Generic Alert message are specified for the Notification as follows.
· Usage of Meta, Type: This element MUST be specified and the content of this element MUST specify the Trap alert type string, “urn:oma:mo:diagmon:1.1:TrapNotification”, which implies that this Generic Alert message contains the Trap Notification.

· Usage of Meta, Format: This element MUST be specified and the content of this element MUST specify the format of the Data element, i.e. “chr”.

· Usage of Source, LocURI: This element MUST be specified and the content of this element MUST specify the URI of the placeholder node for the Trap Source.

· Usage of Data (inside Item): This element MUST be specified and the content of this element MUST specify the Trap identifier. 

· Usage of Other Fields: The Correlator element MUST NOT be used.  The Mark element MAY be used.
Change 5:   Updating the Trap MO figure in Section 6.1 by introducing a new node for managing the trap importance level
6.1  The TrapMO

In particular, a TrapMO is used to report the occurrence of an event of interest. A Trap is associated with a trap identifier and a server identifier.  It also defines a collection method and a reference node to refer to other management objects or URI, which may be associated with additional activities, e.g. DiagMonMO.
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Figure 1: Diagnostics and Monitoring Trap Management Object
Change 6:  Providing the description for the new node in the Trap MO (in Section 6.2)

6.2  Management Object Properties

This Section describes the properties for Trap Management Object.

	<x>



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	This interior node groups together the parameters of the DiagMon Trap MO. The ancestor elements of this node define the position in the DM tree of this MO. 

The type of this node MUST be the Trap Management Object ID “urn:oma:mo:oma-diagmontrap:1.0”


	<x>/TrapID



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The TrapId leaf is used to define a unique identifier that identifies a Trap MO.  The value of the leaf object MUST be a unique registered identifier.

Values

Leaf values are in URN format [RFC3986] (OMNA May be used to register the URN).




	<x>/Enabled



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	The Enabled node is used to indicate if the Trap is enabled (’true’) or disabled (‘false’).  If the Trap is disabled, no action related to the Trap is performed.

Values

true

false



	<x>/ImportanceLevel


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get, Replace
	

	
	This optional leaf node specifies the importance level associated with the trap in question.  This value MUST be used for the Mark element in the underlying Generic Alert message for all instances of this trap.  The allowed values for this node are as per the following table:
Values

"fatal"
"critical"
"minor"
"warning"
"informational"
"harmless"
If this node is not present, the importance level for the underlying Generic Alert message SHOULD be "informational".
Note:-  The allowed values for this node correspond to the valid values for the Mark element in Generic Alert Messages, as per [DMPRO].


	<x>/ToRef



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is a placeholder for all recipient reference.


	<x>/ToRef/TargetServer 

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get
	

	
	This interior node is a placeholder for specifying targeted server as a trap recipient.


	<x>/ToRef/TargetServer/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get,
	

	
	This interior node is a placeholder for each registration for outward notification.




	<x>/ToRef/TargetServer/<x>/ServerID

	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Required
	One
	chr
	Get
	


This leaf node specifies the server identifier of the registered DM Server.

	<x>/ToRef/TargetServer/<x>/Ext

	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	node
	Get
	


This interior node is a placeholder for extension by vendors or standards organizations.

	<x>/ToRef/TargetURI

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get
	

	
	This interior node indicates the targeted internal executable node as a trap recipient.


	<x>/ToRef/TargetURI/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This interior node is a placeholder for each registration for inward notification.



	<x>/ToRef/TargetURI/<x>/URI

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get, Replace
	

	
	This leaf node specifies the device internal target URI reference which will be invoked by trap.


	<x>/ToRef/TargetURI/<x>/Ext

	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	node
	Get
	


This interior node is a placeholder for extension by vendors or standards organizations.

	<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is a placeholder for platform or vendor specific extensions.
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