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1 Reason for Change

See OMA-DM-Diag-2009-0063-INP_MOIDs_or_DFIDs
MOID is searchable by the servers in DM 1.3 but not DFID.

Currently MO Identifier is used to identify the DDF file/fragment that contains the tree structure and this is not possible with DFID.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Later DiagMon functions enablers must comply with this change.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the DiagMon TS be updated accordingly. The changes to move DFID to MO Identifier is an editorial update in the DiagMon Function spec.
6 Detailed Change Proposal

3.3 Abbreviations

	DDF
	Device Description Framework

	
	

	DiagMonMO
	Diagnostics and Monitoring MO


5 The DiagMon Framework

The generic management interface for Diagnostics and Monitoring Functions can be broadly divided into two parts: the DiagMon Management Objects and the Alert message. Through this interface a server can configure or invoke the functions behind it, and retrieve results of Diagnostics or monitored information. Note that this interface framework does not present any specific function. Instead, it is intended to be used to define a wide range of DiagMon functions. For this purpose, all the different Diagnostics and Monitoring Functions will have its own MO Identifiers which is used to identify the function represented by this framework. With this identifier, the server is able to get further information of the function. 

In addition, this generic management interface is designed to cover different processing types of various functions – synchronous, asynchronous or always running - and also to allow multiple instantiation of the same function. In case of multiple instantiation, separate management objects need to be created for each instantiation. And each instantiation can be distinguished by the URIs of the management objects.  

As explained above, this generic management interface provides a common template that can be reused among a wide range of functions, whilst allowing flexible extensions (or customization) for different functions.
5.2 Diagnostics and Monitoring Management Object

The management objects associated with Diagnostics and Monitoring management are assembled under an internal node x (dynamically or statically created). 

Management Object identifier:  urn:oma:mo:oma-diagmon:1.0. This identifier will be replaced by the identifier specified in the different DiagMon functions.
Protocol Compatibility:  This object is compatible with OMA Device Management protocol specifications, version 1.2 [DMPRO]. 

Change 1:  Remove DFID node from the diagram
7.1 Figure of the Management Object
(Informative)
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Figure 1: Diagnostics and Monitoring Management Object
5.4 Diagnostics and Monitoring Management Object Parameters

This section describes the properties for DiagMonMO.

	<x>



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get 
	

	
	This interior node groups together the parameters of the DiagMon MO. The ancestor elements of this node define the position in the DM tree of this MO.


	<x>/ServerID

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	The ServerID leaf node is used to identify the DiagMon server where the alert and collected Diagnostics and Monitoring data SHALL be sent if the node is present.

Values

Leaf values are in URI format [RFC3986]



	<x>/Description



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This optional leaf node provides a description of the Diagnostics and Monitoring function.


	<x>/DiagMonConfig



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is a placeholder for the Diagnostics and Monitoring configuration information. Some of the supported sub-nodes of this node (as per the device DDF) MAY be invalid for specific DiagMon Functions.


	<x>/DiagMonConfig/ConfigParms



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	This interior node is a placeholder for one or more parameters related to the Diagnostics and Monitoring function. This node provides additional configuration information (e.g. package which may contain Key Performance Indicators to be recorded) for a given DiagMon Function.  The content MAY be associated with the specific DiagMon Function and is not specified in this specification.


	<x>/DiagMonConfig/DiagDataURL



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	This leaf node contains the URL [RFC3986] of an alternate data server that the client MAY use to deliver the Diagnostics and Monitoring data.
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