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1 Reason for Change

Currently the diagnostic functions are all optional - a non-optimal solution when it comes to interoperability. This CR introduces text that makes it clear when a function must be supported.  Note that the SCR tables will need to be updated once this is agreed.
R01: changes requested during the call – “DM Client” to “DiagMon Client”, change the client text to only require support if the device exposes the functionality to the DiagMon Client.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Section 5.1.1.1, Insert New Sentence into Battery Introduction
If the device exposes battery functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.
This continuously available function will allow the Server to determine a variety of battery information, such as the percentage of charge remaining in the battery or batteries. Since this function is always available, no operations are allowed. No configuration is allowed either. 

These values are useful, for example, in determining if there is enough power to do time-intensive operations such as firmware update.

Change 2:  Section 5.2.2, Insert New Sentence into Memory Introduction

If the device exposes memory functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.
This function allows the Diagnostics and Monitoring system to retrieve device memory information which is useful in determining if there is enough device memory or storage to run an application, store SMS, etc. 

Change 3:  Section 5.3.1.1, Insert New Sentence into Trap Event Logging Introduction

If the device exposes trap event functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.
While there are cases in which the trap events should be reported immediately to the management system as they are generated, there are other cases in which flexible event retrieval or reporting mechanism is more desirable, e.g. overnight retrieval by the Server for several related events logged during the day. The Trap Event Logging Function will provide a standard method to selectively collect trap  events, of single or multiple types, and then to retrieve the log at the time of interest and/or convenience depending on the characteristics of management tasks. 

Change 4:  Section 5.4.1, Insert New Sentence into Panic Logs Introduction

If the device exposes panic log functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.
This function allows the Diagnostics and Monitoring system to retrieve panic logs and device crash information. This value is useful in determining if there is a device or application malfunction and retrieve associated information on the event occurrences.

Change 5:  Section 5.5.1, Insert New Sentence into Restart Introduction

If the device exposes restart functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function allows the Diagnostics and Monitoring system to remotely restart a device.  As an optional capability, different “restart levels” may be supported to enable varying degrees of device initialization.

This function MUST be invoked explicitly. 

Change 6:  Section 6.1.1.1, Insert New Sentence into GSM Introduction

If the device exposes GSM RF functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function allows the Diagnostics and Monitoring system to retrieve 3GPP GSM RF parameters, measured by the device, that provide an indication of the RF environment at the time of function invocation.  The measured parameters include Network Measurement Results as specified in [3GPP-TS_44018] as well as transmit and receive power and signal quality indicators as specified in [3GPP-TS_25.215] and [3GPP-TS_25.225].  This function is only applicable to 3GPP GSM devices or 3GPP UMTS devices operating on GSM.
This function MUST be invoked explicitly.  The status of this DiagMon function can be reported asynchronously, using the Generic Alert mechanism [DMPRO] or it can be stored in the DM Tree for later retrieval.

Change 7:  Section 6.1.2.1, Insert New Sentence into UMTS Introduction

If the device exposes UMTS RF functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function allows the Diagnostics and Monitoring system to retrieve 3GPP UMTS RF parameters, measured by the device, that provide an indication of the RF environment at the time of function invocation.  The measured parameters include Network Measurement Results as specified in [3GPP-TS_44018] as well as transmit and receive power and signal quality indicators as specified in [3GPP-TS_25.215] and [3GPP-TS_25.225].  This function is only applicable to 3GPP UMTS devices.
This function MUST be invoked explicitly.  The status of this DiagMon function can be reported asynchronously, using the Generic Alert mechanism [DMPRO] or it can be stored in the DM Tree for later retrieval.

Change 8:  Section 6.1.3.1, Insert New Sentence into LTE Introduction

If the device exposes LTE RF functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function allows the Diagnostics and Monitoring system to retrieve 3GPP LTE RF parameters, measured by the device, that provide an indication of the RF environment at the time of function invocation.  The measured parameters include Network Measurement Results as specified in [3GPP-TS_44018] as well as transmit and receive power and signal quality indicators as specified in [3GPP-TS_36.214]. This function is only applicable to 3GPP LTE devices.
This function MUST be invoked explicitly.  The status of this DiagMon function can be reported asynchronously, using the Generic Alert mechanism [DMPRO] or it can be stored in the DM Tree for later retrieval.
Change 9:  Section 6.2.1.1, Insert New Sentence into Mobility Management Rejection Introduction

If the device exposes 3G functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function will allow the Server to retrieve information associated with the failure of a device to establish connection with a mobile network.  This function stores Mobility Management Reject Codes (as defined in [3GPP-TS_24.008]), along with Cell ID and time/date stamp associated with each connection failure. 

Change 10:  Section 7.1.1.1, Insert New Sentence into Data Call and Data Session Introduction

If the device exposes data call functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

The Data Call and Data Session function will allow a DiagMon enabler to collect metrics and details of each data call and of each data session. 

Change 11:  Section 8.1.1.1, Insert New Sentence into SMS Options Introduction

If the device exposes SMS option functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

It is possible for the SMS options to be changed, and since these options are only stored on the device, the Server will need to be able to query these options.

This continuously available function will allow the Server to determine SMS options, e.g. data coding.

Change 12:  Section 8.1.2.1, Insert New Sentence into SMS Usage Introduction

If the device exposes SMS usage functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

There are circumstances where it is very useful for a Server to query a device about the number of SMS messages that have been sent and received over a period of time. The SMS Usage function will allow a Server to start the Client counting the number of SMS messages sent and received, and allow the Server to sample the values while the function is running.

The values of SMSSent and SMSReceived SHOULD be available on a real-time basis. 

Change 13:  Section 8.2.1.1, Insert New Sentence into MMS Usage Introduction

If the device exposes MMS usage functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

There are circumstances where it is very useful for a Server to query a device about the number of MMS messages that have been sent and received over a period of time. The MMS Usage function will allow a Server to start the Client counting the number of MMS messages sent and received, and allow the Server to sample the value while the function is running.

The value of MMSSent and MMSReceived SHOULD be available on a real-time basis. 

Change 14:  Section 8.3.1.1, Insert New Sentence into Browsing Introduction

The DiagMon Client SHOULD support this function. The DiagMon Server MUST support this function.

The Browsing Usage function will allow a DiagMon enabler to retrieve specific information about each browser which is installed and collect the amount of data and time used by the associated browser. Note that the extra information and the usage of data and time depend upon the support of the specific browser.

Additionally, the total data & time used by all supporting browsers will optionally be available.

After the device performs an Exec on the 'Start' node, the Client MUST set the value of DataUsage and TimeUsage to zero and start collecting the amount of data and time used. When the device performs an Exec on the ‘Stop’ node, the Client MUST stop collecting the data.

Change 15:  Section 8.4.1, Insert New Sentence into Application Monitoring Introduction

If the device exposes application monitoring functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function allows the Diagnostics and Monitoring system to retrieve application usage metrics, e.g. usage frequency, the last usage date, etc. These metrics are useful in determining how often and how long an application has been used. A service provider could use this information to better allocate scarce R&D funds to support the more popular applications. The DiagMon Server will be required to start and stop the function.

Change 16:  Section 8.5.1, Insert New Sentence into NFC Introduction

If the device exposes NFC functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

The scope of the NFC Function is to allow the Diagnostic and Monitoring server to evaluate the status of a NFC (Near Field Communication) enabled device and retrieve information on the status and interconnection of its hardware components.

Change 17:  Section 9.1.1.1, Insert New Sentence into User Equipment Setting Introduction

If the device exposes equipment setting functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

The User Equipment Setting function is useful, when a customer care staff will examine the user configurable setting (e.g. ‘LCD brightness’, ‘ring tone volume’, and etc.), and determine any issues, and may update the setting if needed.

The User Equipment settings information can be retrieved in full or partial with specifying its category.

Since this function is always available, no start/stop operations are allowed.  

A typical use case for this function is:

1. The DiagMon Client updates the value of  ‘UESetting’ as per the ‘Category’ on a regular basis as per the ‘RefreshInterval’

2. The DiagMon Server retrieves the user setting values from the ‘UESetting’ node from the DiagMon Client.

3. The DiagMon Server puts the new values in ‘ReplacementSetting’,then performs an Exec command on ‘Operation/Modify’ node. The DiagMon Client replaces the user configurable setting with them.
Change 18:  Section 9.2.1, Insert New Sentence into Phonebook Introduction

If the device exposes phonebook functionality to the DiagMon Client, then the DiagMon Client MUST support this function. The DiagMon Server MUST support this function.

This function allows the Diagnostics and Monitoring system to retrieve device phone book usage information. This value is useful in determining phone book usage status and retrieves associated information.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20100101-I]

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20100101-I]

