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1 Reason for Change

The DiagMon 1.2 document is mostly empty.  This CR is an attempt to fill in some of those sections.

Section 1, Scope – basic text “borrowed” from DiagMon 1.1.

Section 2, References – refers to DiagMon 1.0 and 1.1 as well as DM 1.2.
Section 3, Definitions and Abbreviations – taken from DiagMon 1.1.

Section 4, Introduction. Borrows the MOID section, and adds text for the versions.

Section 5, Requirements – adds one new requirement – that the enabler support DiagMon 1.1 functions as per their stated support requiremetns.

DiagMon 1.2 is supposed to be an upgrade to DiagMon 1.1 functions, as well as new functions.  We will need to clearly indicate:

· functions from DiagMon 1.1 must be supported as per their stated support
· functions that update DiagMon 1.1 supercede the older functions (older functions are now deprecated)

· new functions in DiagMon 1.2 must be supported according to their stated support.
Only new or updated functions will be put into this new ER.

Section 6, Architectural Model – takes the diagram and explanatory text from the DiagMon 1.1 AD.

Section 7, Diagnostic Functions – placeholder for new functions.

The editor should also remove the comments from the sections edited.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Section 1, Scope

1.   Scope
This document updates Diagnostic and Monitoring v1.1 functions [DiagMon1_1] and adds new Diagnostics and Monitoring Functions using the framework as defined in [DiagMon1_0].

The existing DiagMon framework features are reused and this document provides information on the standardised MO format of a set of DiagMon Functions.   This specification defines:

· The standardized Management Object Identifier (MOID) format for each of the DiagMon Functions covered in this specification

· Any additional information to execute the DiagMon Function 

· The location and format of the data as result of DiagMon Function execution on the device
1.1  Dependencies
The management objects in this TS have a dependency on OMA Device Management v1.2 [DM1_2] or later compatible version, as well as OMA Diagnostic and Monitoring v1.0 [DiagMon1_0] and OMA Diagnostic and Monitoring v1.1 [DiagMon1_1].
Change 2:  Section 2, References

2.   References

2.1  Normative References

	[DiagMon1_0]
	“OMA DiagMon Management Object Enabler Release Definition”, Version 1.0,  Open Mobile Alliance, OMA-ERELD-DiagMon_V1_0, URL:http://www.openmobilealliance.org/

	[DiagMon1_1]
	“OMA DiagMon Management Object Enabler Release Definition”, Version 1.1,  Open Mobile Alliance, OMA-ERELD-DiagMon_V1_1, URL:http://www.openmobilealliance.org/

	
	

	[DM1_2]
	“OMA Device Management Enabler Release Definition”, Version 1.2,  Open Mobile Alliance, OMA-ERELD-DM_V1_2, URL:http://www.openmobilealliance.org/

	[DMTND]
	“OMA Device Management Tree and Description, Version 1.2”. Open Mobile Alliance™, OMA-TS-DM_TND-V1_2. URL:http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	
	


2.2  Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7,                                                                      URL:http://www.openmobilealliance.org/


Change 3:  Section 3, Definitions and Abbreviations

3.  Terminology and Conventions

3.1  Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2  Definitions

	DiagMon Functions
	An extension to the DiagMon framework that allows the Diagnostics & Monitoring System to access Diagnostics and Monitoring information from the Device, and can request the Device to execute Diagnostic and Monitoring operations.

	
	


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	DiagMon
	Diagnostics and Monitoring

	DM
	Device Management

	MO
	Management Object

	MOID
	Management Object Identifier

	OMNA
	Open Mobile Naming Authority

	SDO
	Standards Developing Organization

	URL
	Uniform Resource Locator


Change 4:  Section 4, Introduction

4.  Introduction

This section is informative.

In order to provide advanced customer care services, the DiagMon v1.2 enabler provides an interface between the Management Authority and Devices – based on OMA DM.

4.1  MOID Registration

Open Mobile Naming Authority (OMNA) maintains a registry of Management Object Identifiers (MOIDs) for standardized DiagMon functions.  This registry can be found at the following URL:

http://www.openmobilealliance.org/tech/omna
The OMNA DiagMon Registry is open to OMA Working Groups, external Standards Developing Organizations (SDOs) and vendors.  The registration process binds a DiagMon Function to a globally unique MOID.
4.2  Version 1.0

Version 1.0 of the DiagMon enabler provides a basic framework for the purposes of obtaining diagnostics and monitoring information in a predictable and industry-wide manner.
4.3  Version 1.1

Version 1.1 of the DiagMon enabler provides a set of functions that provide handset diagnostic information in a predictable and industry-wide manner.
4.4  Version 1.2

Version 1.2 of the DiagMon enabler will continue the work of DiagMon v1.1 by updating some of the functions, and adding some new functions.
Change 5:  Section 5, Requirements
5.  Requirements
(Normative)

Diagnotics and Monitoring (DiagMon) enabler version 1.2 is a continuation of the work in DiagMon enabler version 1.1. 

5.1  High-Level Functional Requirements

	Label
	Description
	Enabler Release

	DIAG-GEN-1
	The DiagMon enabler SHALL support the functions from DiagMon v1.1 as per their stated support requirements.
	DiagMon Version 1.2

	
	
	

	
	
	


Change 6:  Architectural Model
6.  Architectural Model

The architecture of DiagMon 1.2 is unchanged from the architecture of DiagMon 1.1 [DiagMon1_1]. 
6.1  Dependencies

OMA Device Management v1.2 [DM1_2] or later compatible versions
OMA Diagnostic and Monitoring v1.1 [DiagMon1_1]

OMA Diagnostic and Monitoring v1.0 [DiagMon1_0]

6.2  Architectural Diagram
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6.3  Functional Components and Interfaces/reference points definition

6.1.1  Functional Components

6.3.1 1 DiagMon Client

The DiagMon client function is responsible for the Diagnostics and Monitoring activities.  The DiagMon client processes and consumes the Diagnostic and Monitoring component (e.g. commands, alerts, packages) delivered to the device by the OMA DM client.  

The DiagMon client also communicates a success or failure result to the DM client at the termination of the Diagnostics and Monitoring activity, for communication back to the DM server.

6.3.1.2  DM Client

The DM client makes it possible for the DM Server to manage the device using the DM protocol. For Diagnostics and Monitoring activities, the DM server and the DM client interact over the DIAG-1 interface as well.

6.3.1.3  Device Management System

The Device Management system for Diagnostics and Monitoring is comprised of a Device Management server, DiagMon server and potentially other external management systems.  The DM server component supports device discovery, determination of an appropriate Diagnostics and Monitoring component and its delivery to the device over various bearer technologies, represented by the DM-1 interface. It also receives a notification from the DM Client for success or failure of a diagnostics event or diagnostics or monitoring data, invoked over the DIAG-1 interface

6.3.1.4  DiagMon Data

The specific diagnostics and monitoring data and associated components are outside the scope of this enabler.  This includes such entities as call and data loggers, and other associated management objects such as Key Performance Indicators or Scheduling. The DiagMon Data may be sent via an alternate delivery protocol to a data server for e.g. processing.  However when necessary, the DiagMon alerts are sent over the DIAG-2 interface.

6.3.1.5  Alternate Delivery Client

The alternate delivery client component is an optional feature of the device that makes it possible to update a data server using the alternate delivery protocol. The interaction of the DiagMon agent with the Alternate Delivery Client is out of scope.

6.3.2  Interfaces

6.3.2.1 DIAG-1 Interface

The DIAG-1 interface is exposed by the DiagMon Client, which allows other components, such as DiagMon Server, to perform Diagnostics and Monitoring Operations.  Through this interface the DiagMon Server can enable and disable diagnostics and/or trap functions on the device. The DiagMon functions will be conveyed by DM messages via the underlying DM-1 interface. 

The interface DIAG-1 describes interactions between the Device Management System or server and the device (e.g. DM Client) in setting up the DM sessions, delivering diagnostics and monitoring packages, and communicating results for the DiagMon activities invoked.  

6.3.2.2  DIAG-2 Interface

The DIAG-2 interface is exposed by the DiagMon Server, which allows other components, such as DiagMon Client, to send DiagMon Alerts.  Through this interface the DiagMon Server can receive results for the DiagMon activities invoked on the device.  The DiagMon Alerts will be conveyed by DM messages through underlying DM-1 interface, or an alternate delivery mechanism.
6.3.2.3 DM-1 Interface

This interface describes the client-server protocol and is out of scope for the Diagnostics and Monitoring enabler as it is defined by DM 1.2 enabler release [DM1_2].  However, the DM-1 interface is leveraged in Diagnostics and Monitoring activities.

Change 7:  Section 7, Diagnostic Functions
7. Diagnostic Functions

[Functions TBD]
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