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1 Reason for Change

The DiagMon v1.2 ER is missing some important requirements that have yet to be addressed.  Many of these requirements were taken from DiagMon v1.0 RD.
Updated based on the feedback received at the Seoul meeting.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1: Updated Requirements Section
5. Requirements
(Normative)
Diagnostics and Monitoring (DiagMon) enabler version 1.2 is a continuation of the work in DiagMon enabler version 1.1. 

5.1 High-Level Functional Requirements
	Label
	Description

	DIAG-GEN-1
	The DiagMon enabler SHALL support the functions from DiagMon v1.1 as per their stated support requirements.

	DIAG-GEN-2
	The DiagMon enabler SHALL support a mechanism to report voice call metrics.

(e.g.: Call detail records,dropped call trap/metrics,etc.)

	DIAG-GEN-3
	The DiagMon enabler SHALL support a mechanism to report the result of built-in device tests.

	DIAG-GEN-4
	The DiagMon enabler SHALL support a mechanism to start and stop built-in device tests.

	DIAG-GEN-5
	Diagnostics and Monitoring information SHALL be collected from a device as defined by DM managed objects.

	DIAG-GEN-6
	Network monitoring information SHALL be collected from a device as defined by DM managed objects.

	DIAG-GEN-7
	The device SHALL provide a means to notify the Diagnostics and Monitoring management authority of faults.

	DIAG-GEN-8
	A management authority SHALL have a means to query and set parameters for dynamic attributes of the device, e.g. battery level, available resources, via managed objects.

	DIAG-GEN-9
	The Diagnostics and Monitoring Enabler MAY report Trap events to other DM components, such as DM Scheduling.

	DIAG-GEN-10
	The device SHOULD provide a means to notify the Diagnostics and Monitoring management authority of firmware offline update, software offline installation, update and removal.

	DIAG-GEN-11
	The Diagnostic and Monitoring Enabler SHALL support a mechanism that allows the Device to notify the Diagnostics and Monitoring Management Authority that an event has occurred, e.g. notify Diagnostics and Monitoring Management Authority.

	DIAG-GEN-12
	The Diagnostic and Monitoring Enabler SHALL support a mechanism that provides an error-reporting capability.

	DIAG-GEN-13
	The Diagnostic and Monitoring Enabler SHALL support a mechanism to protect diagnostic and monitoring data stored on the device by authenticating and authorising the Management Authority.

	DIAG-GEN-14
	The Diagnostics and Monitoring Enabler SHOULD support a mechanism to report Device User Interface related information. 

	DIAG-GEN-15
	The Diagnostics and Monitoring Enabler SHOULD support a mechanism to report data session metrics.

	
	

	
	


5.2 Reporting Requirements
	Label
	Description

	DIAG-RPT-1
	The DiagMon enabler SHALL be able to limit the reporting of data to specified time periods.

	DIAG-RPT-2
	The DiagMon enabler SHALL be able to limit the reporting of data to specified geographic locations.


5.3 Event Trapping Requirements
	Label
	Description

	DIAG-TRAP-1
	The DiagMon enabler SHALL support a mechanism to trap the event of reaching full capacity on the logging data storage, and send alert to all registered recipients of that event.

	DIAG-TRAP-2
	The DiagMon enabler SHALL be able to limit the reporting of data to specified geographic locations.

	DIAG-TRAP-3
	The DiagMon enabler SHALL support a mechanism to trap the event of reaching a specific  threshold  oflogging data storage, and send alert to all registered recipients of that event.

	DIAG-TRAP-4
	The DiagMon enabler SHALL support a mechanism to report the status of currently occupied logging data storage.


5.4 Usability

	Label
	Description

	DIAG-USE-1
	The end user MAY initiate a self-care activity for diagnosing a problem for devices enabled with self-care capabilities.

	DIAG-USE-2
	The end user MAY be made aware that a diagnostics or monitoring activity is commencing.

	DIAG-USE-3
	Network monitoring data logging or reporting MAY be transparent to the end user.

	DIAG-USE-4
	The end user MAY be informed that a session with a management authority is taking place prior to or after introducing client configuration changes.

	DIAG-USE-5
	If there is an interruption in a diagnostics and monitoring operation, the operation SHALL be resumed at the next practical opportunity.

	DIAG-USE-6
	The user SHOULD be asked for confirmation to proceed before diagnostic and monitoring tasks are implemented on the device.

	DIAG-USE-7
	Diagnostics and Monitoring enabler SHALL allow Diagnostics and Monitoring operations on the device based on a single user confirmation   and/or single Diagnostics and Monitoring Management Authority confirmation.


5.5 Privacy

	Label
	Description

	DIAG-PRIVACY-1
	All data communication between the Device Management Server and a Device, that is personal to the user or confidential to the owner of the information (e.g. some network operator settings) MUST be confidentiality protected.  

	DIAG-PRIVACY-2
	All Diagnostics data communication between Device Management Servers MUST be confidentiality protected.

	DIAG-PRIVACY-3
	The DiagMon enabler SHALL NOT hinder the User’s control over collection, use and distribution of their personal information

	DIAG-PRIVACY-4
	Diagnostics and Monitoring enabler SHALL support a mechanism to inform the user about implications of installing diagnostic and monitoring MOs on the device.


5.6 Overall System Requirements
	Label
	Description

	DIAG-SYS-1
	The Diagnostics and Monitoring System SHALL rely on features as described in DM v1.2 specifications or higher.

	DIAG-SYS-2
	The Device SHALL be able to acknowledge the receipt and installation of DiagMon data downloaded from the Diagnostics and Monitoring System.

	DIAG-SYS-3
	The Diagnostics and Monitoring System SHALL be capable of manipulating a Device’s Diagnostics and Monitoring Management Object.

	DIAG-SYS-4
	The Diagnostics and Monitoring System SHALL be capable of querying Devices for information about Device properties, configuration, and capabilities.

	DIAG-SYS-5
	In the event the device is resource constrained, it SHOULD be possible to prioritize events and actions associated with DM Diagnostics and Monitoring.
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