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1 Reason for Change

This CR proposes solutions for following review comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	B016
	2012.05.23
	Q
	5.2.1.1
	Source: Fujitsu

Form: 93

Comment: How can this function determines whether registered trap is allowed to record on Log data?
Proposed Change: Each Trap MO frame MUST have a node to suppress the notification (Operation/StopNotify?)
	Status: OPEN



	C007
	2012.05.23
	T
	5.3.1
	Source: Fujitsu

Form: 93

Comment: 5.3.1 Outword Notifications does not explain the case of Trap event is occurred but it is not desired to notify it immediately. That is not consistent with Device Function “Trap Event Logging Function”.
Proposed Change: Adding the specification how to suppress immediate notification.
	Status: OPEN



	C008
	2012.05.23
	T
	5.3.2
	Source: Fujitsu

Form: 93

Comment: In my understanding, Inward Notification will trigger performing Exec operation against specific Device URI.
Proposed Change: add or replace texts how the Device will notify the event when Inward Notification is selected.
	Status: OPEN



	C011
	2012.05.23
	T
	6.2
	Source: Fujitsu

Form: 93

Comment: MOID for TrapMO Framework should be used only in DDF file for information.
Proposed Change: Need to add the text like “This identifier SHALL be replaced by the identifier of one of the Trap MOs specified in [TrapEvents] and registered with OMNA (Open Mobile Naming Authority).”.
	Status: OPEN



	C012
	2012.05.23
	T
	6.2
	Source: Fujitsu

Form: 93

Comment: The Occurrence of <x> Node  is “OneOrMore” sounds meaningless. If we want to provide super class MO, that should be “One”.
Proposed Change: Occurrence should be “One”.
	Status: OPEN



	C013
	2012.05.23
	T
	6.2
	Source: Fujitsu

Form: 93

Comment: The explanation of <x>/ToRef/TargetURI/<x>/URI is not clear on requirement for the URI which to be specified.
Proposed Change: add the text like ”This URI MUST be valid Device URI which allows the DM Server to perform ‘Exec’ operation.
	Status: OPEN



	C014
	2012.05.23
	E
	6.2
	Source: Fujitsu

Form: 93

Comment: The value table of <x>/TrapID should be part of normative text.
Proposed Change: remove table and merge it as normative text.

(editor’s note: see OMA-DM-Diag-2012-0045-CR_CONRR_DiagMonTrapMO_fix)
	Status: OPEN



	D009
	2012.05.23
	T
	6.3
	Source: Fujitsu
Form: 93

Comment: TrapData should be part of TrapMO Framework.

Proposed Change: Add the node on Framework MO, and replace text with reference to the Framework TS.
	Status: OPEN


Change summary for R01: 
· reflect change on requirement for TrapID into MOID of the MO root node.
· Withdrawn change regarding Register / UnRegiter operations
· Removes RegisteredServerID node since inward notification does not require this information.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

WG member should agree on this CR.
6 Detailed Change Proposal

Change 1:  Adding detailed specification for inward notification
5.3.1 Outward Notifications

The outward Notifications MUST be transmitted to the servers using the Generic Alert mechanism [OMA-DM]. On top of that, additional restrictions on the contents and the usage of the elements in the Generic Alert message are specified for the Notification as follows.

· Usage of Meta, Type: When the trap transitions to Active, this element MUST be specified and the content of this element MUST specify the Trap alert type string, “urn:oma:mo:diagmon:1.0:TrapNotification”, which implies that this Generic Alert message contains the Active Trap Notification. When the trap transitions to Inactive, this element MUST be specified and the content of this element MUST specify the Trap alert type string, “urn:oma:mo:diagmon:1.0:TrapInactiveNotification”, which implies that this Generic Alert message contains the Inactive Trap Notification.

· Usage of Meta, Format: This element MUST be specified and the content of this element MUST specify the format of the Item/Data element as “chr”.

· Usage of Source, LocURI: This element MUST be specified and the content of this element MUST specify the URI of the “TrapID” node for the Trap Source.

· Usage of Data (inside Item): This element MUST be specified and the content of this element MUST specify the value of the “TrapID” node. 

· Usage of Other Fields: Correlator MUST NOT be used, and the use of the Mark elements is vendor specific.
5.3.2 Inward Notifications

Although the details of the delivery mechanism are implementation specific, the Notification MUST provide the same information to the recipients as for the outward Notification.
The inward Notifications MUST be processed as same as when the DM Server (identified by <x>/ToRef/TargetURI/<x>/RegisteredServerID) performed  ‘Exec’ command against the device internal URIs which are stored as <x>/ToRef/TargetURI/<x>/URI.
Change 2:  New Diagram of Trap MO Framework

6.1 The Trap MO

In particular, a TrapMO is used to report the occurrence of an event of interest. A Trap is associated with a trap identifier and a server identifier.  It also defines a collection method and a reference node to refer to other management objects or URI, which may be associated with additional activities, e.g. DiagMonMO.
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Figure 1: DiagMon Trap Management Object
Change 3:  Correct node explanations to be consistent with section 5.3.2 Inward Notifications
6.2 Management Object Properties

This section describes the properties for Trap Management Object

	<x>



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get, Add
	

	
	This interior node groups together the parameters of the DiagMon Trap MO. The ancestor elements of this node define the position in the DM tree of this MO. 

The type of this node MUST be the Trap Management Object ID “urn:oma:mo:oma-diagmontrap:1.1”,but this identifier SHALL be replaced by the MOID of actual Trap MO which is defined in [TrapEvents] 
The value of the leaf node MUST be URN format[RFC3986] and SHOULD be registered on [OMNA].


	<x>/TrapID



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The TrapID node is used to define a unique identifier that identifies a Trap MO.  
This version of release SHOULD ignore the value of TrapID node. 





	<x>/TrapConfig


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get,
	

	
	This interior node is a placeholder for the configuration information associated with the DiagMon Trap MO.


	


	
	
	
	
	
	

	
	
	
	
	
	

	
	



	


	
	
	
	
	
	

	
	
	
	
	
	

	
	











	<x>/TrapData

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get, No Replace
	

	
	This interior node is a placeholder for the minimum and maximum possible values that the trap will compare against.


	<x>/Operations



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This node is a placeholder for operations to control the registration on the specific Trap MO.


	


	
	
	
	
	
	

	
	
	
	
	
	

	
	


	


	
	
	
	
	
	

	
	
	
	
	
	

	
	


	<x>/Enabled



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	The Enabled node is used to indicate if the Trap is enabled (’true’) or disabled (‘false’).  If the Trap is disabled, no action related to the Trap is performed.


	<x>/TimeInterval


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	int
	Get, Replace
	

	
	This leaf node is used to define a time interval by second. A Trap is only allowed to send Outward or Inward Notification after the time interval that previous Notification was sent. The Notification is discarded if the Notification is not allowed to be sent.  If the value of the node is zero, no time interval restrict for the DiagMon Client to send the Notification


	<x>/ToRef



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is a placeholder for all recipient reference.


	<x>/ToRef/TargetServer 

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get
	

	
	This interior node is a placeholder for specifying targeted server as a trap recipient.


	<x>/ToRef/TargetServer/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Add, Delete, Get
	

	
	This interior node is a placeholder for each registration for outward notification.


	<x>/ToRef/TargetServer/<x>/ServerID

	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Required
	One
	chr
	Get, No Replace,
	


This leaf node specifies the server identifier of the registered DM Server.

	<x>/ToRef/TargetServer/<x>/Trigger

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	int
	Get, Replace
	

	
	This leaf node indicates when to send notification to this particular server. If this node is missing, it has the same effect as Active. 

Values

Meaning

0 

Trap transitions to Active 

1 

Trap transitions to Inactive

2 

Trap transitions between Active and Inactive




	<x>/ToRef/TargetServer/<x>/Ext

	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	node
	Get
	


This interior node is a placeholder for extension by vendors or standards organizations.

	<x>/ToRef/TargetURI

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get, No Replace
	

	
	
This leaf node stores the device internal URI which will be performed ‘Exec’ command when the trap event occurred.


	<x>/ToRef/TargetURI/<x>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Add,Get, Replace
	

	
	This interior node is a placeholder for each registration for inward notification.


	<x>/ToRef/TargetURI/<x>/URI

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get, Replace
	

	
	This leaf node specifies the device internal target URI reference which will be invoked by trap.


	<x>/ToRef/TargetURI/<x>/Trigger

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	int
	Add, Get, Replace
	

	
	This leaf node indicates when to invoke the URI. If this node is missing, it has the same effect as Active.
Values

Meaning

0 

Trap transitions to Active 

1 

Trap transitions to Inactive

2 

Trap transitions between Active and Inactive




	

	
	
	
	
	
	

	
	
	
	
	
	

	
	


	<x>/ToRef/TargetURI/<x>/Ext

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is a placeholder for extension by vendors or standards organizations.


	<x>/Ext

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This interior node is a placeholder for platform or vendor specific extensions.


Change 4:  Add some references
2.1 Normative References

	[DMPRO] 
	“OMA Device Management Protocol, Version 1.3”. Open Mobile Alliance(. 
OMA-TS-DM-Protocol-V1_3, 
URL:http://www.openmobilealliance.org

	[DM]
	OMA Device Management, Version 1.3. Open Mobile Alliance(. URL:http://www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[RFC3986]
	“Uniform Resource Identifier (URI): Generic Syntax”, T.Berners-Lee, etc., January 2005,
URL:http://www.ietf.org/rfc/rfc3986.txt

	[OMNA]
	(to be filled by Editor)
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