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1 Reason for Change

· Resolution of mainly Editorial comments below:
· A0119 can be closed (comes from an old version of the TS)

. 
	A046
	27/06/2013
	E
	5.1.2.2
	Source: Oberthur

Form: DOC#0022
Comment:  : incorrect word Retrievel

Proposed Change: 
Retrieved
	Status: OPEN 



	A099
	27/06/2013
	E
	6.2 – Table 14
	Source: Oberthur

Form: DOC#0022
Comment: incorrect word LMWM2M

Proposed Change: 
LWM2M
	Status: OPEN 



	A100
	27/06/2013
	E
	6.2
	Source: Oberthur

Form: DOC#0022
Comment: 
In Short server ID Desc

Uniquely identifies each LWM2M Server configured for the LWM2M Client. The identifier is assigned during the Bootstrap procedure.

Default Short Server ID is 0 and default Short Server ID MUST not be used for identifying the LWM2M Server
MUST not is not Normative

Proposed Change: 
MUST NOT
	Status: OPEN 



	A101
	27/06/2013
	Q
	6.2
	Source: Oberthur

Form: DOC#0022

Comment: 
In Object ID desc

Uniquely identifies the Object in the LWM2M Client. This identifier is assigned by OMA.

OMA or OMNA ?

Proposed Change: 
	Status: OPEN 



	A104
	27/06/2013
	E
	6.3.2
	Source: Oberthur

Form: DOC#0022

Comment: 
The opaque format is used for ”Read” and “Write” logical operations operations
Duplicate operations operations

Proposed Change: 
Remove 1 operations
	Status: OPEN 



	A118
	27/06/2013
	E
	7.1
	Source: Oberthur

Form: DOC#0022
Comment: LWM2M Server Access Security Object Instancess are defined in Appendix D.2.1)

Proposed Change: 
Instances
	Status: OPEN 



	A119
	27/06/2013
	T
	7.1
	Source: Oberthur

Form: DOC#0022

Comment: 
The Resources (i.e., “Security Mode”, “Public Key or Identity” and “Secret Key”)  in the LWM2M Server Object that are associated with the keying material are used for providing UDP channel security in “Device Registration”,“Device Management & Service Enablement”, and “Information Reporting” Interfaces. 

“MUST not” is not Normative

Proposed Change: 
MUST NOT
	Status: OPEN 



	A139
	
	E
	8.2.2
	Source: Oberthur

Form: DOC#0022
Comment: The registration interface is used by a LWM2M Client to register with a LWM2M Server, identified by the LWM2M Server URI. Registration is performed by sending a CoAP POST to the LWM2M Server URI, with registration parameters passed as query string parameters as per Table 16… Should refers to table 17

Proposed Change: Table 16 by Table 17

	Status: OPEN 



	A140
	2013.07.03
	E
	8.2.2
	Source: GTO

Form: DOC#0022
Comment:  bad reference to table 17 

Proposed Change: Reference to table 17 instead of 16 has to be taken 
	Status: OPEN


2 Impact on Other Specifications

N/A
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

DM WG to review and agree this CR.
5 Detailed Change Proposal

Change 1:  Editorial A046
5.1.2.2   SmartCard Provisioning

When the Device supports a SmartCard, the LWM2M Client SHALL retrieval, and process the bootstrap data contained in the SmartCard as described in Appendix F. When the bootstrap data retrieval is successful, the LWM2M Client SHALL process the bootstrap data from the SmartCard and SHALL apply the Bootstrap Information to its configuration.

Change 2:  Editorial A099 Table 14 Chapter 6.2
6.2 Identifiers

The LWM2M Enabler defines specific identifiers for entities used within the LWM2M Protocol. These identifiers are defined in Table 12.

Table 14: LWM2M Identifiers
	Identifier
	Semantics
	Description

	Endpoint Client Name
	URN
	Identifies the LWM2M Client on one LWM2M Server (including LWM2M Bootstrap Server). 

Provided to the LWM2M Server during Registration, also provided to LWM2M Bootstrap Server when executing the Bootstrap procedure.

Recommended URN formats are documented in Section 6.2.1 Endpoint Client Name.


Change 3:  Editorial A100 In table 14 Chapter 6.2 Identifiers
	Short Server ID
	16-bit unsigned integer
	Uniquely identifies each LWM2M Server configured for the LWM2M Client. The identifier is assigned during the Bootstrap procedure.

Default Short Server ID is 0 and default Short Server ID MUST NOT be used for identifying the LWM2M Server.


Change 4:  Editorial A101 In table 14  Chapter 6.2 Identifiers

	Resource ID
	16-bit unsigned integer 
	Uniquely identifies the Resource within the Object.  Short integer ID, with a range assigned by the Object specification and unique to that Object, and a Reusable Resource ID range assigned by OMA and re-usable between Objects.


Change 5:  Editorial A104 In table 14  Chapter 6.3.2

6.3.2 Opaque

The opaque format is used for ”Read” and “Write” logical operations on singular Resources where the value of the Resource is an opaque sequence of binary octets. This data format is used for binary Resources such as firmware images or application specific binary formats. 

This data format has a Media Type of application/vnd.oma.lwm2m+opaque

Change 6:  Editorial A118 In Chapter 7.1    UDP Channel Security
The keying material used to secure the exchange of information using DTLS session is obtained using one of the bootstrap modes defined in Section 5.1.2 Bootstrap Modes. The formats of the keying material carried in the LWM2M Server Access Security Object Instances are defined in Appendix D.2.1.
Change 7:  Editorial A139 & A140 In Chapter 8.2.2    UDP Channel Security
8.2.2  Registration Interface

The registration interface is used by a LWM2M Client to register with a LWM2M Server, identified by the LWM2M Server URI. Registration is performed by sending a CoAP POST to the LWM2M Server URI, with registration parameters passed as query string parameters as per Table 17 and Object and Object Instances included in the payload as per [RFC6690]. The Client MAY add “</>;ct=TBD” in the payload to inform the Server of the Client supporting JSON data format for all the Objects. The response includes Location-Path Options, which indicate the path to use for updating or deleting the registration. The server MUST return a location under the /rd path segment.
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