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6.1.1 Core Specific Objects Test cases [500-999]
6.1.1.1 Firmware Update Object (ID 5) [750-799]
6.1.1.1.1 LightweightM2M-1.0-int-751 – Querying the readable resources
	Test Case Id
	LightweightM2M-1.0-int-751

	Test Object
	Client and Server

	Test Case Description
	Querying Information on the Firmware Update Object Instance for determining the current states and supported  characteristics of the Client for such capabvility 

	Preconditions
	· The Client supports the Configuration  C.8  as defined in Annex  C

· The Client  is registered with the Server

	Test Procedure
	A READ operation from the Server on the Firmware Update Object Instance requesting TLV format has been received by the client. 
a) 
b) 
c) 
d) 
Normal flow:
1. READ (CoAP GET) operation is performed on the Firmware Update Object Instance 
2. 
3. The Server receives success message (2.05 Content) and the requested value


	Pass-Criteria
	1. In test step 2., the Server receives the status code “2.05” for READ success

2. In test step 2, the returned values regarding State (ID:3) and Update Result (ID:5) prove the Client FW update Capability is in initial state (State=Idle & Update Result= Initial Value).
3. 
4.  In test step 2., the returned values regarding Firmware Update Protocol Support (ID:8) & Firmware Update Delivery Method (ID:9) allow to determine the supported characteristics of the Client FW Update Capability.
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C.5 Configuration 8




{“bn”:“/”,


   “e”:[ 


  {"n":"0/0/0","sv": <LwM2M Server URI>},


  {"n":"0/0/1","bv":false},


  {"n":"0/0/2","v":0},


  {"n":"0/0/3","sv":<PSK Identity>},  // opaque in Base64


  {"n":"0/0/4","sv": <n/a> },


  {"n":"0/0/5","sv": <Secret Key>},    // opaque in Base64                       


  {"n":"0/0/10","v":1},


  {"n":"1/0/0","v":1},


  {"n":"1/0/1","v":86400},


  {"n":"1/0/2","v":1},


  {"n":"1/0/3","v":10},


  {"n":"1/0/5","v":86400},


  {"n":"1/0/6","bv":false},


  {"n":"1/0/7","sv":"U"},


  {"n":"3/0/0","sv":<Manufacturer Name>},


  {"n":"3/0/1","sv":<Model Name>},


  {"n":"3/0/2","sv":<Serial Number>},


  {"n":"3/0/3","sv":<Firmware Version>},


  {"n":"3/0/11","v":0},


  {"n":"3/0/16","sv":"U"},


  {"n":"5/0/0","sv":<Firmaware Package>},   // opaque in Base64


  {"n":"5/0/1","sv":<Package URI>},


  {"n":"5/0/3","v":<State>},


  {"n":"5/0/5","v":<Update Result>},


  {"n":"5/0/6","sv":<Package Name>},


  {"n":"5/0/7","sv":<Package Version>}, 


  {"n":"5/0/8","v":<Firmware Update Protocol Support> },  // CoaP only if absent


  {"n":"5/0/9","v":<Firmware Update Delivery Method> }


    ]


}





Server Object ID:1 implements the mandatory Executable Resource ID:8   - Registration  Update Trigger


Server Object ID:1 implements the optional     Executable Resource ID:4   - Disable


Device Object ID:3 implements the mandatory Executable Resource ID:4  - Reboot


Device Object ID:5 implements the mandatory Executable Resource ID:2  - Update 
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