Appendix B : 
B.0  use case and high level requirement – all
	ID
	Use Case 
	High level requirement
	Reference
	Presented Company(s)
	Version planned

	B1
	3GPP CIoT and emergence of LPWAN technologies to be supported by LwM2M releases (NB-IoT and LTE CAT-M)
	
	2017_INP91
	Vodafone, Nokia, ARM, Orange, Gemalto, Ublox
	1.x

	
	
	Support of connection management and 3GPP CIoT parameters in LwM2M
	
	
	

	
	
	Support of SCEF path in 3GPP CIoT
	
	
	

	
	
	Support of IP path inside 3GPP CIoT
	
	
	

	
	LoRA & LTE-Cat M Support
	A general framework for supporting LPWAN (non IP)   in LwM2M is expected in the field
	2017 _INP60
	ORANGE*,
Gemalto
	1.x

	B2
	Maintenance and upgrade of constrained devices would be necessary in the field once deployed. This should avoid unnecessary overheads in terms of configuration and reconfigurations. 
	
	2017_INP91
	Nokia
	1.x

	
	
	Upgrading firmware preserves pre-upgrade settings and device comes online without bootstrapping
	
	Nokia
	

	
	
	Reverting to previous firmware is made possible and device comes online without bootstrapping
	
	Nokia
	

	B3
	When supporting multiple LWM2M server instances it is sometime necessary to have a configurable timer (seconds) with which the client waits after being bootstrapped to register the first time with each to the server instances.  This provides an opportunity for a provisioning system to learn of the deviceID and bs/ created credentials and provision them to the proper server instances prior to client registering
	
	2017_INP91
	Nokia
	1.x

	B4
	In TS 1.0 handling multiples resource instances  is painful to use (In field scenarios without having ability to address resources directly in the LwM2M command it creates multiple handshake’s)
	Extended addressing for multiple resource instances
	2017 _INP60
	Gemalto*,
Sierra Wireless,
ARM,
ORANGE, Nokia
	1.x

	
	
	ACL to be extended for resource level. 
	2017_INP91
	(Nokia)
	

	B5
	OMA-JSON has good capability but compactness is far from the OMA-TLV. In order to reduce the size of payload further CBOR can be utilized in LwM2M to achieve better compression as well utilize all the functionalities provided by JSON.

	OMA-CBOR compact Media Type
introduction
	2017 _INP60 
	Gemalto*,
Sierra Wireless
ARM
ORANGE
Ericsson
Nokia
	1.x

	B6
	Remove the last limitation for  Incremental Bootstrap capability
	Bootstrap Enhancement
	2017 _INP60
	Gemalto*,
ORANGE

	1.x

	B7
	An Instance of a virtual object refers resources of various Object Instances.  
	Virtual Object Concept
	2017 _INP60
	Gemalto*,
ORANGE, U-Blox, HUAWEI
	1.x

	B9
	Generalized framework for extending LwM2M Security (SE,  eUICC-M2M support). 
	Secure Element Support
	2017 _INP60
	Gemalto*,
Ericsson,
ORANGE, Nokia
	1.x

	B10
	1) Aggregation of service and DM data in a single message
2) Observing multiple resources with a single notify
	Define New LwM2M operations with binding to CoAP FETCH and PATCH methods as specified in RFC 8132
	2017_INP89
	u-blox, Huawei
	1.x

	B10’
	When a LwM2M server needs to get/observe resource data from the different objects at the same time, a mechanism that reports the data in a single message instead of in several messages is desirable to reduce the number of message exchanges, so as to save the power consumption and the bandwidth of the constrained device/network.
	Support aggregation of resource data from different objects in a single reporting message.
	[bookmark: OLE_LINK1]2017_INP74
	Huawei
	1.x

	B10”
	Make registration interface more efficient
	Add support for Patch
	0121-INP_patch_support (note also 0089R01-INP_Binding_to_CoAP_FETCH_PATCH)
	ARM
	1.x

	[bookmark: _GoBack]B11
	When a LwM2M server needs to issue the same commands or data to a group devices, a group multicast mechanism can increase transmission efficiency and save the bandwidth.
	Support group multicast (RFC7390) for issuing the same commands or data to a group of devices.
	2017_INP83
	Huawei
u-blox
	1.x

	B12
	Extended support of the PKI infrastructure
	Add new certificate provisioning types, and discuss secure time and revocation strategy
	OMA-DM- 2017-0042- INP_security_ features
	ARM
	1.x

	B13
	Alignment with IoT DTLS/TLS security recommendations
	
	OMA-DM- 2017-0043- INP_rfc7925 _support
	ARM
	1.x

	B14
	Adding support for user identity management
	
	OMA-DM- 2017-0044- INP_user_ identity_  management
	ARM
	1.x

	B15
	Support for multi-tenancy
	Add additional identifier to indicate customer
	OMA-DM-2017-0045-INP_multi_tenancy
	ARM
	1.x

	B16
	Make communication with Bootstrap Server more robust in error situations.  
	Provide more details on when a LwM2M has to re-connect to the bootstrap server to recover from error conditions
	0114-INP_bootstrap_reconnect
	ARM
	1.x

	B17
	Support non-LwM2M legacy devices (behind a gateway)
	Extend the data model so that a LwM2M server can interface with a LwM2M client running on a gateway to interface non-LwM2M-enabled devices.
	0115-INP_legacy_gateway
	ARM
	1.x

	B18
	Make queue mode more efficient by taking the resource volatility into account. 
	Support resource volatility
	0117-INP_volatility
	ARM
	1.x

	B19
	Make LwM2M robust in environments where firewalls block UDP traffic.
	Support CoAP over TCP specification
	0118-INP_coap_over_tcp
	ARM
	1.x



