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1 Reason for Change

Annex H : Fix & Remove notes
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
5 Recommendation

Request DM WG to review and agree to the change
6 Detailed Change Proposal
Change 1:   Annex H Notes replaced 
Appendix H. Secure channel between Smartcard and LwM2M Device Storage for secure Bootstrap Data provisioning (Normative)

.
.
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Figure 33: Bootstrap Information transfer from Smartcard to LwM2M Device using Secure channel according to [GLOBALPLATFORM] [GP SCP03] [GP AMD_A]
The OMA-LWM2M Bootstrap application (AID : (0xA00000041200020000000000) MUST support the following commands :

As specified in [GLOBALPLATFORM]:

· INITIALIZE UPDATE 

· EXTERNAL AUTHENTICATE with P1=0x33 (C-DECRYPTION, R-ENCRYPTION, C-MAC and R-MAC)

As defined in [ETSI TS 102.221]:

· SELECT with P1=0x00 (select by file ID)

· READ BINARY

Any other command is optional.
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