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1 Reason for Change

It proposes the ListMO architecture section. I took the example of ConnMO to populate the section.
R03: it fixes the diagram following the modification of DM-1 as a double headed arrow, DM-2 was not required anymore.
R04: it fixes the labeling of one arrow.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  2. Reference
2. Reference
2.1 Normative References
	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[OMA-DM]
	OMA Device Management, Version 1.2,
Open Mobile Alliance™, 
URL: http://www.openmobilealliance.org/


Change 2:  6. Architectural Model

6. Architectural Model

6.1 Dependencies
The ListMO architecture diagram indicates dependencies on the OMA DM architecture.

OMA Device Management [OMA-DM]

The described architecture depends upon the OMA Device Management enabler.  While nothing in this architecture presupposes a particular version of that enabler, for clarity and ease of reference, assume all references to [OMA-DM] are to the Approved OMA Device Management v1.2 Enabler Release unless otherwise specified.

General Note on Referenced Versions:

As is the normal case for standardized specifications, the OMA DM specifications have undergone revision and have been republished in a later version than the one referenced here. Many editorial changes have been made in later releases to improve the clarity of the specifications. Readers are encouraged to refer to more recent releases to improve their understanding of the referenced material. The version-specific references listed here are of architectural significance only to define the baseline functions that are depended on for implementation.
6.2 Architectural Diagram
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Figure 1: Device Management Architecture
6.3 Functional Components and Interfaces/reference points definition
6.3.1 Management Object

6.3.1.1 List of supported Management Object

Standardized interface to a device’s list of supported Management Objects Management Object. Exposed through the {DM Client} for authorized access by {Management Authorities} utilizing {DM Servers} communicating over {DM-1} and {DM-2} using the OMA Device Management Protocol [OMA-DM].
6.3.2 Protocol Endpoints

6.3.2.1 DM Client

The DM Client is the abstract software component that conforms to the requirements for DM Clients specified in the OMA Device Management Enabler.
6.3.2.2 DM Server

The DM Server is the abstract software component that conforms to the requirements for DM Servers specified in the OMA Device Management Enabler.
6.3.3 Interfaces

6.3.3.1 DM-1 Device Management Client-Server Protocol

This provides an interface over which DM Servers may send device management commands to DM Clients and DM Clients may return status and alerts to DM Servers. This is an interface that is bearer neutral and offers many standardized bindings including HTTP and HTTPS. This interface MAY be exposed over an airlink-based data bearer protocol (e.g. GPRS) to provide over-the-air device management capability.
6.3.3.2 DM-3 DM Bootstrap Profile via Smart Card
The {DM Client} may be initially provisioned via a file on a Smart Card. This file contains a series of DM Commands to set or replace configuration settings in the {DM Client}. This is a one-way interface with no feedback from the DM Client. The only expected result is the {DM Client} connecting to the {DM Server} at the next practical opportunity.
6.3.3.3 DM-4 DM Bootstrap Profile OTA
The {DM Client} may be initially provisioned via a file sent by some push protocol This file contains a series of DM Commands to set or replace configuration settings in the {DM Client}. This is a one-way interface with no feedback from the DM Client. The only expected result is the {DM Client} connecting to the {DM Server} at the next practical opportunity.
6.3.3.4 DM-5 DM Exposes Management Objects
The MO schemas are exposed by the {DM Client} through its device management tree.
6.3.3.5 DM-Func DM Functions

The {Standard Management Objects} represent interfaces to the Device’s {DM Client} configuration and the Device's DM-related information which may be targeted by a {Device Management Authority} to perform Device Management Functions. The functions available depend upon the DM Standard Object specifications (e.g. Get, Replace, Add, Delete, Atomic, and Sequence), the access rights assigned to specific parameters for a given Device Management Authority, and on the specific device implementation.
6.3.3.6 DMA-DMS Interface

The interfaces between a Device Management Authority’s line-of-business systems and a Device Management Server are out of scope. For purposes of illustration, this interface allows the Device Management Authority to submit device management requests to the DM Server and to be apprised of results and device-generated alerts received by the server from the DM Client. For purposes of this reference architecture description, readers should assume that an implementation-specific interface to the DM Server is used by the Device Management Authority to submit DM commands and analyze results returned by the DM Client.
6.4 Flows

The List of supported Management Objects Management Object described in this architecture document is schematic in nature and do not imply any particular protocol or data flow. The OMA Device Management Enabler [OMA-DM] specifies the protocol and data flows that are expected for client-server communication. These object schema are utilized by and incorporated into the normal flow descriptions in that enabler and readers are referred to the OMA Device Management Enabler for further understanding.
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