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1 Reason for Change

Insert MgmtPolicyMO Requirements based on SACMO 1.0 Requirements and MgmtPolicyMO WID.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly request the DM group to review the CR and agree the requirements.

6 Detailed Change Proposal

Change 1:  Add the following text under section “3.2  Definitions”  
3.2  Definitions

	Management Policy
	A rule which describes the Device Management actions to be taken when certain predefined conditions are encountered by the Device.


Change 2:  Add the following text under section “6. Requirements”  
6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Release

	MgmtPolicyMO-HLF-1
	The MgmtPolicyMO Enabler SHALL support the download of Management Policy(ies) to the Device.
	MgmtPolicyMO 1.0

	
	
	

	MgmtPolicyMO-HLF-2
	The MgmtPolicyMO Enabler SHALL support the update of Management Policy(ies) on the Device.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-HLF-3
	The MgmtPolicyMO Enabler SHALL support the activation/deactivation of Management Policy(ies) on the Device.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-HLF-4
	The MgmtPolicyMO Enabler SHALL support the removal of Management Policy(ies) from the Device.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-HLF-5
	The MgmtPolicyMO Enabler SHALL provide a mechanism that allows the Device to indicate the result of MgmtPolicyMO actions to the DM Server. 

	MgmtPolicyMO 1.0

	MgmtPolicyMO-HLF-6
	The MgmtPolicyMO Enabler SHALL support a mechanism to bind related Management Objects so that they can be processed using a single action. 
	MgmtPolicyMO 1.0

	
	
	

	MgmtPolicyMO-HLF-8
	The MgmtPolicyMO Enabler SHALL support the conditional execution of actions on Management Objects.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-HLF-9
	The MgmtPolicyMO Enabler SHALL support the definition of  Management Policies, composed of conditions and actions, based on Management Objects.
	MgmtPolicyMO 1.0


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Release

	 N/A
	N/A
	N/A


Table 2: High-Level Functional Requirements – Security Items

5.2.1.1 Authentication

	Label
	Description
	Release

	MgmtPolicyMO-ATHEN-1
	Only authenticated DM Server SHALL be able to perform MgmtPolicyMO actions on the Device.  
	MgmtPolicyMO 1.0


Table 3: High-Level Functional Requirements – Authentication Items

5.2.1.2 Authorization

	Label
	Description
	Release

	MgmtPolicyMO-ATHOR-1
	Only authorized DM Server SHALL be able to perform MgmtPolicyMO actions on the Device.  
	MgmtPolicyMO 1.0


Table 4: High-Level Functional Requirements – Authorization Items

5.2.1.3 Data Integrity

	Label
	Description
	Release

	N/A
	N/A
	N/A


Table 5: High-Level Functional Requirements – Data Integrity Items

5.2.1.4 Confidentiality

	Label
	Description
	Release

	N/A
	N/A
	N/A


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging Events

	Label
	Description
	Release

	 N/A
	N/A
	N/A


Table 7: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Release

	 N/A
	N/A
	N/A


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 
	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



6.1.5 Interoperability

	Label
	Description
	Release

	MgmtPolicyMO-IOP-01
	The MgmtPolicyMO Enabler SHOULD support access to Device system properties based on MO objects. The list of Device system properties SHOULD include: date/time, location, Device type and network type.
	MgmtPolicyMO 1.0


Table 9: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Release

	N/A
	N/A
	N/A


Table 10: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Release

	MgmtPolicyMO-OSR-01
	 The MgmtPolicyMO Enabler SHALL to use features described in OMA DM v1.3.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-OSR-02
	The MgmtPolicyMO Enabler SHALL support implementation specific extensions.
	MgmtPolicyMO 1.0


Table 11: High-Level System Requirements

6.2.1 Device Management Server
	Label
	Description
	Release

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	MgmtPolicyMO-DMS-01
	The DM Server SHALL be able to query the result of MgmtPolicyMO actions from the Device.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-DMS-02
	The DM Server SHALL be able to receive notifications about the result of MgmtPolicyMO actions from the Device.
	MgmtPolicyMO 1.0


Table 12: DMS Requirements

6.2.2 Device

	Label
	Description
	Release

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	MgmtPolicyMO-Device -01
	The Device SHALL be able to send notifications about the result of MgmtPolicyMO actions to the DM Server.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-Device -02
	The MgmtPolicyMO Enabler SHALL be able to locally invoke DM commands on the various nodes of the Device DM Tree while executing MgmtPolicyMO actions.

	MgmtPolicyMO 1.0

	MgmtPolicyMO-Device-03
	The Device SHALL be able to continuously evaluate the Management Policies and trigger actions if conditions are met.
	MgmtPolicyMO 1.0


Table 13: Device Requirements
6.2.3 Management Policy
	Label
	Description
	Release

	MgmtPolicyMO-MP-01
	The MgmtPolicyMO Enabler SHALL be able to specify a simple condition.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-MP-02
	The MgmtPolicyMO Enabler SHALL be able to specify a simple action.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-MP-03
	The MgmtPolicyMO Enabler SHALL be able to combine simple conditions to define a compound condition.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-MP-04
	The MgmtPolicyMO Enabler SHALL be able to combine simple actions to define a compound action.
	MgmtPolicyMO 1.0

	MgmtPolicyMO-MP-05
	The MgmtPolicyMO Enabler SHALL be able to specify Management Policies in terms of compound conditions and compound actions.
	MgmtPolicyMO 1.0


Table 15: Management Policy Requirements

�HLF-1,2,3,4: "Download, installation, update, activation/deactivation,  removal" should refer to management policy. To be changed to: 


The MgmtPolicyMO enabler SHALL be able to insert (install)  new management policy(ies) on the device.      


The MgmtPolicyMO enabler SHALL be able to update existing management policy(ies) on the device. 


The MgmtPolicyMO enabler SHALL be able to delete (uninstall) existing management policy(ies) on the device.


The MgmtPolicyMO enabler SHALL be able to query existing management policy(ies) on the device.   


The MgmtPolicyMO enabler SHALL be able to activate/deactivate existing management policy(ies) on the device.





�It is possible a compound action be partially_executed and we might need a global state for that. It may be also required to provide a mechanism for the server to know the status of  the individual actions that have been executed.


�Bipin Patel comment: Not feasible for MgmtPolicyMO - transactional processing won´t support transactional processing in the way SACMO does. 


�6.1.4 Usability requirements do not apply to MgmtPolicyMO and should be deleted.


�Deleted. According to Den, That requirement is a wrong requirement that we should remove it from SACMO.


�Deleted. Redundant with HLF-1,2,3,4
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