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Device Management Working Group Charter

1. Description and Goals

The goal of the Device Management (DM) Working Group is to specify protocols and mechanisms that achieve management of devices and applications running on them. Management applies (but is not limited) to mobiles, smartphones, Machine-to-Machine (M2M) equipment and in general any device capable to connect to data network; it includes (but is not limited to):

· Setting, installation and management of initial and operational configuration information related to device capabilities and applications functionalities
· Firmware and software update 
· Retrieval of management information from devices
· Processing events and alarms generated by devices 
· Running diagnostic tests and monitoring tasks
· Controlling device capabilities and applications
· Controlling and managing how applications running on the devices uses and interacts with underlying capabilities

In the scope of Device Management, information includes (but is not limited to):

· Configuration settings 

· Operating parameters

· Software installation and parameters

· Software and firmware Updates

· Application settings and interfaces
· User preferences   

The Device Management Working Group defines management protocols and mechanisms that enable robust management during the entire life cycle of the device and its applications over a variety of bearers.
2. Scope

The Working Group’s activities will include:

· With involvement of the OMA Requirements Group, refine use cases and requirements for device and application management, which includes both initial and continuous provisioning.
· Assessing the impact, if any, of the requirements (including new requirements and refined uses cases that may result from the above analysis) on other groups within OMA (Architecture, IOP, Requirements, Security, and other working groups) and providing feedback where required. 

· Defining and participating in sub-working groups to provide an appropriate division of labour.

· With involvement of the OMA Architecture Group, performing the detailed technical review of all related technologies, and the work in other standards bodies and consortia to determine applicability to the requirements.

· Liaising with and collaborating with other internal and external standards activities and consortia involved with device management.

· Generating specifications, recommendations, and best practices documents as needed for the application of device management within the OMA Architecture.

· Through liaison with the OMA IOP group, assisting in the generation and refinement of interoperability conformance requirements and test cases.
· Maintaining existing provisioning specifications, including content types for configuration of WAP applications and connectivity.
3. Criteria for Success

The success of the Working Group is measured by:

· Approval of the specifications, requirements and best practices documentation for the application of device management within the overall OMA Architecture.

· Definition of the impacts on other OMA working groups. 
· Delivery of test scenarios for OMA IOP working group. 
Resolve issues relating to provisioning protocols.
4. Duration

The Device Management Working Group is proposed to be a standing committee within OMA.  As a standing committee, the Working Group Charter is subject to review as required by the OMA governing processes.

5. Resource Requirements

The Working Group requires the following resources from the OMA and members:

· OMA staff assistance in arranging meetings as outlined in section 8.

· OMA provisioning on email and web site services for member access as outlined in section 8.

· Read/write access to the working group website for the group members.

· OMA liaison services as outlined in section 6. 

· Commitment by the member representatives to donate their time and expertise the work of this group.
6. LIAISON/COLLABORATION with External Organisation

The Working Group may overlap, and desires to cooperate with, many external standards and organizations industry consortia. Examples of each are outlined below:

Standards Organizations:

Significant standards organizations that have work efforts that are involved in device management activities relevant to the scope of this charter, and OMA DM has or intends to pursue liaison relationships with these organizations. Such organizations include, but are not limited to:

· oneM2M

· 3GPP 

· 
· Broadband Forum
· NFC Forum
· UPnP Forum
· WiMAX Forum
· ETSI
· IETF
Industry Consortia:

Significant consortia that have work efforts that are involved in device management activities relevant to the scope of this charter, and OMA DM has or intends to pursue liaison relationships with these organizations. Such organizations include, but are not limited to:

· TMF

· OSGi

· WiFi Alliance

7. Coordination with Other OMA Activities

The Working Group will interface with all major specification groups and subgroups working on external interfaces or exposing services. These will include, but not limited to:

· The OMA Architecture 

· The OMA Security Sub-Working Group 

· The OMA Security Smart Card Technology Sub-Working Group  

· The OMA Technical Plenary

· The OMA Requirements Working Group

· The OMA Content Delivery Working Group

· The OMA Interoperability Working Group

· IOP-MEC Sub-Working Group

8. Meetings and Communication

The Working Group expects to hold the following:

· Working meetings at each OMA plenary meeting. The facilities and arrangements for these meetings will be made in conjunction with OMA staff.

· Additional face-to-face meetings at other times, as determined by the group, to progress work. This may require facilities and arrangements to be made through the OMA, especially if the meetings are co-located with other specification groups or sub-groups within OMA.

· Conference calls to be held every week, or at a frequency required to achieve the goals and objectives, using a bridge number provided by the OMA. The group will keep minutes of each conference call.

· General communication will be via email exploders with archiving provided by the OMA.
Group progress will be communicated via group web pages provided by the OMA staff.
9. Membership

The Device Management Working Group is open to all OMA Sponsor, Full and Associate member companies.
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