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1 Reason for Change

The current use case B, Software component update/installation initiated by the management server, will give less burden to Device Management Server if it maintains detailed information of the SW component available in the device. So an optional pre-condition and corresponding alternative flow are added.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The new function is presented for agreement. Here, we add a parameter in ITEM ELEMENT that is shown below.
6 Detailed Change Proposal

5.2.3
Pre-conditions

•
Installed software (or SW versions) on a Device is incorrect or incomplete or non-existent or is to have added functionality applied or is to be enhanced for security or performance reasons.

•
Device is capable of interfacing with the Device Management system.

•
Security constraints imposed by Device Management Server and any Device Client are met.

•
(Optional) Device Management Server has detailed information of the SW component available at the device (installed, version, removed, whether updates should be done promptly or later on)
5.2.4
Post-conditions

•
All software and/or software updates target at the device have been delivered and installed.

•
Device and all purchased services are fully operational.

5.2.5
Normal Flow

1. The Device Management Server issues a request to the Device to install software upgrades.

2.    The Device issues a request to the User for authorization to install upgrades

3.    Upon confirmation by the User, the Device sends the response to the Device Management Server

4.
The Device Management Server initiates software download, installation, and execution

5.
The Device sends a confirmation back to the Device Management Server

5.2.6
Alternative Flow

5.2.6.1
Alternative Flow 1

The management server may be able to trigger the remote execution of the application securely, i.e. after authentication of the management server and with assured integrity of the executed code. Remark: The management server shall be able to stop the execution of an application intended to be upgraded.
5.2.6.2
Alternative Flow 2

(Step 1 in the Normal Flow) In case that the Device Management Server has detailed information of the SW component available at the device (installed, version, removed, whether updates should be done promptly or later on ), the Device Management Server selectively issues a request only to the Devices that has outdated version and need the updated SW component promptly.
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