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1 Reason for Change

This CR addresses the requirements on blacklisting. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The DM WG should review and accept this CR.
6 Detailed Change Proposal

Change 1:  Add Blacklist operation and  BlacklistedComponents node
	Inventory/Blacklisted



	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	chr
	Get
	

	This node provides a list of components that are blacklisted in the device. The value of this node is a simple list of component IDs separated by ‘;’. For example, ‘id1;id2;id3’. This node is updated to include a blacklisted component when the Blacklist operation is successful. When a previously blacklisted component is whitelisted, the component is removed from the list.  When a previously whitelisted component is blacklisted, the component ID is added to the list.  When a previously blacklisted component is removed from the device, the component MAY be removed from the list.  


	Inventory/Whitelisted



	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	chr
	Get
	

	This node provides a list of components that are whitelisted in the device. The value of this node is a simple list of component IDs separated by ‘;’. For example, ‘id1;id2;id3’. This node is updated to include a whitelisted component when the Whitelist operation is successful. When a previously whitelisted component is blacklisted, the component is removed from the list.  When a previously blacklisted component is whitelisted, the component is added to the list. When a previously whitelisted component is removed from the device, the component MAY be removed from the list. 


	Inventory/Deployed



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This node is a parent node of the Deployment Components in the Device. The Client MUST include the information of Deployment Components delivered and deployed via SCOMO in the Inventory/Deployed sub-tree. The Client SHOULD include information of Deployment Components installed outside of SCOMO e.g. at the factory or by the end user, in the Inventory/Deployed sub-tree.

	Inventory/Deployed/<X>



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node acts as a placeholder for a Deployment Component in the Device. The node name is assigned by the SCOMO Client.


	Inventory/Deployed/<X>/Operations



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This node is a parent node for Primitives that can be executed for a Deployment Component in the Device.


	Inventory/Deployed/<X>/Operations/Activate



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	null
	Get, Exec
	

	
	This node is used with Exec command to start the Activate operation; to transfer the Deployment Component from the Inactive state to the Active state.


	Inventory/Deployed/<X>/Operations/Deactivate



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	null
	Get, Exec
	

	
	This node is used with Exec command to start the Deactivate operation; to transfer the Deployment Component from the Active state to the Inactive state.


	Inventory/Deployed/<X>/Operations/Remove



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	null
	Get, Exec
	

	
	This node is used with Exec command to start the Remove operation; to Remove the Deployment Component from the Device. The presence of this node means the Deployment Component supports the Remove operation.


	Inventory/Deployed/<X>/Operations/Blacklist



	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	null
	Get, Exec
	

	This node is used with Exec command to start the Blacklist operation. Successful execution of the Exec command on this node results in updating the ‘Deployed/Blacklisted’ and ‘Deployed/Whitelisted’ nodes as specified. The presence of this node means the Deployment Component supports the Blacklist operation.


	Inventory/Deployed/<X>/Operations/Whitelist



	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	Optional
	ZeroOrOne
	null
	Get, Exec
	

	This node is used with Exec command to start the Whitelist operation. Successful execution of  the Exec command on this node results in updating the ‘Deployed/Blacklisted’ and ‘Deployed/Whitelisted’ nodes as specified. The presence of this node means the Deployment Component supports the Whitelist operation.


	Inventory/Deployed/<X>/Operations/Ext



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This optional interior node designates a branch of the Deployment Component operations sub-tree into which platform or vendor extensions MAY be added, permanently or dynamically. Ext sub trees, such as this one, are included at various places in the Software Component Management Object to provide flexible points of extension for platform or implementation-specific parameters. However, vendor extensions MUST NOT be defined outside of one of these Ext sub-trees.
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