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Reason for Change

1 With the update of the AD diagram the components included in section 5.3 needed a revision. This contribution aims to align the text according to the latest agreed diagram.

Impact on Backward Compatibility

None

Impact on Other Specifications

None

Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

Recommendation

It is recommended to verify these changes and agree to apply them into the latest DM_SC AD available.

2 Detailed Change Proposal

2.1 Introduce a normative reference used in subsequent sections:

2.2   Normative References

[OSE]
“OMA Service Environment”
URL: http://www.openmobilealliance.org/

[RFC2119]
“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

[DM_SC-RD]
“DM Smart Card Requirements”, Open Mobile Alliance(, OMA-RD-DM_SC-V1_0, URL:http://www.openmobilealliance.org/ 

[DM1.2]
“Enabler Release Definition for OMA Device Management”, Open Mobile Alliance(, OMA-ERELD-DM-V1_2, URL: http://www.openmobilealliance.org/

[DMBOOT]
“OMA Device Management Bootstrap”, OMA-TS-DM-Bootstrap-V1_2, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

 [DMNOTI]
“OMA Device Management Notification Initiated Session”, OMA-TS-DM_Notification-V1_2, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

[DMPRO]
“OMA Device Management Protocol”, OMA-TS-DM-Protocol-V1_2, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

[DMSTDOBJ]
“OMA Device Management Standardized Objects”, OMA-TS-DM-StdObj-V1_2, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

[DMTND]
“OMA Device Management Tree and Description”, OMA-TS-DM-TND-V1_2, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

[DMTNDS]
“OMA Device Management Tree and Description Serialization”, OMA-TS-DM-TNDS-V1_2, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

[PROVSC]
“Provisioning Smartcard Candidate Version 1.1”, OMA-WAP-TS-ProvSC-V1_1, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

[SCWS-AD]
“SCWS Enabler Architecture”, Open Mobile Alliance, OMA-AD_Smartcard_Web_Server-V1_0-20051215-D, URL: http://www.openmobilealliance.org/ 

Change 1:  Allign the text in section 5.3 with regards to the agreed AD diagram:

5.3.1 Functional Components and Interfaces/reference points definition

5.3.2 DM Enabler

This component enables the Management of the Device configuration and other managed objects of Devices from the point of view of the various Management Authorities. DM includes, but is not restricted to setting initial configuration information in Devices, subsequent updates of persistent information in Devices, retrieval of management information from Devices and processing events and alarms generated by Devices (see [DM1.2]). This enabler includes the following interfaces:

5.3.2.1 DM-1: Client-Server Protocol

This interface allows the DMS to remotely manage the device. The DMC uses this interface to expose the MT and to provide responses to commands submitted by the DMS, as well as alerts.

5.3.2.2 DM-3: Bootstrap Profile

This interface is defined in the DM enabler (i.e. [DMBOOT]). It enables the SC to convey bootstrap information to the DMC. The bootstrap information can consist of a single object (i.e. DMAccount as in [DMSTDOBJ] and [DMTND]) or a set of serialized objects (as in [DMTNDS]).

5.3.2.3 Depending on the device implementation the bootstrap information can optionally consist of applications characteristic documents (see [PROVSC]).
5.3.2.4 DM-1 (Push): Remote Triggering for local administration Interface

5.3.3 This interface allows the External Card Management System to send notifications to the DMC using a Push mechanism (see [DMNOTI]).
5.3.4 DM SC Enabler

5.3.4.1 This new enabler allows the Management of managed objects in the local Device. It includes, but is not restricted to setting initial configuration information in the local Device, subsequent updates of persistent information, retrieval of management information and processing of events and alarms generated by the local Device. This enabler includes the following interfaces:

5.3.4.2 DM-SC-1: Local Administration and Security Interface

This interface allows the Card Issuer (CI) to enable a local administration and synchronization of Management Objects between the SC and the DMC.





5.3.5 External Card Management System

It enables a remote and secure updating of the SC. The interaction with the SC and the DMS is out of the scope of this enabler.
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Indicates interfaces outside scope of DM_SC or DM enablers
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