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1 Reason for Change

Latest version of the AD is missing flows. The intention of this contribution is to complete the functional components and interfaces with flows that will better describe the overall architecture for DM_SC.
During the 10th of March CC several comments were received:
· Clarify Step 2 “start a session” in section 5.2.1.3

· Clarify Dynamic / Static data provisioning in all flows

· Clarify who controls the process in each case
R01 addresses these comments by removing the notion of “dynamic” or “static” from the flows. It also removes two flows, and clarifies the text in the remaining two.

During the 24th of March CC additional comments were received:
· The type of session needs to be clarified in Normal and Alternate Flows

· The notification mentioned in the Alternate Flow needs to be reflected in the architectural diagram
R02 addresses these comments .
R03 addresses comments received during the Helsinki meeting.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to verify these changes and agree to apply them into the latest DM_SC AD available.

6 Detailed Change Proposal

Change 1:  Introduce flows in section 5.4
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Flows

The Device Management Smart Card architecture relies on the OMA Device Management enabler [DM1.2] but requires particular data flows for interfacing the DM Client with the smartcard as shown in Figure 1. The following logical flows provide a high level view of the exchanges needed to satisfy the DM_SC requirements and use-cases (as described in [DM_SC-RD]). Readers are referred to those documents for further information.
The update of provisioning data in the smartcard is out of the scope of this enabler (see Annex B).
5.4.1 Data provisioning triggered by the management authority

The following flows describe the exchanges between the DM Client and the smartcard needed to perform data provisioning. The data provisioning in this section does not refer to bootstrap data, which is covered elsewhere and is a pre-requisite of the DM Client.

5.4.1.1 Normal Flow: Remote trigger for data provisioning
As data is stored at an unknown location the provisioning needs the smartcard to temporarily play a role of master in the session.
1. The External Card Management System sends a remote push notification to the DM Client.

2. The DM Client opens a DM session with the smartcard

3. The smartcard sends provisioning data to the DM Client

4. Optionally, end-user interaction messages may be used

5. The DM Client integrates provisioning data into its configuration

6. The DM Client provides results to the smartcard


1. 
2. 
3. 
4. 
5. 
6. 
5.4.1.2 Alternate Flow: Local Trigger for data provisioning
As data is stored at an unknown location the provisioning needs the smartcard to temporarily play a role of master in the session.
1. An event triggers the smartcard (e.g. as a timer expiration)

2. The smartcard informs the DM Client about the need of a DM session

3. Same steps as in Normal Flow (steps 2 to 6)



1. 
2. 
3. 

Change 2:  Update architectural diagram in section 5.2 according to comments from Helsinki
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Figure 1: Device Management Smart Card Component Architecture

Change 3:  Update to the interfaces in section 5.3.2
5.3.2 DM SC Enabler

This new enabler allows the Management of managed objects in the local Device. It includes, but is not restricted to setting initial configuration information in the local Device, subsequent updates of persistent information, retrieval of management information and processing of events and alarms generated by the local Device. This enabler includes the following interfaces:

5.3.2.1 DM-SC-2: Local Administration and Security Interface

This interface allows the Card Issuer (CI) to enable a local administration of Management Objects between the SC and the DM Client over a DM session.
5.3.2.2 DM-SC-1: Smartcard triggering Interface

This interface allows the smartcard to trigger the DM Client in order to start a DM session.
Change 4:  The diagram from R01 has been moved to a new appendix

Appendix B. Management Authority Diagram (Informative)
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Figure 2: Architecture using interfaces

B.1.1 

B.1.1.1 

	
	
	

	
	
	

	
	
	






� EMBED Word.Document.8 \s ���










































































NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 1)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

_1254731744.doc
<< The objective of this section is to describe the high-level logical flows between the architectural entities.


DELETE THIS COMMENT >>



