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1 Reason for Change

The aim of this document is to update the architectural diagram according to the clarifications made through contribution OMA-DM-SC-2009-0010.
Original document didn’t pass the R&A period due to the following objections:

	Mr. Thompson Peter
	Qualcomm, Inc
	Yes
	This diagram does not take into account many of the requirements of the RD.

	Mr. Thompson Peter
	Qualcomm, Inc
	Yes
	In addition, the diagram and text do not show the crypto functions as required by the RD.


Off-line discussions between objectors and supporters of this contribution led to an agreement on a number of changes that need to be performed at the RD level so the work on the architectural design can be smoothly resumed.

R01 aims to highlight this fact and proposes a new review of Section 6 (Detailed Change Proposal)
R02 updates the list of supporters and tries to address comments raised during the 11th of August CC:

· As suggested, the SCWS dotted box in diagrams of change #1 and change #3 has been removed. The reason is that a dependency to SCWS is already included in specification and thus this information is somehow redundant.

· Interface DM-SC-2 is kept because, as discussed during recent off-line exchanges between involved parties, it has been shown that re-use of URL Bootstrap directly into the DM 1.3 specifications actually calls for use of SCWS in the DM 1.3. One of the ideas discussed offline is the difference between defining (a) how the bootstrap message is built and processed by a Client as opposed to (b) the technical details on how to do it. As an example, currently DMBOOT covers (a) and OMA CP 1.1 –i.e. ProvSC–  covers (b). Another argument to support this idea is that bootstrap from a smartcard using ProvSC has been actually tested during OMA Test Fest, which means that it is actually a practice in OMA. Due to this, the present CR aims to follow the same path: working on the necessary normative text in DMBOOT in order to call for DM_SC when the technical details to implement the “URL Bootstrap from a SC” are needed. 
R03 aims to address comments received during the Singapore meeting. Changes included are the following:

· In Change #1: DM-SC-2 interface is removed from diagram in section 5.2 as URL Bootstrap will be integrated directly into DM 1.3.
· In Change #2: DM-SC-2 interface description is removed.
· In Change #3: DM-SC-2 interface is removed from diagram in Appendix B. 
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended review this document and apply the proposed changes to the latest version of the DM_SC AD.

6 Detailed Change Proposal

Change 1:  Update diagram and legend in section 5.2. With this clarification, comments A001, A002, A003, A005, A006 can be closed.

5.2 Architectural Diagram
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Figure 1: Device Management Smart Card Component Architecture

Change 2:  Reflecting the changes proposed in the diagram in section 5.3 addresses the comments A001, A007 and A008 (components clearly identified). Text in sections 5.3.1, 5.3.1.1 and 5.3.1.2 is moved to the Appendix B.

5.3 Functional Components and Interfaces/reference points definition

5.3.1 Components

5.3.1.1 DM_SC Trigger

This component conveys a DM Notification (see [DM1.2]) from the smart card to the DM Client. For a complete view of the relationship between this component and other DM Enabler (see [DM1.2]) components and interfaces please refer to Appendix B.
5. 

5.3.1.3 

5.3.2 Interfaces

5.3.2.1 

5.3.2.1 DM-SC-1: Smartcard triggering Interface

This interface allows the smartcard to trigger the DM Client in order to start a DM session.
Change 3:  Legend in diagram of Appendix B needs to be updated according to change #1. Also components previously included in section 5.3 (see change #2) are moved to this Appendix and description for DM-2 is provided for a complete overview.

Appendix B. Management Authority Diagram (Informative)
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Figure 2: Architecture using interfaces

B.1 Additional Components

B.1.1 DM Client

The DM Enabler allows the Management of the Device configuration and other Managed Objects of Devices from the point of view of the various Management Authorities. DM includes, but is not restricted to setting initial configuration information in Devices, subsequent updates of persistent information in Devices, retrieval of management information from Devices and processing events and alarms generated by Devices (see [DM1.2]).

The DM Client is specified in the OMA Device Management Enabler.

B.1.2 DM Server

The DM Server is the component that conforms to the requirements for DM Servers specified in the OMA Device Management Enabler. 

B.2 Additional Interfaces

B.2.1 DM-3: DM Bootstrap Profile

This interface is defined in the DM enabler (i.e. [DMBOOT]). It enables the SC to convey bootstrap information to the DM Client. The bootstrap information can consist of a single object (i.e. DMAccount as in [DMSTDOBJ] and [DMTND]) or a set of serialized objects (as in [DMTNDS]).

B.2.2 CP-1: CP Bootstrap Profile

Depending on the device implementation, and as indicated in the DM enabler (i.e. [DMBOOT]), the bootstrap information could optionally consist of application characteristics documents (see [PROVSC]). This interface enables the SC to convey bootstrap information to the DM Client.
B.2.3 DM-2: DM Client Server Protocol

This interface allows DM Servers to send device management commands to DM Clients and DM Clients may return status and alerts to DM Servers (see [DM1.2]).
B.2.4 Update Provisioning Data: External Card Management System

It enables a remote and secure updating of the SC. The interaction with the SC and the DMS is out of the scope of this enabler.
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