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1 Reason for Change

During discussions of document OMA-DM-SC-2010-0007-CR_TS_Address_fix the OMA DM WG agreed that due to fact that DM_SC re-uses the HTTP Binding, devices implementing DM_SC enabler will be HTTPS compliant. This situation raised a bug on the DM_SC ETR because currently HTTPS support was considered optional.

The aim of this CR is to fix that problem making HTTPS mandatory.
R01 clarifies the feature description column for HTTPS as pointed out during the Budapest meeting.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree the detailed proposal and apply the changes to the latest version of OMA-ETR-DM_SC_V1_0.
6 Detailed Change Proposal

Change 1:  Mandatory and Optional Requirement tables in section 5 need to be fixed
5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the client/server

NOTE:  These tables need to be filled out at a level where ambiguity is not present but details are not overwhelming.
Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.2.1.1 DM Client

No new test requirements for DM Clients are introduced in this specification. Testing of the DM Client mandatory features is a prerequisite and MUST be performed according to [DMETS].

Table 1 lists some options of [DMERELD] along with their test requirements (i.e. [DMETR]) that become mandatory within the context of DM_SC. Testing of such features MUST be performed according to the corresponding test specification (i.e. [DMETS]).

	
	Feature Key
	Feature Description
(e.g. Feature from [DMETR])
	Feature Test Requirements

	Normal Flow
	NOTI_C_M_01
	Server Initiated Notification
	Required to test server initiated notification

	
	HTTPS_C_M_02
	HTTPS binding
	Required to test the transport is utilized

	
	
	
	

	Error Flow
	
	
	


Table 1: DM Client Applicability Table for Enabler Specific Mandatory Test Requirements

5.2.1.2 DM_SC Server

No new test requirements for DM Servers are introduced in this specification. Testing of the DM Server mandatory features MUST be performed according to [DMETS].

Table 2 lists some options of [DMERELD] along with their test requirements (i.e. [DMETR]) that become mandatory within the context of DM_SC. Testing of such features MUST be performed according to the corresponding test specification (i.e. [DMETS]).

Mandatory features for a SCWS MUST comply with their corresponding requirements and test specification (i.e. [SCWSETR] and [SCWSETS]).
	
	Feature Key
	Feature Description

(e.g. Feature from [DMETR])
	Feature Test Requirements

	Normal Flow
	NOTI_S_M_01
	Server Initiated Notification
	Required to test server initiated notification

	
	HTTPS_S_M_02
	HTTPS binding
	Mandated to test the transport is utilized

	Error Flow
	
	
	


Table 2: DM_SC Server Applicability Table for Enabler Specific Mandatory Test Requirements
5.2.1.3 DM_SC Gateway
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	OFTCFG_D_M_01
	Support of off-line trigger method configuration
	Required to test that Registry Application data is properly communicated to the Smart card

	
	WUP_D_M_02
	Support of wake-up mechanism
	Required to test that the Smart card is able to send a DM Notification using either an off-line trigger, or an on-line trigger.

	
	TRIG_D_M_03
	Support of trigger method
	Required to test that DM Notification is locally sent from the Smart card to the DM Client.

	
	TRNS_D_M_04
	Use local transport protocols with the Smart card
	Required to test whether local transport protocols can be used with smart card. i.e. BIP protocol or TCP/IP protocol

	Error Flow
	TERR_D_M_01
	Support of trigger method errors
	Required to test that error cases (e.g. DM Client busy) are properly handled by the Smart card.


Table 3: DM_SC Gateway Applicability Table for Enabler Specific Mandatory Test Requirements
7.1.1 Optional Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

NOTE:  These tables need to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.2.1.4 DM Client

Testing of the DM Client optional features used by the DM_SC enabler MUST be performed according to the corresponding test specification (i.e. [DMETS]). Those features MUST be included in the [DMSCTS] and are listed hereafter for completeness.
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	Error Flow
	
	
	


Table 4: DM Client Applicability Table for Enabler Specific Optional Test Requirements

5.2.1.5 DM_SC Server

Testing of the DM Server and SCWS optional features used by the DM_SC enabler MUST be performed according to the corresponding test specification (i.e. [DMETS] and [SCWSETS]).

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	


Table 5: DM_SC Server Applicability Table for Enabler Specific Optional Test Requirements

5.2.1.6 DM_SC Gateway
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	


Table 6: DM_SC Gateway Applicability Table for Enabler Specific Optional Test Requirements
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