OMA-IOP-2004-0231-InputContribution-Trusted zone[image: image2.jpg]"sOMaQa

Open Mobile Alliance



 Review
Input Contribution

Doc# OMA-InputContribution-Trusted zone
Input Contribution



Input Contribution

	Title:
	
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	IOP WG

	Submission Date:
	26th Nov 2004

	Source:
	Keith Macbeth NEC

00441189655736

keith.macbeth@nectech.co.uk

	Attachments:
	Zip File
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	Typo errors and updates to document


1 Reason for Contribution

Review of document with updates and comments.

2 Summary of Contribution

Having review the document there were some typo’s and updates to the document with some question asked for clarification

3 Detailed Proposal

See attachment (changes clearly marked using track changes, those done by me show as edited by 
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The editor of the Trusted Zone requirements document OMA-IOP-2004-0222 should clarify highlight issues within the document and make the changes as highlighted. 
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Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.



Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.



You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.



Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.



NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.



THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.
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1. Scope



The mission of the Open Mobile Alliance (OMA) is to facilitate global user adoption of mobile data services by specifying market driven mobile service Enablers that ensure service interoperability across devices, geographies, service providers, operators, and networks, while allowing businesses to compete through innovation and differentiation.



OMA has established an Interoperability Process (IOP) in order to help fulfil its’ interoperability mission. The IOP process allows companies to participate in Interoperability Testing Events (TestFests) and also to conduct Bi-lateral testing between two or more member companies, to produce information for the OMA Technical Plenary (OMA TP). This information will be used by the OMA TP to make judgements on the quality and maturity of the Enablers being specified.  



Companies participating in TestFests or Bi-lateral Testing, run specific test suites prescribed by OMA, and produce Enabler Implementation Conformance Statements (EICSs) and Test Session Reports (TSRs) for each product and test session that the Enabler participates in during the event. 



These EICS and TSR reports are Confidential Information of the participants attending the events. However, OMA requires that this information be summarized in Product Test Reports (PTRs) and Enabler Test Reports (ETRs) that can be analyzed by the OMA Technical Plenary (OMA TP). The OMA TP uses the summary information provided to assess the quality of a Candidate Enabler Specification and to decide if the Enabler Specification is good enough to be  approved for market adoption. 



In addition to using the summary information, OMA is also defining web based listing of companies participating in the IOP Process who demonstrate the interoperability of their Enabler implementations. OMA is also seeking a continuious monitoring service that will review member submissions for listing, validate Enabler participation in the IOP process and flag any listing request where member claims or statements are not true or in the best interests of OMA in general. 



OMA is looking for a cost effective TrustedZone function that will manage the Confidential Information of the participants, provide the appropriate PTR and ETR reports that can be reviewed by the IOP Process and the OMA TP, and verify member company listing requests.



Full details of the TrustedZone function requirements are provide in the Detailed Requirements section of this Request for Proposal.  



Should your company wish to provide a response to this Request for Proposal, please send an email indicating your intent to respond to OMA-xxxx@mail.openmobilealliance.org by xxxx 2004. Submitting an intent to respond does not obligate your company to make a response. Failure to submit an intent to respond by the xxxx 2004 will not prevent your company from responding to this RFP. However, you may not receive the responses to any questions asked, if OMA are not aware of your intention to respond.



If you have any questions regarding this RFP please send an email to the above address by xxxx 2004. OMA will respond to any questions asked by this date – circulating anonymous responses to all companies who have indicated an intent to respond to this RFP. OMA cannot guarantee to respond to any questions asked after xxxx 2004, but if such answers are possible, an anonymous response will be sent to all companies who have submitted an intent to respond.



Your final response is requested to be submitted by Email to OMA-xxxx@mail. openmobilealliance.org by 5pm GMT on xxxx 2004. All responses should be submitted as a password protected PDF or DOC file that allows printing of the document, but prevents any modification of the document. Additionally, it is required that a paper copy of the submission is to be sent to OMA with a postmark, no later than 5pm on the xxxx 2004.



Nothing in this document should be construed as providing any commitment by OMA to enter into any license or purchase agreement with any respondent to this request for proposal. 



Any information provided will be treated in confidence by a group of OMA member company participants and OMA Staff that not directly involved with the running of the TestFests.



1.1 Instructions to Respondents



1.1.1 Response period and address



It is expected that all communication be in the English language. The response should be submitted as:



One (1) hard copy of all documents, and
One (1) password protected PDF or Word document (Password to prevent modification of the document). 



The response shall be marked “RFP TRUSTEDZONE” and it is to be addressed to:



Open Mobile Alliance Ltd.
xxxx



Response by Email should be submitted no later than 5pm GMT on xxxx 2004, at the latest.



Hard Copy responses should be postmarked no later than the above date and time.



Suppliers whose reponses have not been selected for further discussion will be advised thereof in writing.



1.1.2 Time schedule



Initial Expression of Interest to Respond to this RFP

xxxx 2004



Date for last questions where a response will be guaranteed

xxxx 2004



Publication of All Questions asked about the RFP

xxxx 2004



Closing Date for all Responses to this RFP

xxxx 2004 – 5pm GMT



1.1.3 Evaluation finalized



The evaluation of responses will be finalised by xxxx 2004 and each supplier will be advised in writing.



1.2 The OMA Contact Person



For any questions you may have, please contact:



Open Mobile Alliance
xxxx



1.3 Criteria for Evaluation.


The information will be evaluated from the following perspective (in alphabetical order):



· Commercial terms and conditions



· Supplier criteria



· Technical criteria



1.4 Company profile



OMA would like to receive overall information about your company as to it’s:



· Organisation structure


· Owner structure


· Partnering within telecommunication


· Size of development, support


· Result from the last years (is this the companies annual results?)


2. References



2.1 Normative References



			[OMAIOPPROC]


			OMA Interoperability Policy and Process, http://www.openmobilealliance.org/








2.2 Informative References



			None.


			








3. Terminology and Conventions



3.1 Conventions



This is an informative document, i.e. the document does not intend to contain normative statements.



3.2 Definitions



OMA IOP WG
The OMA Working Group in charge of Interoperability issues concerning the OMA specifications



OMA TP
The OMA Technical Plenary is the main specification management body of OMA that approves the development and completion of Enabler Specifications


TestFest
An interoperability event where different manufacturers’ servers and clients are tested with each other to verify that they can interoperate correctly according to test cases.



3.3 Abbreviations


			CSP


			Client to Server Protocol





			CICS


			Client Implementation Conformance Statement





			EICS


			Enabler Implementation Conformance Statement





			ETP


			Enabler Test Plan





			ETR


			Enabler Test Report





			ETS


			Enabler Test Specification





			IOP


			Interoperability





			OMA


			Open Mobile Alliance





			PR


			Problem Report





			PTR


			Product Test Report





			RFP


			Request For Proposal





			SICS


			Server Implementation Conformance Statement





			TSR


			Test Session Report





			


			








4. Detailed Requirements




This section describes the specific requirements of the TrustedZone Function that will be necessary in support of the OMA Interoperability Process. 



4.1 General Commercial Requirements



OMA require that the provider of the TrustedZone function provide support that can be called upon at any time during the period of the contract. 



The expected contract will be for a 12-month period, renewable annually, but which either side giving 60 days written notice may terminate. 



OMA expect the TrustedZone function to support up to 5 TestFests per annum, and an unlimited number of Bi-lateral Testing Sessions.  OMA confirms that the TestFests and the Bi-lateral testing sessions will not occur in the same week, and that no two Bi-lateral Testing Sessions will occur in the same week. 



Each TestFest last 5 days, with significant preparation before and after the event. Each Bi-lateral Testing Session wills usually last 2 or 3 days. 



The TrustedZone function is expected to send at least one member of staff to attend all TestFests. Where larger Bi-lateral Testing Sessions make it appropriate for the TrsutedZone function to be present at the testing session, OMA will also request that a member of the TrustedZone company staff attend. OMA will re-imburse the travel expenses of any member of TrustedZone function staff required to attend an event using the then current OMA travel policy.



Respondents to this RFP are requested to provide the contract terms and conditions as part of their response.



4.2 EICS Review and Approval



For each TestFest, or Bi-lateral Testing Session, the TrustedZone function will be required to receive the Enabler Implementation Conformance Statements (EICSs) for both Client (CICS) and Server (SICS) implementations. 



Upon receipt of the EICS from each prospective participant at the Testing Session, the TrustedZone function is required to perform the following:



a) Review the submission for completeness, rejecting any submission where all questions have not been answered,



b) Confirm that all Mandatory features of the Enabler have been marked as Supported by the participant, informing the participant and the OMA staff of any deficiency in the Mandatory support.



c) Confirm that for any Optional feature the participant claims to support, all subservient Manadatory features of that Optional feature are supported. Where not all Manadatory features of the Optional feature are supported, then working with the participant to remove claims of support for the option. 



Where the EICS submission has not been received by the required date, the TrustedZone function will be required to chase, by email and phone, the prospective participants to submit this information as soon as possible. Where such submissions are still outstanding seven (7) days after the required date for submission, reporting to the OMA staff that a prospective participant has failed to submit the appropriate EICS. What’s the procedure if the participant hasn’t complied? Are they not allowed to attend?


4.3 Conformance Test Tool Results Review and Approval



For each TestFest, or Bi-lateral Testing Session, where the Enabler being tested is supported by a Conformance Test Tool, the TrustedZone function will be required to receive the Conformance Test Tool results report for both Client (CICS) and Server (SICS) implementations. 



Upon receipt of the Results Report from each prospective participant at the Testing Session, the TrustedZone function is required to perform the following:



a) Review the submission for completion of all the mandatory tests, rejecting any submission where all not all of the mandatory tests have been run and passed, and



b) Notify the participant and the OMA staff of any errors or deficiencies in the results of the Mandatory tests.



Where the Results Report submission has not been received by the required date, the TrustedZone function will be required to chase, by email and phone, the prospective participants to submit this information as soon as possible. Where such submissions are still outstanding seven (7) days after the required date for submission, reporting to the OMA staff that a prospective participant has failed to submit the appropriate Conformance Test Tool Results Report. Also what happens here after the seven days is up? 



At the time of this Request for Proposal, a Conformance Test Tool exists for the Data Synchronization and Device Management Enablers. Further Conformance Test Tools are under consideration for the MultiMedia Messaging Service and Instant Messaging and Presence Service Enablers. 



4.4 Pre-Test and Test Scheduling



During an OMA TestFest, the first day of the event is allocated to resolving any connectivity issues that the participants might have with the Infrastructure established for the TestFest, and also proving to fellow participants that the Enabler the participant wishes to test is ready to perform interoperability testing with the other participants. 



The TrustedZone function is required to schedule all clients and servers for each enabler to work together during the first day, for sessions of no longer than 30 minutes. For each session, the TrustedZone function will provide an appropriate test report to be completed by the participants, indicating the tests to be performed. Such reports will be gathered at the end of the first day to assess all participant teams that are ready to perform full interoperability testing. 



Where teams have not been able to demonstrate that they are ready for Interoperability testing, the TrustedZone function will schedule one short test session with one participant, on each subsequent day of the TestFest, until such time as the failing team is able to demonstrate that they are ready to test, and that they can join full Interoperability Testing. 



From the second day of the TestFest for as long as the test time at the TestFest permits, the Trusted Zone function will then schedule appropriate clients and servers to work together during the TestFest. The following guidelines for each scheduled test session are as follows:



a) Test Sessions should be organized to prioritise the teams supporting the same Optional features to work together.



b) Each scheduled session for an enabler should be for a pre-determined time that will be set by OMA Members.



4.5 Test Session Management and Reporting



At each event where a member of staff from the TrustedZone function is present, the TrustedZone function is expected to manage the creation, distribution and collection of the Test Session Reports that will be completed by the participants at the event, either TestFest or larger Bi-lateral Testing Event. 



The format and content of the Test Session Reports is defined by the OMA IOP WG group. Templates for each report and content from each Enabler Test Specification are combined by the Trusted Zone function to create a TSR for each Enabler, which can then be tailored to the individual test participants taking part in the test session. 


4.6 Document Confidentiality and Storage



The TrustedZone function is expected to collect and safely store all Test Session Reports from participants at TestFests and Bi-Lateral Test Sessions. The originals should be completed and signed by the participants before being accepted. 



Once accepted by the TrustedZone function, the documents should be scanned into an Adobe Acrobat PDF file and the original document stored for future reference, if necessary. All PDF files should be read only password protected by the TrustedZone function. These files should be held in secure backup facility, for future reference and distribution as dictated by OMA.



The TrustedZone function will also be required to take possession of the Test Session Reports produced from previous TestFests and store these alongside the the new reports being generated from future TestFests and Bi-Lateral test sessions. There are approximately 600-700 Test Session Reports already completed from the previous 9 TestFests held by OMA. Each Test Session Report is on average about 15-20 pages. 



Note: are original documents archived or microfiche for ease of storage and what happens to them when another company take over the TZ responsibilities  


4.7 Reporting of Problems, PR’s and Issues



While participants complete their Test Session Reports, they will record issues relating to the execution of the tests. 



It is the responsibility of the Trusted Zone function to analyze the Test Session Reports produced by the participants, and where necessary coordinate discussion and reporting of the problems and issues raised by the participants. Parties involved include the participants, Trusted Zone function and the OMA Staff at the event. Once documented problems and issues will be entered into the Product Test Reports and Enabler Test Reports in a confidential manner. These reports are described below. 



The TrustedZone function is expected to work with participants to ensure that the problems are also recorded on the OMA Problem Reporting system.



The problems and issues that should be captured in the summary reports include, but are not limited to, technical problems with the implementations, interoperability problems, errors and ambiguities in the Enabler Specifications and Test Specifications. 



4.8 Summary Report Production



Within one week of the completion of a TestFest or Bi-Lateral Testing Session, the TrustedZone function is required to produce an Enabler Test Report for each Enabler tested at the event. This report will be of a format defined by the OMA IOP WG and include such information as the number of clients and servers testing, the number of test sessions concluded, the number of tests passed, failed, not applicable, out of time to run, producing inconclusive results, etc. The report will also include all of the problems and issues recorded above. 



The Enabler Test Report will be provided to an appropriate member of OMA Staff for distribution to the OMA IOP WG and other interested WGs within OMA.



Within two weeks of the completion of a TestFest or Bi-Lateral Testing Session, the TrustedZone function is required to produce a Product Test Report for each participant implementation of an Enabler tested at the event. This report will be of a format defined by the OMA IOP WG and include such information as the number of clients and servers testing, the number of test sessions concluded, the number of tests passed, failed, not applicable, out of time to run, producing inconclusive results, etc. The report will also include all of the problems and issues related to those particular enabler implementations that were recorded above.



4.9 Member Report Request Management



OMA Members are entitled to request access to the Test Session Reports and Product Test Reports of TestFest and Bi-Lateral testing session participants. In such circumstances, the Trusted Zone function is expected to work with OMA staff to ensure that all participants to the particular Test Session Report or the company owning the Product Test Report all agree to the distribution of the requested reports. 



Once the OMA Staff have ensured that the OMA Member requesting the information is a member in good standing, and has signed the OMA Non-Disclosure Agreement relating to TestFest information disclosure, then the OMA staff will direct the Trusted Zone function to email the appropriate password protected PDF file and password to the Member requesting access to the reports.



4.10 Enabler Implementation Web Support



OMA are also working on a series of web pages that will allow Member companies to list their products and related enablers on informational pages on the OMA publically available web site. The criteria for products to be listed will include member confirmation that the product implements the specific enabler claimed, and that the enabler has been tested by the company at an appropriate TestFest or Bi-lateral Testing Session. 



The TrustedZone function will be required to act as the recipient of this member request to list a product, and verify that the enabler participation claimed is indeed correct. 



Where the listing is approved, the TrustedZone function will update the appropriate web page, using a script provided by OMA. 



Where the listing is not approved, the TrustedZone function will escalate the listing request for OMA Staff resolution with the member company. 



All requests for listing members wishing to list their products on the OMA web site need to be processed by the TrustedZone function, completing the listing or escalation, within 48 hours of their request being submitted to OMA.
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