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1. 

2. Scope

The scope of this document is to define the structure for the Implementation Conformance Statement (ICS) for OMA DLOTA 2.0 Enabler Release across all of the technical specifications included.

	Details of the Enabler Release package used to generate this document: 

Enabler Release Definition for DLOTA
	OMA-ERELD-DL-V1_0-20040625-A.pdf

	DLOTA Architecture OMA
	OMA-AD_DLOTA-V2_0-20060630-D

	DLOTA Requirements Document
	OMA-RD-DLOTA-V2_0-20041118-C

	DLOTA Specification
	OMA-TS_DLOTA-V2_0-20060630-D


	2.1 Product Information

Company
	

	Product Name
	

	Date of submission
	

	Contact name
	

	Contact phone
	

	Contact mail
	


3. References

	3.1 Normative References
[DLOTAv2-TS]
	“Download Over the Air Specification”, Open Mobile Alliance™, OMA-TS_DLOTA-V2_0. URL: http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, OMA-ORG-IOP_Process-V1_3-20050712-A. URL: http://www.openmobilealliance.org/

	3.2 Informative References
[DLOTAv2-AD]
	“Download Over the Air Architecture”, Open Mobile Alliance™, OMA-AD_DLOTA-V2_0. URL: http://www.openmobilealliance.org/

	[DLOTAv2-DD]
	Normative support file to [DLOTAv2-TS], filename “dd-v2_0.xsd”, containing the Download Descriptor XML schema. Open Mobile Alliance™, URL: http://www.openmobilealliance.org/ 

	[DLOTAv2-DD_MIDPJAD]
	OMA Download version 2.0 XML Schema for JAD MIDP Extension, Open Mobile Alliance™, filename “dd_midpjad-V2_0.xsd”. URL: http://www.openmobilealliance.org/ 

	[DLOTAv2-RD]
	“Download Over the Air Requirements”, Open Mobile Alliance™, OMA-RD-DLOTA-V2_0. URL: http://www.openmobilealliance.org/ 


4. Terminology and Conventions

4.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

4.2 All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

4.3 Definitions

	Enabler Release
	Collection of specifications that combined together form an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc.  The specifications that are forming an enabler should combined fulfil a number of related market requirements.

	Minimum Functionality Description
	Description of the guaranteed features and functionality that will be enabled by implementing the minimum mandatory part of the Enabler Release.


	4.4 Abbreviations

AD
	Architecture Document

	DD
	Download Descriptor

	DLOTA
	Download Over the Air

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	OCSP
	Online Certificate Status Protocol

	OMA
	Open Mobile Alliance

	OTA
	Over the Air

	RD
	Requirement Document

	TS
	Technical Specification

	XML
	eXtensible Markup Language


5. Introduction

This document outlines the conformance requirement structure for client devices as defined by Open Mobile Alliance across all specifications included in the OMADLOTA 2.0 Release. The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table. In other words, the products can identify implementation of the high level requirements in terms of mandatory features and optional features of the technical specifications.
6. Client Enabler Implementation Statement

The notation in the table below is according to [OMAIOP].

Support column SHALL be marked “YES” for those features that are supported by the device.

Table 1 – Enabler Release Definition for DLOTA v2.0  [ERELD]

	Item
	Feature / Application
	Status
	Requirement
	Support

	OMA-ERDEF-DLOTA-C-001

	DLOTA 2.0 Client
	M
	DLOTAv2-TS:MCF
	


Table 
 SEQ Table \* ARABIC 
2
 – DLOTA Media Object Discovery Process v2.0 

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DLOTA-C-001
	Support for separate delivery of Download Descriptor and Media Object
	5
	M
	
	

	DLOTA-C-002
	Support for multiple Media Objects grouped as a Product
	5
	O
	
	

	DLOTA-C-003
	Support for multiple Media Objects grouped as a Compound Product
	5
	O
	
	

	DLOTA-C-004
	Support for MMS to fetch Download Descriptors
	5.1
	O
	MMS:MCF
	

	DLOTA-C-005
	Support for HTTP
	5.1.1
	M
	
	

	DLOTA-C-006
	Support for TLS
	5.1.1
	M
	
	

	DLOTA-C-007
	Support for WSP
	5.1.1
	O
	WSP:MCF AND DLOTA-C-008
	

	DLOTA-C-008
	Support for WTLS
	5.1.1
	O
	WTLS:MCF
	

	DLOTA-C-009
	Use of  Content-Type parameter to notify the Download Descriptor media type
	5.1.1
	M
	
	

	DLOTA-C-010
	Support for multiple Download Descriptors into one and the same transport entity
	5.1.1
	O
	
	

	DLOTA-C-011
	Co-Delivery of Download Descriptor and Media Objects
	5.1.1.1
	O
	
	


Table 3 – DLOTA Media Object Dowload Process  

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DLOTA-C-012
	Download Descriptor processing rules
	5.2.1.1
	M
	
	

	DLOTA-C-013
	Capability checking
	5.2.2
	M
	
	

	DLOTA-C-014
	Support for user confirmation
	5.2.3
	M
	
	

	DLOTA-C-015
	Media Object retrieval
	5.2.4
	M
	
	

	DLOTA-C-016
	Support for Media Object retrieval of download timing reservation
	5.2.4.1
	M
	
	

	DLOTA-C-017
	Support for Media Object update using objectID/objectVerion
	5.2.4.2
	M
	
	

	DLOTA-C-018
	Support for Media Object update using Etag
	
	O
	
	

	DLOTA-C-019
	Support for pause and resume Media Object retrieval
	5.2.4.3
	O
	
	

	DLOTA-C-020
	Support for chunked Media Object retrieval
	5.2.4.4.
	O
	
	

	DLOTA-C-021
	Media Object retrieval from multiple servers
	5.2.4.5
	O
	
	

	DLOTA-C-022
	License Retrieval
	5.2.5
	O
	
	

	DLOTA-C-023
	Support for OMA DRMv2
	5.2.5
	O
	DLOTA-C-022
	

	DLOTA-C-024
	Support for download completion notification
	5.2.6
	O
	
	

	
	
	
	
	
	


Table 4 – DLOTA Media Object Instalation Process 

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DLOTA-C-025
	Support for status report mechanism
	5.3
	M
	
	

	DLOTA-C-026
	Media Object Installation
	5.3.1
	M
	
	

	DLOTA-C-027
	Downloading of Post Licenses
	5.3.2
	O
	
	

	DLOTA-C-028
	Media Object installation parameter
	5.3.11
	O
	
	

	DLOTA-C-029
	Prevent access to Media Object until status report succeeds (at least one well-intentioned attempt)
	5.3.2
	M
	
	

	DLOTA-C-030
	Download Confirmation
	5.4.1
	O
	
	

	DLOTA-C-031
	Navigate browser to nextURL
	5.4.1
	O
	WAESpec:MCF
	

	DLOTA-C-032
	Navigate browser to support URI
	5.4.1
	O
	WAESpec:MCF
	

	DLOTA-C-033
	Support for Deletion Notification
	5.4.2
	O
	
	

	DLOTA-C-034
	Persistent storage of Download Descriptor Elements
	5.4.4
	M
	
	


Table 5 – DLOTA Client Capability Advertisment
	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-035
	Advertise the support of the media type of Download Descriptor.
	5.5.1
	M
	
	

	DLOTA-C-036
	Advertise the client capability using UAProf
	5.5.1.2
	O
	UAProf:MCF
	


Table 6 – DLOTA Server Initated Automatic Download
	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-037
	Support for server initiated automatic download
	5.6
	O
	DLOTA-C-038
	

	DLOTA-C-038
	Support for WAP Push
	5.6
	O
	WAP Push:MCF
	


Table 7 – DLOTA Status Report Functionality
	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-039
	Support for reservation related notification
	6.1
	M
	
	

	DLOTA-C-040
	Support for download completion related notification
	6.1
	O
	
	

	DLOTA-C-041
	Support for installation related notification
	6.1
	M
	
	

	DLOTA-C-042
	Support for deletion related notifications
	6.1
	O
	
	

	DLOTA-C-043
	Proper formatting of status report
	6.2
	M
	
	

	
	
	
	
	
	


Table 8 – DLOTA Download Descriptor
	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-044
	Support for Download Descriptor
	7
	M
	
	

	DLOTA-C-045
	Proper formatting of Download Descriptor
	7.2
	M
	
	

	DLOTA-C-046
	Support for the environment element
	7.2.3.2.10
	O
	
	

	DLOTA-C-047
	Support for progressive download
	7.2.3.3.7
	O
	
	

	DLOTA-C-048
	Download Descriptor Extensions
	7.3
	M
	
	

	
	
	
	
	
	


Table 9 – DLOTA Security

	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-049
	Support for HTTP digest authentication
	8.1
	M
	
	

	DLOTA-C-050
	Support for GAA
	8.1
	O
	
	

	DLOTA-C-051
	Support for Server Authentication
	8.2
	M
	
	

	DLOTA-C-052
	Support for white lists
	8.3
	M
	
	

	DLOTA-C-053
	Support for Device Management to provision white lists.
	8.3
	O
	OMADM:MCF
	

	DLOTA-C-054
	Support for confidentiality protection
	8.4
	M
	
	

	DLOTA-C-055
	Support for WAP TLS Profile
	8.4
	M
	
	

	DLOTA-C-056
	Mandatory cipher suites
	8.4
	M
	
	

	DLOTA-C-057
	Additional cipher suites
	8.4
	O
	
	


Table 10 – DLOTA Supports JAVA

	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-058
	Support for Java MIDP OTA
	10
	O
	DLOTA-C-046
	


Table 11 – DLOTA Backwards Compatibility

	Item
	Function
	Reference
	Status
	Requirements
	Support

	DLOTA-C-059
	Support for DLOTAv1 for backwards compatibility
	11
	M
	DLOTAv1:MCF
	


Appendix A. Change History
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	A.1 Approved Version History

Reference
	Date
	Description

	OMA-EICS-DLOTA-Client-V1_0-20060726
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	Initial version
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