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1. Scope
OMA IOP BRO as a sub-working group (SWG) to OMA IOP WG, has compiled this report to summarise the efforts done to prove the interoperability aspects of the OMA Client Side Content Screening Framework Version 1.0 enabler, as it is being considered for approval by the OMA Technical Plenary as an OMA Enabler Release.

The content in this report is compiled based on the outcome of IOP BRO and IOP investigations for the Client Side Content Screening Framework Enabler, which arrived at the conclusion that no interoperability tests were required for this enabler. 

This document provides information needed by the OMA Technical Plenary to consider the approval of Client Side Content Screening Framework Enabler Release Version 1.0 from an IOP perspective. 

2. References

	 [IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.4, Open Mobile Alliance™,
OMA-ORG-IOP_Process-V1_4, URL:http://www.openmobilealliance.org/

	[xxxEICS]
	<<xxx> version y.z Enabler Implementation Conformance Statement (EICS), Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[ERELD]
	"Enabler Release Definition for xxx", Version y.z, Open Mobile Alliance™,
OMA-ERELD-xxx Vy_z, URL:http://www.openmobilealliance.org/ 

	[xxx_SPEC]
	" xxx Specification ", Version y.z, Open Mobile Alliance™,
OMA-TS-xxx-Vy_z, URL:http://www.openmobilealliance.org/

	[ETS]
	"Enabler Test Specification for xxx", Version y.z, Open Mobile Alliance™,
OMA-ETS-xxx-Vy_z, URL:http://www.openmobilealliance.org/

	[ET-RPT#yy]
	"Enabler Test Report for xxx – TestFest#yy", Version y.z, Open Mobile Alliance™,
OMA-ET_RPT-xxx-Vy_z, URL:http://www.openmobilealliance.org/

	[EVP]
	"Enabler Validation Plan for xxx", Version y.z, Open Mobile Alliance™,
OMA-EVP-xxx-Vy_z, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[CSCSF-RD-v1]
	“OMA Client Side Content Screening Framework Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[CSCSF-AD-v1]
	“OMA Client Side Content Screening Framework Architecture”, Version 1.0, Open Mobile Alliance™, OMA-AD-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[CSCSF-TS-v1]
	“OMA Client Side Content Screening Framework Technical Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[CSCSF-ETR_v1]
	“OMA Client Side Content Screening Framework Enabler Test Requirements”, Version 1.0, Open Mobile Alliance™, OMA-ETR-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[ETS_Client_Side_CS_FW]
	“OMA Client Side Content Screening Framework Enabler Test Specification”, Version 1.0, Open Mobile Alliance™, OMA-ETS-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[EICS_Client_Side_CS_FW]
	“OMA Client Side Content Screening Framework Enabler Implementation Conformance Statement”, Version 1.0, Open Mobile Alliance™, OMA-EICS-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[ETG_Client_Side_CS_FW]
	“OMA Client Side Content Screening Framework Enabler Test Guidelines”, Version 1.0, Open Mobile Alliance™, OMA-ETS-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.


3.2 Definitions






	Client Side Content Screening
	Content screening performed at the mobile terminal.

	Client Side Content Screening Framework
	An abstract conceptual structure used as the basis for constructing interaction model between OMA/non-OMA enablers and content scanning functionality through a set of interfaces with the ultimate goal of bringing forth content screening capability to the mobile terminal.

	Content 
	Data or code delivered to an end-user and/or end-user’s terminal.

	Content Scanning
	The actual operation of looking at the data to determine whether it is a potential candidate for screening and level of severity if found to be as such.  What this operation consist of would vary according to how content scanning functionality is implemented and falls outside the scope of this document.

	Content Scanning Functionality
	Content scanning performed for OMA/non-OMA enabler wishing to determine whether a content under consideration is undesirable or not.  This performance is accessed by a set of interfaces specified by the content screening framework.

	Content Screening
	The act of protecting an end-user and/or end-user’s terminal from undesirable content by blocking access to the said content.  This act may be in the form of warning message, confirmation of deletion, notification of deletion, silent deletion without notification, etc.  Exact detail would vary according to severity level reported, I/O capability of mobile terminal, user preferences, etc.

	
	

	
	

	
	

	
	

	
	

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	
	

	
	


4. Summary
This report gives details of how the CSCSF Enabler satisfies the testing requirements stipulated for this particular enabler. 

According to the CSCSF Enabler Test Requirements [CSCSF-ETR-v1], the CSCSF Enabler does not require any interoperability testing as the scope of the enabler is between a client enabler and client interface, both of which are contained within the terminal. 
Accordingly the CSCSF Enabler Test Specification [ETS-Client_Side_FW] specifies conformance test cases only.  OMA has provided a test tool kit that contains everything an OMA member needs to both conduct and verify the conformance test cases specified in the CSCSF ETS. 
In addition, there are already a significant number of commercial implementations of CSCSF based solutions in the marketplace today.

Based on this evidence, the OMA IOP BRO recommends approval of the Client Side Content Screening Framework V1.0 enabler. 








5. Testing of Client Side Content Screening Framework v1.0
5.1 Documentation

This chapter lists the details of the enabler and any documentation, tools or test suites used to prove the enabler.

	Enabler:
	Client Side Content Screening Framework

	Process:
	OMA Interoperability Policy and Process [IOPPROC]

	Type of Testing
	Validation 

	Implementations tested:
	CSCSF Conformance Test Kit 

	Validation Plan:
	

	Test Specification:
	CSCSF Enabler Test Specification [ETS]

	Test Tool:
	CSCSF Conformance Test Kit

	Test Code:
	n/a

	# of TestFests:
	n/a

	# of Bilateral Test sessions:
	n/a


Table 1: Test Documentation

5.2 Test Case Statistics
There are no test case statistics for CSCSF Enabler. 
5.3 Test Evidence
5.4 N/A

· 
· 
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5.4.2 
	
	

	
	

	
	

	
	

	
	

	
	

	
	





5.4.3 
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5.5 CSCSF V1.0 PR Status



No Problem Reports have been raised for CSCSF V1.0.
Appendix A. Change History
(Informative)


A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	


	
	
	



A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-EnablerIOPReport-CSCSF-V1_0
	9 April 2007
	3.2, 8.2, 11.4, App A
	Incorporates input to committee:

   OMA-IOP-BRO-2007-071-INP-CSCSF IOP Report

	
	
	
	


Appendix B. CSCSF Conformance Test Kit



B.1 CSCSF Conformance Test Kit Description
The CSCSF Conformance Test Kit is provided for OMA member use to help validate and test CSCSF implementations. The CSCSF Conformance Test Kit contains all the necessary tools and test content as specified in CSCSF Enabler Test Guidelines [ETG]. The CSCSF Conformance Test Kit can be found on the member’s site of the Open Mobile Alliance web site (www.openmobilealliance.org). 
B.1.1 

B.1.1.1 
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