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1. Scope

OMA IOP BRO as a sub-working group (SWG) to OMA IOP WG, has compiled this report to summarize the efforts done to prove the interoperability aspects of the OMA Smartcard Web Server Version 1.0 enabler, as they are being considered for approval by the OMA Technical Plenary as an OMA Enabler Release.

 The content in this report in compiled based on input from Enabler Test Reports as an outcome from TestFests and Bilateral testing for the Smartcard Web Server enabler.

 This document provides information needed by the OMA Technical Plenary to consider the approval of Smartcard Web Server Enabler Release Version 1.0 from an IOP perspective
2. References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.4, Open Mobile Alliance™,
OMA-ORG-IOP_Process-V1_4, URL:http://www.openmobilealliance.org/

	[SCWS_EICS_Smartcard]
	Smartcard Web Server version 1.0 Enabler Implementation Conformance Statement (EICS), Open Mobile Alliance™, OMA-EICS-Smartcard_Web_Server_Device -V1_0, URL:http://www.openmobilealliance.org/

	[SCWS_EICS_Device]
	Smartcard Web Server version 1.0 Enabler Implementation Conformance Statement (EICS), Open Mobile Alliance™, OMA-EICS-Smartcard_Web_Server_Smartcard-V1_0, URL:http://www.openmobilealliance.org/

	[SCWS_EICS_AdminServer]
	Smartcard Web Server version 1.0Enabler Implementation Conformance Statement (EICS), Open Mobile Alliance™, OMA-EICS-Smartcard_Web_Server_AdminServer -V1_0, URL:http://www.openmobilealliance.org/

	[ERELD]
	"Enabler Release Definition for Smartcard Web Server", Version 1.0, Open Mobile Alliance™,
OMA-ERELD- Smartcard_Web_Server V1_0, URL:http://www.openmobilealliance.org/

	[SCWS_SPEC]
	" Smartcard Web Server Specification ", Version 1.0, Open Mobile Alliance™,
OMA-TS- Smartcard_Web_Server-V1_0, URL:http://www.openmobilealliance.org/ 

	[ETS]
	"Enabler Test Specification for Smartcard Web Server", Version 1.0, Open Mobile Alliance™,
OMA-ETS-Smartcard_Web_Server-V1_0, URL:http://www.openmobilealliance.org/ 

	[ETS_CONTENT]
	"Enabler Test Specification Content for Smartcard Web Server", Version 1.0, Open Mobile Alliance™,
OMA-ETS-Smartcard_Web_Server_CONTENT-V1_0, URL:http://www.openmobilealliance.org/ 

	
	

	
	

	[ET-RPT#22]
	"Enabler Test Report for Smartcard Web Server– TestFest#22", Version 1.0, Open Mobile Alliance™,
OMA-IOP-BRO-2008-0019-TestFest_22_Enabler_Test_Report_SCWS_10, URL:http://www.openmobilealliance.org/

	[EVP]
	"Enabler Validation Plan for Smartcard Web Server", Version 1.0, Open Mobile Alliance™,
OMA-EVP- Smartcard_Web_Server –V1_0, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-Dictionary-V2_1, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	
	

	
	


3.3 Abbreviations

	EICS
	Enabler Implementation Conformance Statement

	OMA
	Open Mobile Alliance

	PR
	Problem Report

	SCWS
	Smart Card Web Server


4. Summary
This report gives details of the testing carried out for the enabler and eventual findings made in connection to the testing regarding interoperability of different implementations (Devices – Smartcards – Admin Servers) according to [SCWS_spec]

 The work and reporting has followed the OMA IOP processes and policies [IOPPROC].

 The Smartcard Web Server v1.0 enabler has been tested at the formal TestFest #22, it has also been tested at TestFests #20, #21.

 Each of these testing activities as generated an Enabler Test Report that has been the input for this report.  These reports should be enumerated and listed in the References section.

 As is shown in the information below the results fulfil the criteria in [IOPPROC] to be recommended as an Approved Enabler to OMA Technical plenary. 

 Based on this evidence, the OMA-IOP-BRO recommends approval of the Smartcard Web Server v1.0 enabler.
5. Testing of Smartcard Web Server v1.0
5.1 Documentation

This chapter lists the details of the enabler and any documentation, tools or test suites used to prove the enabler.

	Enabler:
	Smartcard Web Server 1.0

	Process:
	OMA Interoperability Policy and Process [IOPPROC]

	Type of Testing
	Interoperability Testing

	Implementations tested:
	Device – Smartcard – Admin Server

	Validation Plan:
	SCWS 1.0 Enabler Validation Plan [EVP]

	Test Specification:
	SCWS 1.0 Enabler Test Specification [ETS]

	Test Tool:
	N/A

	Test Code:
	N/A

	# of TestFests:
	1

	# of Bilateral Test sessions:
	0


Table 1: Test Documentation

5.2 Test Case Statistics

This chapter lists the statistics for all test cases included in [ETS] 

The following status is used in the tables below:

· Runs (R): Used to indicate the total number of times the test case have been run (R = P + F + I).
· Pass (P): Used to indicate how many times the test case have been run and successfully passed.

· Fail (F): Used to indicate how many times the test cases have been run and failed (used when the failure reason is known).

· Inconclusive (I): Used to indicate how many times the test cases have been run and did not pass due to other nature than conclusive implementation or specification failure (e.g.: the failure reason cannot be clearly determined).

· Not Applicable (N/A): Used to indicate how many times the test cases have not be run due to lack of support for the required functionality to run this test case by one or more involved implementations.

· Out of Time (O): Used to indicate how many times the test cases have not been run due to lack of time.

· Problem Report (PR): Used to indicate how many PRs have been issued for the test case.

· Note: Used to indicate the cause of the Inconclusive or Failed results.

	Test Case Id
	Description
	Test Counts
	PR
	Note

	
	
	R
	P
	F
	I
	N/A
	O
	
	

	SCWS-1.0-INT-001
	gif image of small size
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-002
	gif image of large size
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-003
	jpeg image larger than open channel buffer size
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-004
	midi file of big
	4
	4
	0
	0
	2
	0
	
	

	SCWS-1.0-INT-005
	jpeg image of very big size
	2
	2
	0
	0
	4
	0
	
	

	SCWS-1.0-INT-100
	Access to server Off-line
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-101
	html pages with many resources
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-102
	multiple http connection
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-103
	Browsing cancelled
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-104
	Browsing interruption
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-105
	Browsing and server administration
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-106
	CAT applications concurrency
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-107
	GET_WITH_ENVELOPE
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-200
	long file name
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-201
	long directory name
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-202
	escaped char
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-203
	query string
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-204
	Uri long (1024 bytes)
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-205
	Uri Not Found
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-206
	5 directory levels
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-250
	http basic authentication
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-251
	admin protection
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-300
	form post method
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-301
	form get method
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-302
	post unexistant ressource
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-303
	chuncked response
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-304
	form get method with special char in query string
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-305
	get send SMS 
	6
	6
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-500
	single resource small size
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-501
	single resource large size
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-502
	multiple resources total size 32kb
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-503
	multiple resources total size 100kb
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-551
	administration session with terminal switched-off
	6
	6
	0
	0
	6
	0
	
	

	SCWS-1.0-INT-552
	administration session with network coverage loss
	5
	5
	0
	0
	7
	0
	
	

	SCWS-1.0-INT-553
	administration session is abandoned
	8
	8
	0
	0
	4
	0
	
	

	SCWS-1.0-INT-554
	administration session and browsing
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-555
	admin session and other CAT application
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-556
	PUT_WITH_ENVELOPE
	12
	12
	0
	0
	0
	0
	
	

	SCWS-1.0-INT-600
	TLS_PSK_WITH_3DES_EDE_CBC_SHA
	4
	4
	0
	0
	8
	0
	
	

	SCWS-1.0-INT-601
	TLS_PSK_WITH_AES_128_CBC_SHA
	4
	4
	0
	0
	8
	0
	
	

	SCWS-1.0-INT-701
	LIGHTWEIGHT and deactivation of the SCWS application
	2
	2
	0
	0
	10
	0
	
	


Table 2: Test Case Statistics

5.3 Test Evidence

Testing of implementations based upon version 1.0 of the Smartcard Web Server enabler has been conducted at the following TestFests:

· TestFest #22, Montreal, Canada, January 2008

Two prototype TestFests have also been conducted at TestFest # 20, Düsseldorf, Germany, September 2007 and TestFest # 21, Bled, Slovenia, November 2007.

More details in regards to the concerned TestFests can be found below.

5.3.1 TestFest #22 Test Summary Data

	Test Report
	[ET_RPT#22]

	Date of TestFest
	18th to 25th of January 2008

	Location of the TestFest
	Montreal, Canada

	Number of OMA member companies attending the TestFest:
	5

	Number of Clients Products:
	2

	Number of Smartcard Products:
	3

	Number of  Admin Server Products:
	2

	Number of test sessions completed: 
	18 of 18


Table 5: TestFest #22 Information

5.3.2 Test Case Summary from all TestFests
This chapter gives an overview of the result for all test cases included in [ETS] from all TestFests.

The following status is used in the tables below:

· Total number of TCs: Used in the summary to indicate how many test cases there are in total.

· Number of passed: Used in the summary to indicate how many of the total test cases that successfully has been passed.

· Number of failed: Used in the summary to indicate how many of the total test cases that has failed.

· Number of N/A: Used in the summary to indicate how many of the total test cases that has not be run due to that the implementation(s) do not support the functionality required to run this test case.

· Number of OT: Used in the summary to indicate how many of the total test cases that have not be run due to no time to run the test case.

· Number of INC: Used to indicate how many times the test cases have been run and did not pass due to other nature than conclusive implementation or specification failure (e.g.: the failure reason cannot be clearly determined).

	TestFest #
	
	Total # TCs
	# Passed
	# Failed
	# N/A
	# OT
	# INC

	TestFest #22
	Device to Smartcard
	27
	156
	0
	6
	0
	0

	TestFest #22
	Admin Client to Admin Server
	14
	125
	0
	43
	0
	0

	Totals
	
	41
	281
	0
	49
	0
	0


Table 5: Summary TestFest Information

5.4 Smartcard Web Server V1.0 PR Status
A problem report has been raised during the prototype TestFest #21 but this problem has been rejected as it was an incorrect interpretation of the specification and a wrong implementation. 
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