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1. Scope

This document provides the Enabler Implementation Conformance Statement (EICS) for the Smart Card  implementations of BCAST 1.0 Enabler Release.
2. References

2.1 Normative References

	[BCAST10  –MBMS Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP/MBMS", Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10 –Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, http://www.openmobilealliance.org/

	[BCAST10 –ESG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_0, http://www.openmobilealliance.org

	[BCAST10 -Services]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, http://www.openmobilealliance.org/

	[BCAST10–BCMCS Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP2/BCMCS", Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10–DVB-H- IPDC–Adaptation]
	"Broadcast Distribution System Adaptation – IPDC over DVB-H", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services", Open Mobile Alliance™, OMA-ERELD-BCAST-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ETR]
	"Enabler Test Requirements for Mobile Broadcast Services" Open Mobile Alliance™, OMA-ETR-BCAST-V1_0, http://www.openmobilealliance.org/

	[BCAST10–ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/

	[DRM-v2.0]
	“DRM Specification V2.0”, Open Mobile Alliance™, OMA-DRM-DRM-V2_0,
http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.4, Open Mobile Alliance™,
OMA-IOP-Process-V1_4, URL:http://www.openmobilealliance.org/

	[OMA DM]
	“Enabler Release Definition for OMA Device Management v1.2”, OMA-ERELD-DM-V1_2_0

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt


2.2 Informative References

	[BCAST10-Architecture]
	"Mobile Broadcast Services Architecture", Open Mobile Alliance™, OMA-AD- BCAST-V1_0, http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™, OMA-Dictionary, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Broadcast Roaming
	Broadcast Roaming is the ability of a user to receive broadcast services from a Mobile Broadcast Service Provider different from the Home Mobile Broadcast Service Provider with which the user has a contractual relationship.

	Broadcast Service
	A Broadcast Service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.

Examples of Broadcast Services are:

· pure Broadcast Services:

· mobile TV

· mobile newspaper

· mobile file downloading (clips, games, SW upgrades, other applications, applications)

· combined broadcast/interactive Broadcast Services

· mobile TV for filedownloading with voting

· betting Broadcast Services

· auction Broadcast Services

· trading Broadcast Services

	Broadcast Service Area
	The geographical or logical area in which a Broadcast Service is distributed.

	Purchase Item
	A purchase item groups one or multiple services or pieces of content that an end-user can purchase or subscribe to as a whole. [BCAST10-ESG]. 

	Rights Issuer
	An entity that issues Rights Objects to OMA DRM Conformant Devices. [DRMDRM-v2.0]

	Rights Object
	A collection of Permissions, Constraints, and other attributes which define under what circumstances access is granted to, and what usages are defined for, DRM Content. All OMA DRM Conformant Devices must adhere to the Rights Object associated with DRM Content. [DRMDRM-v2.0]

	Test-Fest
	Multi-lateral interoperability testing event

	User ID
	A unique ID that can be used to identify the user in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP/3GPP2 IMSI (International Mobile Subscriber Identity) as specified in 3GPP TS 23.003 and 3GPP2 C.S0005 (for the case the Broadcast Service Provider is a cellular mobile operator).


3.3 Abbreviations

	ATSC
	Advanced Television Systems Committee

	BCMCS
	Broadcast/Multicast Services

	BDS
	Broadcast Distribution System

	BDS-SD
	BDS Service Distribution

	BSA
	BCAST Service Application

	BSD/A
	BCAST Service Distribution and Adaptation

	BSI-C
	BCAST Service Interaction - Client Component

	BSI-G
	BCAST Service Interaction - Generic Component

	BSM 
	BCAST Subscription Management 

	BSP
	Broadcast Service Provisioning

	BSP-C
	BCAST Service Provisioning - Client Component

	BSP-M
	BCAST Service Provisioning - Management Component

	CC
	Content Creation

	Cell ID
	Mobile network cell identification

	CID
	Content Identification

	CODEC
	Compressor/Decompressor

	CP
	Content Protection

	DRM RO
	Digital Rights Management Rights Object

	DT
	Date Time

	DVB-H
	Digital Video Broadcasting – Handhelds

	DVB-T
	Digital Video Broadcasting – Terrestrial

	EICS
	Enabler Implementation Conformance Statement

	FA
	File Application Component

	FD
	File Delivery Component

	FD-C
	File Delivery - Client Component

	FLUTE
	File Delivery over Unidirectional Transport

	IMS
	IP Multimedia Subsystem

	IN
	Interaction Network

	IP
	Internet Protocol

	IPSec
	IP Security

	ISMACryp
	ISMA Encryption and Authentication specification

	MBMS
	Multimedia Broadcast/Multicast Service

	MMS
	Multi-media Messaging

	MPEG2-TS
	Motion Pictures Expert Group 2 – Transport Stream

	MPEG-4
	Motion Pictures Expert Group 4

	MSISDN
	Mobile Subscriber ISDN number

	NT
	Notification Function

	NTC
	Notification Client Component

	NTDA
	Notification Distribution

	NTE
	Notification Event Component

	NTG
	Notification Generation Component

	OCSP
	Online Certificate Status Protocol 

	OMA
	Open Mobile Alliance

	OMA
	Open Mobile Alliance

	OMA BCAST
	OMA Digital Mobile Broadcast enabler

	OMA DM
	OMA Device Management enabler

	OMA DRM
	OMA Digital Rights Management enabler

	OMA LOC
	OMA Location enabler

	PEAK
	Program Encryption/Authentication Key 

	RI
	Rights Issuer

	RO
	Rights Object

	ROAP
	Rights Object Acquisition Protocol

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	SA
	Stream Application Component

	SD
	Stream Delivery Component

	SD-C
	Stream Delivery Client Component

	SDP
	Session Description Protocol

	SEAK
	Subscription Encryption/Authentication Key

	SG
	Service Guide

	SGA
	Service Guide Adaptation

	SGAS
	Service Guide Application Source

	SG-C
	Service Guide Client Component

	SGCCS
	Service Guide Content Creation Source

	SGD
	Service Guide Distribution

	SG-G
	Service Guide Generation

	SG-G/D/A
	The entity of Service Guide Generation, Distribution and Adaptation components

	SGSS
	Service Guide Subscription Source

	SI
	Service Interaction

	SMS
	Short Message Service

	SP
	Service Protection

	SRTP
	Secure Real-time Transport Protocol

	TP-C
	Terminal Provisioning Client component

	TP-M
	Terminal Provisioning Management component 

	UDP
	User Datagram Protocol

	URI
	Universal Resource Identified

	VLR
	Visitor Location Register

	XML
	Extensible Markup Language


4. Implementation Information
This document outlines the conformance requirement structure for Smart Card devices as defined by Open Mobile Alliance across all specifications included in the BCAST 1.0 Enabler Release.  The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table.  In other words, the products can identify implementation of the high level requirements in terms of mandatory features and optional features of the technical specifications.
4.1 Device Information

	Manufacturer
	< Manufacturer of the device>

	Device Type
	<Type of device, client, server>

	Device Model
	< Model name of the device>

	Contact 
	< Contact information for the manufacturer>

	Date
	< Date when the proforma has been completed>


Table 1 – Information on the device involved in the testing

5. Smart Card Enabler Implementation Statement
The notation in the table below is according to [OMAIOP].

Support column shall be marked “YES” for those features that are supported by the device.

5.1 Support for Enabler Release Definition Specification

The following table addresses features of specification [BCAST10-ERELD]
	Item
	Function
	Reference
	Status
	Requirement
	Support

	OMA-ERDEF-BCAST-C-006
	BCAST Service Protection Client
	
	O
	
	

	OMA-ERDEF-BCAST-C-007
	BCAST Content Protection Client
	
	O
	
	


Table 2 – Support for [BCAST10-ERELD] Specification Feaures
5.2 Support for Smartcard

The following table addresses features of specification [BCAST10–ServContProt]
	Item
	Function
	Reference
	Status
	Requirement
	Support

	BCAST-SCSPCP-C-001
	Smartcard is (U)SIM card
	6.2
	O
	
	

	BCAST-SCSPCP-C-002
	Smartcard is (R)-UIM/CSIM Card
	6.2
	O
	
	

	BCAST-SCSPCP-C-003
	Support of the GBA Subscriber Key establishment
	6.2
	O
	BCAST-SCSPCP-C-001
	

	BCAST-SCSPCP-C-004
	Support of BCMCS Subscriber Key establishment 
	6.2
	O
	BCAST-SCSPCP-C-002
	

	BCAST-SCSPCP-C-005
	Support of all MBMS Key management features
	6.2
	O
	BCAST-SCSPCP-C-003
	

	BCAST-SCSPCP-C-006
	Support of MBMS Key management features only related to the processing of MBMS MSK and MTK messages
	6.2
	O
	BCAST-SCSPCP-C-004
	

	BCAST-SCSPCP-C-007
	Support of BCAST Key management
	6.2
	O
	(BCAST-SCSPCP-C-005 OR BCAST-SCSPCP-C-006) AND BCAST-SCSPCP-C-008 AND BCAST-SCSPCP-C-009
	

	BCAST-SCSPCP-C-008
	Support the use of EXT BCAST for LTKM
	6.6.4
	O
	BCAST-SCSPCP-C-007 AND BCAST-SCSPCP-C-012 AND BCAST-SCSPCP-C-010 AND BCAST-SCSPCP-C-011
	

	BCAST-SCSPCP-C-009
	Support the use of EXT BCAST for STKM
	6.7.2
	O
	BCAST-SCSPCP-C-007 AND BCAST-SCSPCP-C-028
	

	BCAST-SCSPCP-C-010
	Support of verification message
	6.6.6.1
	O
	
	

	BCAST-SCSPCP-C-011
	Support of reporting message
	6.6.6.2
	O
	
	

	BCAST-SCSPCP-C-012
	Support of  SPE=0x04
	6.6.4
	O
	BCAST-SCSPCP-C-028 AND  REF RefSCRSC12 \h 


 REF RefSCRSC12 \h 
 BCAST-SCSPCP-C-029 AND BCAST-SCSPCP-C-030 AND BCAST-SCSPCP-C-032
	

	BCAST-SCSPCP-C-013
	Support of  SPE=0x00
	6.6.4
	O
	BCAST-SCSPCP-C-008  REF RefSCRSC12 \h 
 \* MERGEFORMAT 

 REF RefSCRSC12 \h 
 \* MERGEFORMAT 

 REF OLE_LINK3 \h 
 \* MERGEFORMAT  
	

	BCAST-SCSPCP-C-014
	Support of  SPE=0x01
	6.6.4
	O
	BCAST-SCSPCP-C-008

 REF RefSCRSC12 \h 


 REF RefSCRSC12 \h 


 REF OLE_LINK3 \h 
 AND BCAST-SCSPCP-C-031 AND BCAST-SCSPCP-C-033 AND BCAST-SCSPCP-C-034
	

	BCAST-SCSPCP-C-015
	Support of  SPE=0x02
	6.6.4
	O
	BCAST-SCSPCP-C-008   REF RefSCRSC12 \h 
 \* MERGEFORMAT 

 REF RefSCRSC12 \h 
 \* MERGEFORMAT 

 REF OLE_LINK3 \h 
 \* MERGEFORMAT 
	

	BCAST-SCSPCP-C-016
	Support of  SPE=0x03
	6.6.4
	O
	BCAST-SCSPCP-C-008

 REF RefSCRSC12 \h 


 REF RefSCRSC12 \h 


 REF OLE_LINK3 \h 
 AND BCAST-SCSPCP-C-031 AND BCAST-SCSPCP-C-033 AND BCAST-SCSPCP-C-034
	

	BCAST-SCSPCP-C-017
	Support of  SPE=0x05
	6.6.4
	O
	BCAST-SCSPCP-C-008

 REF RefSCRSC12 \h 


 REF RefSCRSC12 \h 


 REF OLE_LINK3 \h 
 AND BCAST-SCSPCP-C-031 AND BCAST-SCSPCP-C-033 AND BCAST-SCSPCP-C-034
	

	BCAST-SCSPCP-C-018
	Support of  SPE=0x07
	6.6.4
	O
	BCAST-SCSPCP-C-008  REF RefSCRSC12 \h 


 REF RefSCRSC12 \h 


 REF OLE_LINK3 \h 
AND BCAST-SCSPCP-C-031 AND BCAST-SCSPCP-C-033 AND BCAST-SCSPCP-C-034
	

	BCAST-SCSPCP-C-019
	Support of  SPE=0x08
	6.6.4
	O
	BCAST-SCSPCP-C-008 
	

	BCAST-SCSPCP-C-020
	Support of  SPE=0x09
	6.6.4
	O
	BCAST-SCSPCP-C-008 AND BCAST-SCSPCP-C-031 AND BCAST-SCSPCP-C-033 AND BCAST-SCSPCP-C-034
	

	BCAST-SCSPCP-C-021
	Support of  SPE=0x0A
	6.6.4
	O
	BCAST-SCSPCP-C-008 AND BCAST-SCSPCP-C-029 
	

	BCAST-SCSPCP-C-022
	Support of  SPE=0x0C
	6.6.4
	O
	BCAST-SCSPCP-C-008 
	

	BCAST-SCSPCP-C-023
	Support of  SPE=0x0D
	6.6.4
	O
	BCAST-SCSPCP-C-008 AND BCAST-SCSPCP-C-031 AND BCAST-SCSPCP-C-033 AND BCAST-SCSPCP-C-034
	

	BCAST-SCSPCP-C-024
	Support of Parental control messages
	6.6.5
	O
	BCAST-SCSPCP-C-007 AND BCAST-SCSPCP-C-029
	

	BCAST-SCSPCP-C-025
	Support for Parental Control
	6.6.5, 6.7.3.10.1
	O
	BCAST-SCSPCP-C-009 
	

	BCAST-SCSPCP-C-026
	Support of PINCODE function for parental control
	6.7.3.10.1
	O
	BCAST-SCSPCP-C-025  REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-027
	Support of location-based-restriction
	6.7.3.10.2
	O
	BCAST-SCSPCP-C-009  REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-028
	Support of MTK generation mode AUTHENTICATE Command for OMA BCAST operation
	E1.1
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-029
	Support of MSK update mode AUTHENTICATE Command for OMA BCAST operation
	E1.2
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-030
	Support of AUTHENTICATE Command for OMA BCAST operation: SPE Deletion Mode
	E1.3.1
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-031
	Support of AUTHENTICATE Command for OMA BCAST operation: Recording Deletion Mode
	E1.3.2
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-032
	Support of OMA BCAST Command: SPE Audit Mode
	E.2.2
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-033
	Support of OMA BCAST Command: Record Signalling Mode
	E.2.3
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	

	BCAST-SCSPCP-C-034
	Support of OMA BCAST Command: Recording Audit  Mode
	E.2.4
	O
	 REF OLE_LINK3 \h 


 REF OLE_LINK3 \h 

	


Table 11 – Support for Smartcard features [BCAST10–ServContProt]
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