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 OMA Confidential

	To:
	OMA IOP BRO

	Doc to Change:
	OMA-ETS-Smartcard_Web_Server-V1_1-20081024-C

	Submission Date:
	11 Jan 2010

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Laurence Bringer, Gemalto N.V., laurence.bringer@gemalto.com

	Replaces:
	n/a


1 Reason for Change

This change request provides editorial corrections for the SCWS1.1 ETS.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal

Change 1:  6.1.1.4  SCWS-1.0-int-003:  midi file larger than 32Kb
6.2.2.1 SCWS-1.0-int-004:  midi file larger than 32Kb

	Test Case Id
	SCWS-1.0int-004

	Test Object
	Device, SCWS Client and SCWS Server.

	Test Case Description
	The purpose is to verify that midi file of size 41 KB bytes is correctly sent from server to client. This test case will test server ability to host resource bigger than 32Kb.

	Specification Reference
	[SCWS-TS] Chapter 9

	SCR Reference
	SCWS-C-001

SCWS-S-003, SCWS-S-008, SCWS-S-009

SCWS-ME-001

	Tool
	

	Test code
	[TEST_CONTENT_DESC] §6.1.1, §6.1.2, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal

· Smartcard with SCWS server

· Prerequisite for this test:

· SCWS server is provisioned with the test content.

	Test Procedure
	1. In the Terminal select WAP browser.

2. Select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

3. Select “Test resources type and length” link.

4. Select “audio.mid” link.

5. Verify the pass criteria below.

	Pass-Criteria
	The file “audio.mid” is downloaded to the Terminal.

According to the Terminal capabilities the midi file is played.


Change 2:  6.1.5.3
SCWS-1.0-int-302 post unexistant ressource

6.2.2.2 SCWS-1.0-int-302 post unexistant ressource

	Test Case Id
	SCWS-1.0-int-302

	Test Object
	Device, SCWS Client and SCWS Server.

	Test Case Description
	The purpose is to verify that server response error 404 not found on an http request POST with an inexistent uri.

	Specification Reference
	[SCWS-TS] Chapter 6

	SCR Reference
	SCWS-C-001

SCWS-S-003, SCWS-S-008, SCWS-S-009, SCWS-S-011

SCWS-ME-001

	Tool
	

	Test code
	[TEST_CONTENT_DESC] §6.1.1, §6.1.6, §6.3.2, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal

· Smartcard with SCWS server

· Prerequisite for this test:

· SCWS server is provisioned with the test content.

	Test Procedure
	1. In the Terminal select WAP browser.

2. Select the SCWS test portal link (e.g.  http:/localhost:3516/index.html)

3. Select link “Test Dynamic Content”

4. Select link “Test post unexistant ressources”

5. Select button “ok”.

6. Verify the pass criteria below.

	Pass-Criteria
	404 Not Found error message is displayed.


Change 3:  6.1.5.5 SCWS-1.0-int-304 form get method with special char in query string
6.2.2.3 SCWS-1.0-int-304 form get method with special char in query string
	Test Case Id
	SCWS-1.0-int-304

	Test Object
	Device, SCWS Client and SCWS Server.

	Test Case Description
	The purpose is to verify that server dynamic content application is correctly triggered on HTTP GET method and query-string with special char is correctly handled by dynamic content application.

	Specification Reference
	[SCWS-TS] Chapter 6

	SCR Reference
	SCWS-C-001

SCWS-S-002, SCWS-S-003, SCWS-S-008, SCWS-S-009

SCWS-ME-001

	Tool
	

	Test code
	[TEST_CONTENT_DESC] §6.1.1, §6.1.6, §6.3.2, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal

· Smartcard with SCWS server

· Prerequisite for this test:

· SCWS server is provisioned with the test content.

· Dynamic content application is loaded / installed on the Smartcard.

	Test Procedure
	1. In the Terminal select WAP browser.

2. Select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

3. Select link “Test Dynamic Content”

4. Select link “Test form get method”

5. Enter ‘/a?2&a=b’ in the form then select button “do get”.

6. Verify the pass criteria below.

	Pass-Criteria
	“Hello /a?2&a=b” is displayed.


Change 4:  6.1.5.6
SCWS-1.0-int-305 get send SMS
6.2.2.4 SCWS-1.0-int-305 get send SMS
	Test Case Id
	SCWS-1.0-int-305

	Test Object
	Device, SCWS Client and SCWS Server.

	Test Case Description
	The purpose is to verify that server dynamic content application is correctly sending an SMS to another handset.

	Specification Reference
	[SCWS-TS] Chapter 6

	SCR Reference
	SCWS-C-001

SCWS-S-002, SCWS-S-003, SCWS-S-008, SCWS-S-009, SCWS-S-011

SCWS-ME-001

	Tool
	

	Test code
	

	Preconditions
	· Equipment:

· 2 Terminals A&B

· Smartcard with SCWS server

· Prerequisite for this test:

· SCWS server is provisioned with test portal.

· Dynamic content application is loaded/ installed on the Smartcard.

	Test Procedure
	1. In the Terminal A select WAP browser.

2. Select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

3. Select link “Test Dynamic Content”

4. Select link “Test send  SMS”

5. Fill up form with the phone number of the Terminal B.

6. Fill up form with the text message to send.

7. Select button “ok”.

8. Verify the pass criteria below.

	Pass-Criteria
	The SMS content is displayed in Terminal B.


Change 5:  6.1.6.1 SCWS-1.0-int-400 Browsing session using BIP server mode
6.1.6.1 SCWS-1.0-int-400 Browsing session using BIP server mode

	Test Case Id
	SCWS-1.0-int-400

	Test Object
	Device, SCWS Client and SCWS Server.

	Test Case Description
	The purpose is to verify that the BIP server mode protocol is correctly handled by client and server.

	Specification Reference
	[SCWS-TS] Chapter 8.1

	SCR Reference
	SCWS-C-001

SCWS-S-003, SCWS-S-004, SCWS-S-006, SCWS-S-008, SCWS-S-009

SCWS-ME-001, SCWS-ME-002, SCWS-ME-003, SCWS-ME-005 

	Tool
	Smartcard protocol analyser

	Test code
	[TEST_CONTENT_DESC] §6.1.1, §6.1.2, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal implementing the BIP protocol
· Smartcard with SCWS server implementing the BIP protocol
· Prerequisite for this test:

· SCWS server is provisioned with the test content.

	Test Procedure
	1. In the Terminal select WAP browser.

2. Select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

3. Select “Test resources type and length” link.

4. Select “Bullet.gif” link.
5. Verify the pass criteria below.

	Pass-Criteria
	The image  is displayed.

The BIP server mode protocol has been used (check using a transport protocol analyser).


Change 6:  6.2.2.1
SCWS-1.0-int-551 administration session with terminal switched-off
6.2.2.5 SCWS-1.0-int-551 administration session with terminal switched-off
	Test Case Id
	SCWS-1.0-int-551

	Test Object
	Remote admin SCWS Server, SCWS admin client.

	Test Case Description
	The purpose is to verify that SCWS admin client retry administration session when the current admin session is interrupted by terminal switch-off. This test case will test admin client POST request with HTTP header ‘SCWS-resume: true’.

	Specification Reference
	[SCWS-TS] Chapter 13.3.2.8

	SCR Reference
	SCWS-AC-001, SCWS-AC-004, SCWS-AC-005, SCWS-AC-007, SCWS-AC-010, SCWS-AC-008

SCWS-AS-001, SCWS-AS-004, SCWS-AS-005

SCWS-S-012, SCWS-S-022

	Tool
	

	Test code
	[TEST_CONTENT_DESC] §6.2.1, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal

· Smartcard with SCWS server and SCWS admin client 

· Remote admin SCWS Server

· Prerequisite for this test:

· Smartcard card administration agent is configured with remote admin SCWS Server parameters (ip-address, port...).

· The Connection parameters (BIP OPEN CHANNEL TLV) must included an Alpha Identifier “open remote connection”.

	Test Procedure
	1. In Remote admin SCWS Server, select Terminal destination address.

2. In Remote admin SCWS Server, select portal ’oma-551’.

3. In Remote admin SCWS Server, start portal update. 

4. In the Terminal when “open remote connection” message was displayed switch-off the Terminal.

5. Switch-on the Terminal.

6. SCWS admin client shall start the retry policy. The terminal is updated from the suspended command to update the portal.

7. Wait SCWS admin client retry policy expiration delay.

8. In WAP browser, select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

9. Verify the pass criteria below.

	Pass-Criteria
	1. The portal ‘oma-551’ is displayed.

On Terminal switch-on the suspended action occurs and the SCWS is updated. .



Change 7:  6.2.2.4
SCWS-1.0-int-554 administration session and browsing
6.2.2.6 SCWS-1.0-int-554 administration session and browsing

	Test Case Id
	SCWS-1.0-int-554

	Test Object
	Remote admin SCWS Server, SCWS admin client.

	Test Case Description
	The purpose is to verify that SCWS server connection is taken into account when receiving during admin client / remote admin server exchange. This test case will test reception of the BIP Event-Data-Available (channel http) during BIP admin-channel exchange. 

	Specification Reference
	[SCWS-TS] Chapter 13.3.2

	SCR Reference
	SCWS-AC-001, SCWS-AC-004, SCWS-AC-005, SCWS-AC-007, SCWS-AC-010

SCWS-AS-001, SCWS-AS-004, SCWS-AS-005

SCWS-S-012, SCWS-S-022

	Tool
	

	Test code
	[TEST_CONTENT_DESC] §6.2.1 §6.1.1, [TEST_CONTENT]

	Preconditions
	1. Equipment:

· Terminal

· Smartcard with SCWS server and SCWS admin client 

· Remote admin SCWS Server

2. Prerequisite for this test:

· Smartcard card administration agent is confiured with remote admin SCWS Server parameters (ip-address, port...).

· SCWS server is provisionned with test portal.

	Test Procedure
	1. In Remote admin SCWS Server, select Terminal destination address.

2. In Remote admin SCWS Server, select portal ‘oma-554’.

3. In Remote admin SCWS Server, start portal download.

4. Wait until connection establishment between remote admin server and admin client.

5. In Terminal, select WAP browser.

6. Select the SCWS test portal link (eg http:/localhost:3516/index.html)

7. SCWS server home pages is displayed.

8. In Remote admin SCWS Server, wait download finished. 

9. In Terminal, select WAP browser.

10. In WAP browser, select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

11. Verify the pass criteria below.

	Pass-Criteria
	The portal ‘oma-554’ is displayed.



Change 8:  6.2.2.5
SCWS-1.0-int-555 admin session and other CAT application
6.2.2.7 SCWS-1.0-int-555 admin session and other CAT application

	Test Case Id
	SCWS-1.0-int-555

	Test Object
	Remote admin SCWS Server, SCWS admin client.

	Test Case Description
	The purpose is to verify that administration session is taken into account when card administration agent trigerring event (push sms) is received in other card application toolkit context.

	Specification Reference
	[SCWS-TS] Chapter 13.3.2

	SCR Reference
	SCWS-AC-001, SCWS-AC-004, SCWS-AC-005, SCWS-AC-007, SCWS-AC-010

SCWS-AS-001, SCWS-AS-004, SCWS-AS-005

SCWS-S-012, SCWS-S-022

	Tool
	

	Test code
	[TEST_CONTENT_DESC] §6.2.1, §6.3.1 [TEST_CONTENT]

	Preconditions
	3. Equipment:

· Terminal

· Smartcard with SCWS server and SCWS admin client 

· Remote admin SCWS Server

4. Prerequisite for this test:

· Smartcard card administration agent is configured with remote admin SCWS Server parameters (ip-address, port...).

· SCWS server is provisioned with test portal.

· Smartcard is provisioned with Card Application Toolkit (CAT) application. This CAT application is register on the SIM services menu and do a DISPLAY_TEXT proactive command on menu selection event.

	Test Procedure
	1. In the Terminal select SIM Services menu item "Hello".

2. In the Terminal,  text "Hello World" is displayed.

3. In Remote admin SCWS Server, select Terminal destination address.

4. In Remote admin SCWS Server, select portal ‘oma-555’.

5. In Remote admin SCWS Server, start portal download.

6. In Terminal, select button ok.

7. In Remote admin SCWS Server, wait download finished. 

8. In Terminal, select WAP browser.

9. In WAP browser, select the SCWS test portal link (e.g. http:/localhost:3516/index.html)

10. Verify the pass criteria below.

	Pass-Criteria
	The portal ‘oma-555’ is displayed.



Change 9:  6.2.2.6
SCWS-1.0-int-556 PUT_WITH_ENVELOPE
6.2.2.8 SCWS-1.0-int-556 PUT_WITH_ENVELOPE

	Test Case Id
	SCWS-1.0-int-556

	Test Object
	Device, SCWS Client, SCWS Server

	Test Case Description
	The purpose is to verify that a SCWS admin session with PUT is correctly processed while the execution of the proactive command SET UP CALL is triggered by a SMS from the second terminal.

	Specification Reference
	[SCWS-TS] Chapter 8.1.1.1 SCWS and other CAT applications concurrency

	SCR Reference
	SCWS-AC-001, SCWS-AC-004, SCWS-AC-005, SCWS-AC-007, SCWS-AC-010

SCWS-AS-001, SCWS-AS-004, SCWS-AS-005

SCWS-S-012, SCWS-S-022

	Tool
	

	Test code
	CAT application on a UNFORMATTED_SMS_PP  i.e. on this event the Applet performs a SET UP CALL proactive command.

	Preconditions
	· Equipment:

· Terminal A and Terminal B capable of sending a SMS to the terminal hosting the SCWS

· Smartcard with SCWS server, SCWS admin client and a CAT application registered on the SMS PP Data Download Event

· Remote admin SCWS Server

· Prerequisite for this test:

· Smartcard card administration agent is configured with remote admin SCWS Server parameters (ip-address, port...).

· SIM with a special CAT application executing SET UP CALL when triggered by a UNFORMATTED_SMS_PP event.

· The connection parameters (BIP OPEN CHANNEL TLV) must included an Alpha Identifier “open remote connection”.

	Test Procedure
	1. In Remote admin SCWS Server , select Terminal A destination address

2. Commanding Remote admin SCWS Server, select portal ‘oma-556’

3. In Remote admin SCWS Server, start portal update.

4. In the Terminal when “open remote connection” message was displayed, then send SMS from Terminal B to Terminal A.

5. Verify the pass criteria below.

	 Pass-Criteria


	Verify that the SET UP CALL is performed and verify that the content ‘oma-556’ has been correctly stored on the SCWS.




Change 10:  6.2.5
Transport protocol test group
6.2.5 Transport protocol test group
6.2.5.1 SCWS-1.0-int-800 Admin session using BIP client mode 
	Test Case Id
	SCWS-1.0-int-800

	Test Object
	Remote admin SCWS Server, SCWS admin client, device.

	Test Case Description
	The purpose is to verify single resource 1kb (portal ’oma-500’)can be sent, received through full admin protocol using the BIP client protocol..

	Specification Reference
	[SCWS-TS] Chapter 13.3.2

[SCWS-TS] Chapter 13.1

	SCR Reference
	SCWS-AC-001, SCWS-AC-002, SCWS-AC-004, SCWS-AC-005, SCWS-AC-007, SCWS-AC-010

SCWS-AS-001, SCWS-AS-004, SCWS-AS-005

SCWS-S-012, SCWS-S-022 

SCWS-ME-007

	Tool
	Smartcard protocol analyser

	Test code
	[TEST_CONTENT_DESC] §6.1.1, §6.1.2, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal implementing the BIP client protocol
· Smartcard with SCWS server and SCWS admin client implementing the BIP client protocol 

· Remote admin SCWS Server

· Prerequisite for this test:

· Smartcard card administration agent is configured with remote admin SCWS Server parameters (ip-address, port...).

	Test Procedure
	1. In Remote admin SCWS Server, select Terminal destination address.

2. In Remote admin SCWS Server, select portal ’oma-500’..

3. In Remote admin SCWS Server, start the download then wait download finished. 

4. In Terminal, select WAP browser.

5. Select the SCWS test portal link (eg http:/localhost:3516/index.html)

6. Verify the pass criteria below.

	Pass-Criteria
	In Terminal WAP browser, the new download resource (portal ’oma-500’) is displayed.
The BIP client mode protocol has been used (check using a transport protocol analyser).


6.2.5.2 SCWS-1.0-int-801 Admin session using TCP/IP
	Test Case Id
	SCWS-1.0-int-801

	Test Object
	Remote admin SCWS Server, SCWS admin client, device.

	Test Case Description
	The purpose is to verify single resource 1kb (portal ’oma-500’)can be sent, received through full admin protocol using the full TCP/IP client protocol (i.e.: not using BIP client mode protocol).

	Specification Reference
	[SCWS-TS] Chapter 13.3.2

[SCWS-TS] Chapter 13.1

	SCR Reference
	SCWS-AC-001, SCWS-AC-003,SCWS-AC-004, SCWS-AC-005, SCWS-AC-007, SCWS-AC-010

SCWS-AS-001, SCWS-AS-004, SCWS-AS-005

SCWS-S-012, SCWS-S-022

	Tool
	Smartcard protocol analyser

	Test code
	[TEST_CONTENT_DESC] §6.1.1, §6.1.2, [TEST_CONTENT]

	Preconditions
	· Equipment:

· Terminal implementing the TCP/IP protocol
· Smartcard with SCWS server and SCWS admin client implementing the TCP/IP protocol 

· Remote admin SCWS Server

· Prerequisite for this test:

· Smartcard card administration agent is configured with remote admin SCWS Server parameters (ip-address, port...).

	Test Procedure
	1. In Remote admin SCWS Server, select Terminal destination address.

2. In Remote admin SCWS Server, select portal ’oma-500’..

3. In Remote admin SCWS Server, start the download then wait download finished. 

4. In Terminal, select WAP browser.

5. Select the SCWS test portal link (eg http:/localhost:3516/index.html)

6. Verify the pass criteria below.

	Pass-Criteria
	In Terminal WAP browser, the new download resource (portal ’oma-500’) is displayed.
The TCP/IP protocol has been used (check using a transport protocol analyser).
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