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1. Scope

This document details the Validation plan for the CMI 1.0 Enabler Release.  The successful accomplishment of the validation activities  will be required for the Enabler to be considered for Approved status. 

The validation plan for the CMI 1.0 Enabler Release specifications is based on testing expectations in the Enabler Test Requirements (ETR).  While the specific test activities to be performed are described in the Enabler Test Specification (ETS) the test environment is described in this plan.  This test environment details infrastructure, operational and participation requirements identified for the needed testing activities.

1.1 Assumptions

N/A
1.2 Exclusions

N/A
2. References

Normative References

	[CMI10-AD]
	" Content Management Interface Architecture", Version 1.0, Open Mobile Alliance™, OMA-AD-CMI-V1_0, URL:http://www.openmobilealliance.org/

	[CMI10-ERELD]
	"Enabler Release Definition for Content Management Interface", Version 1.0, Open Mobile Alliance™, OMA-ERELD-CMI-V1_0, URL:http://www.openmobilealliance.org/

	[CMI10-ERELD]
	"Enabler Release Definition for Content Management Interface", Version 1.0, Open Mobile Alliance™, OMA-ERELD-CMI-V1_0, URL:http://www.openmobilealliance.org/

	[CMI10-ETR]
	"Enabler Test Requirements for Content Management Interface" Version 1.0, Open Mobile Alliance™, OMA-ETR-CMI-V1_0, URL:http://www.openmobilealliance.org/

	[CMI10–TS]
	"Content Management Interface", Version 1.0, Open Mobile Alliance™, OMA-TS-CMI_SvcCntProtection-V1_0, URL:http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.7, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_7, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt


2.1 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™. Version 2.8, OMA-ORG-Dictionary-V2_8, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	TBD
	TBD

	
	


3.3 Abbreviations

	CMI
	Content Management Interface

	ETR
	Enabler Test Requirements

	ETS
	Enabler Test Specification

	HTTP
	Hypertext Transfer Protocol

	IP
	Internet Protocol

	OMA
	Open Mobile Alliance

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator


4. Enabler Validation Description

A full description of CMI 1.0 can be found in the [CMI10-ERELD], [CMI10-ETR], [CMI10-TS] and other documents mentioned in the references. 
CMI is an enabler technology not bound to any specific service. It defines an interface without defining a server or a client and without putting normative requirements on the behavior of the entities implementing the interface. The normative requirements relate only to the interface syntax and semantics. 
Validating CMI therefore maps to validating the correctness of the interface and the ability of implementations to properly parse CMI messages and generate valid responses. The interfaces to be tested are CMI-1, CMI-3, CMI-4 as defined in [CMI10-AD]. (The CMI-2 interface is not specified in [CMI10-TS] and is left for a future release).
The full current functionality of the enabler can be covered either in TestFest environment (whether on-site or remotely) or using bilateral testing.

For details see chapter 5.
5. TestFest Activities

5.1 Enabler Test Guidelines

The tested CMI 1.0 enabler includes the following features:
1. MANDATORY feature: Content Upload using interface CMI-1 to successfully upload contend and metadata using at least one of the options:

a. OPTIONAL mode: Self Contained upload, as defined in [CMI10–TS], with references to previously uploaded content.

b. OPTIONAL mode: Self Contained upload, as defined in [CMI10–TS], with content payload embedded in the request.

c. OPTIONAL mode: Decoupled upload, as defined in [CMI10–TS] with references to previously uploaded content.

2. OPTIONAL feature: purchasing of content item by using interface CMI-3. 
3. OPTIONAL feature: making previously uploaded content available to consume using interface CMI-3. 

4. OPTIONAL feature: making previously uploaded content unavailable to consume using interface CMI-3. 

5. OPTIONAL feature: requesting information about available reports using interface CMI-4.

6. OPTIONAL feature: getting notification of information about available reports using interface CMI-4.

5.1.1 Minimal Test Configuration

The minimal test configuration comprises of the following entities:

1. A test tool that sends CMI valid test requests and receives test responses and presents them and potentially validate them. Alternatively, an implementation of CMI requestor can be used provided that it can generate valid CMI requests equivalent to the test requests.
2. An optional host that allows upload of content that is referenced in CMI request/response.

3. Tested CMI entity, implementing the CMI-1, CMI-3, CMI-4 interfaces as defined in [CMI10-AD].
5.1.2 Minimal Participation Guidelines

CMI defines no service, client, server or behaviour. It only defines interfaces. A test tool is used to send valid CMI requests and receive CMI responses. The minimal participation is 2 implementations of the mandatory CMI interfaces which should properly respond to the CMI test requests.
5.1.3 Optimal TestFest Achievement Test Case Priority Guidelines

This list represents the current highest priority test cases that the participants should attempt to perform at the event. In order to facilitate maximum test coverage of the functionality of the enabler over a number of TestFests, this list may be modified by the IOP WG between test events to reflect the latest priorities.  Therefore the ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a single test session at an OMA TestFest. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do so in the time allowed.

The list includes: 

Details of the current highest priority test cases in the Enabler ETS should an OMA TestFest participant attempt to complete in a single Test Session lasting approximately half a day. (Again, do not include any details of the tests, just a list of Test Case references that relate to the Enabler ETS). 

DELETE THIS COMMENT
5.2 Enabler Test Requirements

5.2.1 Test Infrastructure Requirements

The infrastructure required to support the test configuration shown in Figure 1 is network connectivity, to allow CMI requestor send requests over CMI interface and receive response and to allow optional communication with the optional content repository.

The requestor shown in Figure 1 can be either a test tool or a real requestor implementation, capable of generating CMI requests equivalent to those in the test cases. The content repository can be, for example, a basic FTP or HTTP server, as supported by the CMI implementation.
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Figure 1- Test Configuration

5.2.2 Enabler Execution Flow

1. An IP network environment is setup.

2. A CMI interface implementation is connected to the network.

3. A requestor is connected to the network and configured with target address of the CMI interface implementation and optionally also with the address of the content repository.

4. The requestor is configured with the test-case input and expected output.

5. The requestor starts running the test-case by sending the input request to the CMI implementation. It MAY also interact with the content repository.
6. The CMI implementation receives the request, processes it and sends a generated response.

7. The requestor records the response, and presents it to the test team for validation.

8. If the requestor is a test tool, it MAY support validation of the response by comparing it with the pre-configured expected response.

9. The test team determines the test-case results.

10. For further test cases, steps 4-9 are repeated.
5.2.3 Test Content Requirements

Describe any additional Test Content or Test Materials that should be used during OMA testing of the enabler. Include and set-up instructions a participant will need to perform before he/she can use the Test Content. Be sure to provide a URL or other reference to where the Test Content is expected to be found. Noting the OMA Content Server at (http://testfest.openmobilealliance.org/) is sufficient.

DELETE THIS COMMENT

Pre-configured test requests to be used by the requestor, or to be used as baseline for equivalent requests generated by CMI requestor implementation.
5.2.4 Test Limitations

5.2.4.1 Physical

N/A
5.2.4.2 Resources

IP Network, test tool and testing teams are required.
5.2.5 Test Restrictions

N/A
5.2.6 Test Tools

This section should state which Test Tools, if any, are to be used to to assist testing. 

This section should also state if any of the Test Tools to be used are optional or compulsary.

DELETE THIS COMMENT
A test tool that serves as a requestor. The test tool MUST send valid test requests, receive responses and present them. It MAY validate the response and MAY interact with the content repository.

The usage of the test tool is mandatory unless there is a tested implementation that can generate valid CMI requests, equivalent to the test requests.

5.2.6.1 Existing Tools to be Used

Describe any existing tools that are or can be used to assist testing. Also describe when the tool is to be used and what results/reports from using the tools are to be reported to OMA. Clearly state whether it is optional or mandatory that the tool is to be used in testing. Where a tool is referenced, provide clear guidelines about how the tool may be acquired, or where the reader may find more information about acquiring the tool

DELETE THIS COMMENT

Proposed open source tool (free version): soapUI ( http://www.soapui.org ).
5.2.6.2 Test Tool Requirements

Network connectivity;
WSDL file describing CMI requests/responses.

5.2.7 Resources Required

N/A
5.3 Tests to be Performed

The following sections describe the tests related to the formal TestFest validation activities.

5.3.1 Entry Criteria for TestFest
The following tests need to be performed and passed by implementations by members wishing to participate in the TestFest.  This ensures minimal requisite capability of the implementations.  The tests are defined in the ETS [XXXETS] and any special comments are noted.

The following table should list the set of tests that will be needed to be performed before TestFest by participants.  Only enter text in the special conditions segment if there are truly special conditions – ideally this part of the table would be empty.
DELETE THIS COMMENT

	Test Case Id
	Special Conditions

	
	

	
	

	
	

	
	

	
	


Table 1: Listing of Tests for Entry Criteria for TestFest 

5.3.2 Testing to be Performed at TestFest

The following tests need to be performed to fully cover the range of capabilities of the enabler and defined protocols.  These tests are to be covered in the TestFest.  The tests are defined in the ETS [XXXETS] and any special comments are noted.

The following table should list the set of tests that will be needed to be performed in the TestFest.  Only enter text in the special conditions segment if there are truly special conditions – ideally this part of the table would be empty.
DELETE THIS COMMENT

	Test Case Id
	Special Conditions

	
	

	
	

	
	

	
	

	
	


Table 2: Listing of Tests to be Performed at TestFest

5.4 Enabler Test Reporting

5.4.1 Problem Reporting Requirements

N/A
5.4.2 Enabler Test Requirements

N/A
6. Alternative Validation Activities

Bilateral testing that uses CMI 1.0 and tests any of its features MAY be reported and being considered for approval of the CMI 1.0 Enabler.
The expected test-cases in bilateral testing are similar to those designed for a test tool, where a real requestor replaces the test tool and sends equivalent requests.
7. Approval Criteria

To approve the enabler the following criteria SHALL be used:

1. Test results collected from 2 CMI implementations at least. 

2. CMI offered for at least 3 Test Fest events.

3. All existing Problem Reports in OMA portal are resolved or addressed.
7.1 Enabler Validation Test Cases

The following table should list the set of tests that are used for enabler validation. 

	Test Case Id
	ETR Requirement Id
	ETR Status
	Notes

	<Test Case Id>
	Content Upload
	M
	

	
	
	
	

	
	
	
	


	<Test Case Id>
	Content Purchase
	O
	

	
	
	
	

	
	
	
	

	<Test Case Id>
	Content Availability
	O
	

	<Test Case Id>
	Content Availability
	O
	

	<Test Case Id>
	Metrics Reporting
	O
	

	<Test Case Id>
	Metrics Reporting
	O
	


Table 3: Enabler Validation Test Cases
7.2 Non-Covered ETR Requirements

Any restrictions, limitations and/or infeasibility of testing of the ETR requirements should be stated in this section. 

If new information about limitations and/or infeasibility of testing of any of the ETR requirements is discovered, this section should be updated accordingly.
	ETR Requirement Id
	ETR Status
	Notes

	<ETR Id> 
	<M> or <O>
	

	
	
	

	
	
	


Table 4: Non-Covered ETR Requirements
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-EVP-CMI-V1_0
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participant Requestor as A


participant "CMI\nImplementation" as B


participant "Content\nRepository" as C


A-->C: content put


A->B: CMI Request


activate B


B->A: CMI Response


B-->C: content get


deactivate B
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