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1 Reason for Change

R01: Smartcard is USIM or CSIM is written in precondition instead of test object as requested by Nokia.
This CR proposes some test cases for the Smartcard Broadcast Provisioning to be included in the ETS for BCAST1.1.
2 Impact on Backward Compatibility

There is no impact on backward compatibility
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Please discuss and agree the CR.
6 Detailed Change Proposal

Change 1. Add new section for Smartcard Broadcast Provisioning
5.9 Smartcard Broadcast Provisioning
5.9.1 Sending a file to a group of Smartcards through Smartcard Broadcast provisioning using ENVELOPE technology
	Test Case Id
	BCAST-1.1-SCBP-int-101 

	Test Object
	BSD/A/Terminal/Smartcard. 

	Test Case Description
	Test the Smartcard broadcast provisioning of a file requesting the Smartcard to issue a DISPLAY TEXT command, sent to a group of 256 Smartcards, using the ENVELOPE technology. 

	Specification Reference
	Services 5.19

	SCR Reference
	BCAST-SERVICES-C-047, BCAST-SERVICES-BSA-003, BCAST-SERVICES-BSM-025

	ETR Reference
	SCBP-001, SCBP-002, SCBP-003, SCBP-004

	Tool
	None

	Test code
	None

	Preconditions
	Smartcard is USIM or CSIM

Smartcard supports the Smartcard broadcast provisioning function: this is signaled in the EFBST
The Unique Smartcard Filter of the Smartcard is: 0x123456789A and this value is indicated in the EFUSF (group: 0x12345678, position in group: 0x9A)

The Key used to receive the secured packets is Key1

	Test Procedure
	1. The Handset is power-on.

2. The server broadcasts a service guide signaling the availability of a service of type 13 “Smartcard Provisioning Services”. The access fragment of this service indicates:
· Type of addressing: “0”; Group Size: ‘n’ = 8 (group size = 256 devices)
· The whole group is addressed : only the <subscriberGroupBase> element is present in the <subscriberGroupIdentifier> element. The group base is: 
00010010001101000101011001111000 (12345678) = b64:‘EjRWeA==’
· The technology used is Envelope

3. The BSD/A broadcast a file using Flute. This file contains Command packet encapsulated in secure packet. The key used is Key1. The Command sent requests the smartcard to issue a DISPLAY TEXT containing the following text: Test BCAST-1.1-SCBP-int-101 is OK

4. The terminal receives the service guide and discovers the Smartcard Provisioning service.

5. Terminal discovers the support of Smartcard Broadcast Provisioning function in the Smartcard reading the EFBST (under ADF BSIM or under DF BCAST of USIM application).
6. Terminal performs the filtering of Smartcard Broadcast Provisioning service reading the EFUSF in the Smartcard (under ADF BSIM or under DF BCAST of  USIM application, or from the BCAST-MO) and comparing the SubscriberGroupBase value to the 32 MSB of the USF.

7. Terminal transmits the file received on Flute to the Smartcard using ENVELOPE COMMAND

8. The text “Test BCAST-1.1-SCBP-int-101 is OK” is displayed on the terminal. 

	Pass-Criteria
	The text “Test BCAST-1.1-SCBP-int-101 is OK” is displayed on the terminal.


5.9.2 Sending a file to a specific Smartcard through Smartcard Broadcast provisioning using ENVELOPE technology

	Test Case Id
	BCAST-1.1-SCBP-int-102 

	Test Object
	BSD/A/Terminal/Smartcard. 

	Test Case Description
	Test the Smartcard broadcast provisioning of a file requesting the Smartcard to issue a DISPLAY TEXT command, sent to a specific Smartcard, using the ENVELOPE technology. 

	Specification Reference
	Services 5.19

	SCR Reference
	BCAST-SERVICES-C-047, BCAST-SERVICES-BSA-003, BCAST-SERVICES-BSM-025

	ETR Reference
	SCBP-001, SCBP-002, SCBP-003, SCBP-004

	Tool
	None

	Test code
	None

	Preconditions
	Smartcard is USIM or CSIM

Smartcard supports the Smartcard broadcast provisioning function: this is signaled in the EFBST
The Unique Smartcard Filter of the Smartcard is: 0x123456789A and this value is indicated in the EFUSF (group: 0x12345678, position in group: 0x9A)

The Key used to receive the secured packets is Key1

	Test Procedure
	1. The Handset is power-on.

2. The server broadcasts a service guide signaling the availability of a service of type 13 “Smartcard Provisioning Services”. The access fragment of this service indicates:

· Type of addressing: “0”; Group Size: ‘n’ = 8 (group size = 256 devices)

· The Smartcard of the group: 0x12345678, and at the position in group: 0x9A is addressed: <subscriberGroupBase> element and <subscriberPosition> element are present in the <subscriberGroupIdentifier> element. 

· The group base is: 00010010001101000101011001111000 (12345678) => b64:‘EjRWeA==’
· The position is: 10011010 (9A) => b64: ‘mg==’
· The technology used is Envelope

3. The BSD/A broadcast a file using Flute. This file contains Command packet encapsulated in secure packet. The key used is Key1. The Command sent requests the smartcard to issue a DISPLAY TEXT containing the following text: Test BCAST-1.1-SCBP-int-102 is OK

4. The terminal receives the service guide and discovers the Smartcard Provisioning service.

5. Terminal discovers the support of Smartcard Broadcast Provisioning function in the Smartcard reading the EFBST (under ADF BSIM or under DF BCAST of USIM application).

6. Terminal performs the filtering of Smartcard Broadcast Provisioning service reading the EFUSF in the Smartcard (under ADF BSIM or under DF BCAST of  USIM application, or from the BCAST-MO) and comparing the SubscriberGroupBase value to the 32 MSB of the USF, and the subscriberPosition value to 8 LSB bits of the USF.
7. Terminal transmits the file received on Flute to the Smartcard using ENVELOPE COMMAND

8. The text “Test BCAST-1.1-SCBP-int-102 is OK” is displayed on the terminal. 

	Pass-Criteria
	The text “Test BCAST-1.1-SCBP-int-102 is OK” is displayed on the terminal.


5.9.3 Sending a file to a set of Smartcards in a group through Smartcard Broadcast provisioning using ENVELOPE technology

	Test Case Id
	BCAST-1.1-SCBP-int-103 

	Test Object
	BSD/A/Terminal/Smartcard. 

	Test Case Description
	Test the Smartcard broadcast provisioning of a file requesting the Smartcard to issue a DISPLAY TEXT command, sent to a set of Smartcards in a group of 256 Smartcards, using the ENVELOPE technology. 

	Specification Reference
	Services 5.19

	SCR Reference
	BCAST-SERVICES-C-047, BCAST-SERVICES-BSA-003, BCAST-SERVICES-BSM-025

	ETR Reference
	SCBP-001, SCBP-002, SCBP-003, SCBP-004

	Tool
	None

	Test code
	None

	Preconditions
	Smartcard is USIM or CSIM

Smartcard supports the Smartcard broadcast provisioning function: this is signaled in the EFBST
The Unique Smartcard Filter of the Smartcard is: 0x123456789A and this value is indicated in the EFUSF (group: 0x12345678, position in group: 0x9A)

The Key used to receive the secured packets is Key1

	Test Procedure
	1. The Handset is power-on.

2. The server broadcasts a service guide signaling the availability of a service of type 13 “Smartcard Provisioning Services”. The access fragment of this service indicates:

· Type of addressing: “0”; Group Size: ‘n’ = 8 (group size = 256 devices)

· A set of  5 Smartcards of the group: 0x12345678, and at the positions determined by the Access Mask (0x12, 0x34, 0x56, 0x78, 0x9A) are addressed: <subscriberGroupBase> element and <subscriberAccessMask> element are present in the <subscriberGroupIdentifier> element. 

· The group base is: 00010010001101000101011001111000 (12345678) => b64:‘EjRWeA==’
· The Access Mask is : 
‘AAAAAAAAAAAAAAAAAgAAAACAAAAAIAAAAAgAAAACAAA=’
· The technology used is Envelope

3. The BSD/A broadcast a file using Flute. This file contains Command packet encapsulated in secure packet. The key used is Key1. The Command sent requests the smartcard to issue a DISPLAY TEXT containing the following text: Test BCAST-1.1-SCBP-int-103 is OK

4. The terminal receives the service guide and discovers the Smartcard Provisioning service.

5. Terminal discovers the support of Smartcard Broadcast Provisioning function in the Smartcard reading the EFBST (under ADF BSIM or under DF BCAST of USIM application).

6. Terminal performs the filtering of Smartcard Broadcast Provisioning service reading the EFUSF in the Smartcard (under ADF BSIM or under DF BCAST of USIM application, or from the BCAST-MO) and comparing the SubscriberGroupBase value to the 32 MSB of the USF, and bits set to one in the subscriberAccessMask value with the position value of the Smartcard in the group defined by the 8 LSB bits of the USF.

7. Terminal transmits the file received on Flute to the Smartcard using ENVELOPE COMMAND

8. The text “Test BCAST-1.1-SCBP-int-103 is OK” is displayed on the terminal. 

	Pass-Criteria
	The text “Test BCAST-1.1-SCBP-int-103 is OK” is displayed on the terminal.


5.9.4 Sending a file to a group of Smartcards through Smartcard Broadcast provisioning using SCWS technology

	Test Case Id
	BCAST-1.1-SCBP-int-104 

	Test Object
	BSD/A/Terminal/Smartcard. 

	Test Case Description
	Test the Smartcard broadcast provisioning of a file requesting the Smartcard to issue a DISPLAY TEXT command, sent to a group of 256 Smartcards, using SCWS technology. 

	Specification Reference
	Services 5.19

	SCR Reference
	BCAST-SERVICES-C-047, BCAST-SERVICES-C-051, BCAST-SERVICES-BSA-003, BCAST-SERVICES-BSM-025

	ETR Reference
	SCBP-001, SCBP-002, SCBP-003, SCBP-004

	Tool
	None

	Test code
	None

	Preconditions
	Smartcard is USIM or CSIM
Smartcard supports the Smartcard broadcast provisioning function: this is signaled in the EFBST
The Unique Smartcard Filter of the Smartcard is: 0x123456789A and this value is indicated in the EFUSF (group: 0x12345678, position in group: 0x9A)

The Smartcard contains a HTML page containing the text: “Test BCAST-1.1-SCBP-int-104 in progress” at the following URL: 

	Test Procedure
	1. The Handset is power-on.

2. The user browses the HTML page in the Smartcard, The terminal display this page using the SCWS and the text “Test BCAST-1.1-SCBP-int-104 in progress” appears on the screen

3. The server broadcasts a service guide signaling the availability of a service of type 13 “Smartcard Provisioning Services”. The access fragment of this service indicates:

· Type of addressing: “0”; Group Size: ‘n’ = 8 (group size = 256 devices)

· The whole group is addressed : only the <subscriberGroupBase> element is present in the <subscriberGroupIdentifier> element. The group base is: 

00010010001101000101011001111000 (12345678) = b64:‘EjRWeA==’

· The technology used is SCWS
· The URL is: 

· The type of request is PUT

4. The BSD/A broadcast a file using Flute. This file contains a HTML page which is an update  of the HTML page stored in the Smartcard, this page contains the text: “Test BCAST-1.1-SCBP-int-104 is OK”
5. The terminal receives the service guide and discovers the Smartcard Provisioning service.

6. Terminal discovers the support of Smartcard Broadcast Provisioning function in the Smartcard reading the EFBST (under ADF BSIM or under DF BCAST of USIM application).

7. Terminal performs the filtering of Smartcard Broadcast Provisioning service reading the EFUSF in the Smartcard (under ADF BSIM or under DF BCAST of  USIM application, or from the BCAST-MO) and comparing the SubscriberGroupBase value to the 32 MSB of the USF.

8. Terminal transmits the file received on Flute to the Smartcard using the SCWS with a PUT command
9. The user browses continuously the HTML page in the Smartcard until the text “Test BCAST-1.1-SCBP-int-104 is OK” is displayed on the terminal.

	Pass-Criteria
	1. The text “Test BCAST-1.1-SCBP-int-104 in progress” is displayed on the terminal.

2. The text “Test BCAST-1.1-SCBP-int-104 is OK” is displayed on the terminal.
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