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1 Reason for Change

To introduce test cases for the Parental Control of Unicast Services functionality (specified in Section 5.17 of TS-Services).
R01:

· Added China Mobile as co-signer (NO other changes to the CR)
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into BCAST 1.1 ETS

6 Detailed Change Proposal

5.11

Parental Control of Unicast Services

5.11.1

Parental control of unicast service consumption – RTSP service
	Test Case Id
	BCAST-1.1-PCUS-int-101 

	Test Object
	BCAST Terminal and Server

	Test Case Description
	Test Parental Control of Unicast Service consumption for RTSP service.

	Specification Reference
	Services 5.17

	SCR Reference
	BCAST-SERVICES-C-058, BCAST-SERVICES-BSM-030, BCAST-SERVICES- BSDA-022

	ETR Reference
	SD-035, SD-046, SD-047

	Tool
	None

	Test code
	None

	Preconditions
	The MSISDN of the Terminal is 79261234567.

The parental control PINCODE associated with the Terminal for unicast consumption is 020579.

The BSM has stored the level granted and PINCODE associated with the Terminal.

The Service Guide signals a RTSP service, “Service1”, for adult which is available on interactive channel.

	Test Procedure
	1. The Terminal is powered-on.

2. The Terminal receives the Service Guide and displays it to the user.
3. The user browses the Service Guide and selects “Service1”.
4. The Terminal issues a RTSP request of “Service1” to be streamed over the interactive channel.
5. The BSM compares the parental level required for this service with the level granted for the user. It is determined that parental control PINCODE verification is required.
6. The Server responds with RTSP status code 401 “Unauthorized “ and a realm prefixed with “parental_control@”.
7. The Terminal requests the user to input PINCODE and the user enters ‘020579’.

8. The Terminal issues a new RTSP request including the PINCODE inputted by the user and the MSISDN.

9. The Server starts to stream “Service1”.

	Pass-Criteria
	The Server sends a RTSP response with RTSP status code 401 and a realm prefixed with “parental_control@”.
On the Terminal the PINCODE is requested to be inputted by the user.
The Terminal receives “Service1”.


5.11.2

Parental control of unicast service consumption – HTTP service

	Test Case Id
	BCAST-1.1-PCUS-int-102 

	Test Object
	BCAST Terminal and Server

	Test Case Description
	Test Parental Control of Unicast Service consumption for HTTP service.

	Specification Reference
	Services 5.17

	SCR Reference
	BCAST-SERVICES-C-058, BCAST-SERVICES-BSM-030, BCAST-SERVICES- BSDA-022

	ETR Reference
	SD-035, SD-046, SD-047

	Tool
	None

	Test code
	None

	Preconditions
	The MSISDN of the Terminal is 79261234567.

The parental control PINCODE associated with the Terminal for unicast consumption is 020579.

The BSM has stored the level granted and PINCODE associated with the Terminal.

The Service Guide signals a HTTP service, “Service1”, for adult which is available on interactive channel.

	Test Procedure
	1. The Terminal is powered-on.

2. The Terminal receives the Service Guide and displays it to the user.

3. The user browses the Service Guide and selects “Service1”.

4. The Terminal issues a HTTP request of “Service1” to be retrieved over the interactive channel.

5. The BSM compares the parental level required for this service with the level granted for the user. It is determined that parental control PINCODE verification is required.

6. The Server responds with HTTP status code 401 “Unauthorized “ and a realm prefixed with “parental_control@”.

7. The Terminal requests the user to input PINCODE and the user enters ‘020579’.

8. The Terminal issues a new HTTP request including the PINCODE inputted by the user and the MSISDN.

9. The Server starts to deliver “Service1”.

	Pass-Criteria
	The Server sends a HTTP response with HTTP status code 401 and a realm prefixed with “parental_control@”.

On the Terminal the PINCODE is requested to be inputted by the user.

The Terminal receives “Service1”.
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