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1 Reason for Change

This change request updates the SCWS 1.2 EVP document to be in line with some of the features introduced into version 1.2.
The approval criteria were also updated as OMA does not organize formal TestFest anymore.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC-SCT kindly asks the members of IOP-BRO to review this Change Request and to update the EVP document accordingly.

6 Detailed Change Proposal

Change 1:  Updates in the Normative References (Section 2.1)
2.1 Normative References

	[3GPP TS 31.102]
	“TS 31.102 Technical Specification Smart Cards; Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.102/ 

	[3GPP TS 31.103]
	“TS 31.103 Technical Specification Group Core Network and Terminals; Characteristics of the IP Multimedia Services Identity Module (ISIM) application”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.103/ 

	[3GPP TS 51.011]
	“TS 51.011 Technical Specification Group Terminals; Specification of the Subscriber Identity Module-Mobile Equipment (SIM - ME) interface”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.011/

	[3GPP2 C.S0023]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0023, 
URL: http://www.3gpp2.org/

	[ETSI TR 102 216]
	“TR 102 216 Technical Report Smart Cards; Vocabulary for Smart Card Platform specifications”, v3.0.0, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102.223]
	“TS 102.223 Technical Specification Smart cards; Card Application Toolkit (CAT)”, R7 or higher, URL: http://www.etsi.org

	[ETSI TS 102 483]
	“TS 102 483 Technical Specification Smart Cards; UICC-Terminal interface; Internet Protocol connectivity between UICC and terminal” R7 or higher, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 600]
	“TS 102 600 Technical Specification Smart Cards; UICC-Terminal interface; Characteristics of the USB interface” R7 or higher, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 18, Open Mobile Alliance™,
OMA-ORG-IOP_Process-V1_8, URL:http://www.openmobilealliance.org/

	[RFC1630]
	“Universal Resource Identifiers in WWW: A Unifying Syntax for the Expression of Names and Addresses of Objects on the Network as used in the World-Wide Web”, RFC1630,
URL: http://www.ietf.org/rfc/rfc1630.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[SCWS-AD]
	“SCWS Architecture”, Version 1.2, Open Mobile Alliance™, OMA-AD-Smartcard_Web_Server-V1_2, URL: http://www.openmobilealliance.org/

	[SCWS-EICS-AD]
	‘Enabler Implementation Conformance Statement Admin Server Implementation of Smartcard-Web-Server’ Version 1.2 Open Mobile Alliance™, OMA-EICS-Smartcard_Web_Server_AdminServer-V1_2, URL: http://www.openmobilealliance.org/

	[SCWS-EICS-D]
	‘Enabler Implementation Conformance Statement Device Implementation of Smartcard-Web-Server’, Version 1.2, Open Mobile Alliance™, OMA-EICS-Smartcard_Web_Server_Device-V1_2, URL: http://www.openmobilealliance.org/

	[SCWS-EICS-SC]
	‘Enabler Implementation Conformance Statement Smartcard Implementation of Smartcard-Web-Server’, Version 1.2, Open Mobile Alliance™, OMA-EICS-Smartcard_Web_Server_Smartcard-V1_2, URL: http://www.openmobilealliance.org/

	[SCWS-ETR]
	‘SCWS Enabler Test Requirements” Version 1.2, Open Mobile Alliance™,, OMA-ETR-Smartcard_Web_Server-V1_2, URL: http://www.openmobilealliance.org/

	[SCWS-ETS]
	‘SCWS Enabler Test Specification” Version 1.2, Open Mobile Alliance™,, OMA-ETS-Smartcard_Web_Server-V1_2, URL: http://www.openmobilealliance.org/

	[SCWS-RD]
	“SCWS Requirements”, Version 1.2, Open Mobile Alliance™,, OMA-RD_Smartcard_Web_Server-V1_2, URL: http://www.openmobilealliance.org/ 

	[SCWS-TS]
	“SCWS Technical Specification”, Version 1.2, Open Mobile Alliance™,, OMA-TS-Smartcard-Web-Server-V1_2, URL: http://www.openmobilealliance.org/


Change 2:  Updates in the Abbreviations (Section 3.3)

3.3 Abbreviations

	(U)SIM
	(Universal) Subscriber Identity Module

	APDU
	Application Protocol Data Units

	CAT
	Card Application Toolkit

	CSIM
	CDMA SIM

	EEM
	Ethernet Emulation Model

	EICS
	Enabler Implementation Conformance Statement

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	IP
	Internet Protocol

	OMA
	Open Mobile Alliance

	PPS
	Protocol and Parameters Selection

	PSK-TLS
	Pre-Shared Key TLS

	R-UIM
	Removable User Identity Module

	SCWS
	Smart Card Web Server

	SMPP
	Short Message Peer-to-Peer protocol

	TCP
	Transmission Control Protocol

	TLS
	Transport Layer Security


Change 3:  Updates in the Minimal Test Configuration (Section 5.1.1)

5.1.1 Minimal Test Configuration
The requirements for testing interoperability of the Smartcard Web Server enabler are:

1. A Smart Card with SCWS implementation that includes at least the BIP transport protocol as defined below and may additionally include the TCP/IP transport protocol as defined below.
2. A Mobile Device with SCWS client implementation, that includes at least one of the following protocols:
· BIP transport protocol:
· Support of the Bearer Independent Protocol (BIP) ETSI TS 102 223 release 4 & higher, class ‘e’ (initially standardized in 3GPP TS 11.14, class ‘e’, release 99).
· Support of the BIP TCP server mode, ETSI TS 102 223, release 7 and higher.
· Support of at least 3 channels to enable multiple applications working with the (U)SIM card (http + https + BIP classical download).
· TCP/IP transport protocol:
· Support a direct TCP/IP interface between the Smart Card and the Mobile Device as defined in [ETSI TS 102 600], using the Ethernet Emulation Model (EEM) subclass.
· Support the IP connectivity (IP address allocation, routing) as defined in [ETSI TS 102 483].
3. A Mobile Device must support Support of the Timer Management, Timer Expiration ETSI TS 102 223 release 4 & higher (initially standardized in 3GPP TS 11.14, release 99)
4. A SCWS Remote Admin Server

5. The SCWS Remote Admin Server implementation SHALL provide a way to change the settings of the Remote Administration requests included in the triggering SMS as define in the chapter 13.3.2.4 of the [SCWS-TS].

6. A SMS-C supporting the protocol SMPP 3.4 or higher.

Change 4:  Updates in the Minimal Participation Guidelines (Section 5.1.2)

5.1.2 Minimal Participation Guidelines

Minimum

· 2 different Smart Cards with SCWS implementations

· 2 different SCWS Remote Admin Servers implementations

· 2 Device implementations.
Change 5:  Updates in the Approval Criteria (Section 7)

7
Approval Criteria

The SCWS 1.2 Enabler can be put in the Approved state when:

· The Enabler has been tested successfully at, at least, one Test Fest or 
· 2 Smart Card companies have successfully run bilateral tests against, at least, two Mobile Device implementations and two Remote Admin Servers, and have reported results and any issues to OMA, and 

· No open PRs exist.
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