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1 Reason for Change

This CR is to complete TestFest Activities for Autho4APIv1.0 EVP.
R02: Reviewed in Bangkok. Added that from the 4 clients 2 have to support on of the flows and the other 2 the other flow.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To IOP-BRO to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  To complete TestFest Activities for Autho4APIv1.0 EVP
5. TestFest Activities

5.2 Enabler Test Guidelines




Minimal Test Configuration



The enabler Autho4API v1.0 intends to test the components of the following diagram:
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Figure 1: Logical Architectural Diagram
The requirements for testing interoperability of the enabler Autho4API v1.0 are:
1. A public (or confidential) Autho4API Client registers and gets client_id (and client_secret), as specified in [Autho4API_ER].
2. Autho4API Client obtains Resource Owner’s authorization according to at least one of the following methods:
· Using Authorization Code flow:
· Autho4API Authorization Server identify Autho4API Client, verify scope value validity, verify redirect_uri validity (a client’s public HTTP URL), authenticate Resource Owner, obtain authorization from Resource Owner and deliver the Authorization Response via HTTP redirection to redirect_uri, as specified in [Autho4API_ER]. Autho4API Authorization Server enforce transport layer security on the interface Autho-1 in Figure 1
· Using Implicit Grant flow:
· Autho4API Authorization Server identify Autho4API Client, verify scope value validity, verify redirect_uri validity (a client’s public HTTP URL), authenticate Resource Owner, obtain authorization from Resource Owner and deliver the Access Token Response via HTTP redirection to redirect_uri, as specified in [Autho4API_ER] . Autho4API Authorization Server enforce transport layer security on the interface Autho-1 in Figure 13
3. Autho4API Client obtains an Access Token according to different client types:
· Obtain an Access Token for a public client (using the Authorization Code flow)

· Autho4API Authorization Server identify Autho4API Client, verify authorization code validity, generate an Access Token as specified in [Autho4API_ER]. Autho4API Authorization Server deliver Access Token to Autho4API Client with enforcing transport layer security on the interface Autho-2 in Figure 1.
· Obtain an Access Token for a confidential client (using the Authorization Code flow)

· Autho4API Authorization Server authenticate Autho4API Client, verify authorization code validity, generate an Access Token as specified in [Autho4API_ER]. Autho4API Authorization Server deliver Access Token to Autho4API Client with enforcing transport layer security on the interface Autho-2 in Figure 1.
4. Autho4API Client accesses the protected resource
· Autho4API Access Control Server check the validity of Access Token sent in the Authorization header of resource request and if valid return the protected resource, as specified in [Autho4API_ER]. Autho4API Access Control Server enforce transport layer security on the interface Autho-3 in Figure 1.
Minimal Participation Guidelines



Minimum

· 4 different Autho4API Client implementations, 2 clients supporting the authorization code flow and 2 supporting the implicit grant flow
· 2 different Autho4API Authorization Server implementations

· 2 different Autho4API Access Control Server implementations.
Optimal TestFest Achievement Test Case Priority Guidelines

This list represents the current highest priority test cases that the participants should attempt to perform at the event. In order to facilitate maximum test coverage of the functionality of the enabler over a number of TestFests, this list may be modified by the IOP WG between test events to reflect the latest priorities.  Therefore the ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a single test session at an OMA TestFest. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do so in the time allowed.

The list includes: 

Details of the current highest priority test cases in the Enabler ETS should an OMA TestFest participant attempt to complete in a single Test Session lasting approximately half a day. (Again, do not include any details of the tests, just a list of Test Case references that relate to the Enabler ETS). 

DELETE THIS COMMENT

Enabler Test Requirements

Test Infrastructure Requirements

This section should provide a detailed description and diagram showing the infrastructure and connectivity required to perform successful testing at an OMA TestFest. See the example below. 

DELETE THIS COMMENT.

<text>

Enabler Execution Flow




5.2.1.1 Enabler Execution Flow including obtaining Authorization Code 
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Figure 2: Enabler Execution Flow including obtaining Authorization Code

5.2.1.2 Enabler Execution Flow including obtaining Implicit Grant 
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Figure 3: Enabler Execution Flow including obtaining Implicit Grant
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