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1 Reason for Change

This CR is to complete for the possible remaining sections of the Autho4APIv1.0 EVP until the ETS is ready and approved.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To IOP-BRO to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  Added the section 5.1.3
Optimal TestFest Achievement Test Case Priority Guidelines

This list represents the current highest priority test cases that the participants should attempt to perform at the event. In order to facilitate maximum test coverage of the functionality of the enabler over a number of TestFests, this list may be modified by the IOP WG between test events to reflect the latest priorities.  Therefore the ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a single test session at an OMA TestFest. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do so in the time allowed.

The list includes: 

5.1.3.1 Token Acquire
	Description
	Test Case Id
	Priority

	
	
	


5.1.3.2 Token Usage

	Description
	Test Case Id
	Priority

	
	
	




Enabler Test Requirements

Test Infrastructure Requirements



To execute the test cases referred on this EVP, it will be required a TCP-IP connection between the Auto4API client, the Autho4API  Authorization Server and the Autho4API Access Control Server.

The Resource Owner’s User Agent can be on the device where is the Autho4API client.
 It is required an REST API based enabler to exercise the Autho4API enabler. There are several possible enablers however to test Autho4API the more suitable is Payments REST API.
Change 2:  Added the remaining sections from chapter 5, the chapter 6 and 7

Test Content Requirements

At the moment it is foreseen that all the test content will have to be generated at the test event. If later is seen that some material can be reused it will be described in this EVP and created a TFP.
Test Limitations

5.1.3.3 Physical

There are no know limitations and even the test can be done remotely.
5.1.3.4 Resources

No limitation identified so far

Test Restrictions

It will be difficult to evaluate the enabler performance without some type of many authentications tokens requests.
Test Tools

For the moment no test tool required. However a traffic generator of several authentication token request will help understand the performance of the enabler.
5.1.3.5 Existing Tools to be Used

None.

5.1.3.6 Test Tool Requirements

Not applicable at the moment

Resources Required

It will be required at least one resource to operate each of the client and another to the server
Tests to be Performed

The following sections describe the tests related to the formal TestFest validation activities.

Entry Criteria for TestFest
The following tests need to be performed and passed by implementations by members wishing to participate in the TestFest.  This ensures minimal requisite capability of the implementations.  The tests are defined in [Autho4API-ETS] and any special comments are noted.

	Test Case Id
	Special Conditions

	
	


Table 1: Listing of Tests for Entry Criteria for TestFest 

Testing to be Performed at TestFest

All the test cases need to be performed to fully cover the range of capabilities of the enabler and defined protocols.  These tests are to be covered in the TestFest.  The tests are defined in [CPNS-ETS] and there are no special comments to be noted.
	Test Case Id
	Special Conditions

	
	


Table 2: Listing of Tests to be Performed at TestFest

Enabler Test Reporting

Problem Reporting Requirements

The problem reports should be entered on the OMA PR tool at http://www.oma-tech.org/pr/Frontpage.aspx. The problems have to be first analysed by the IOP Champion and IOP BRO, then assigned to IOP, if it is a problem with the test specifications or to ARC working group if with the specifications.
Enabler Test Requirements

It will be used the normal process using the ETR produced by ARC and socialised with IOP BRO.
5. Alternative Validation Activities

The validation of the enabler can be done via test results achieved through normal test fests, via virtual test fests or bilateral test sessions.

Test results from events organised by other forums can be considered also relevant for the validation after analyses of ARC and IOP BRO.
6. Approval Criteria

The Autho4API 1.0 enabler can be put in the Approved state when:

· The Enabler has been tested successfully at 3 Test Fests or

· 4 clients and 2 servers have successfully run bilateral tests sessions and
· No open PRs exist.

Enabler Validation Test Cases

The following table list the set of tests that are used for enabler validation. 

	Test Case Id
	ETR Requirement Id
	ETR Status
	Notes

	
	
	
	

	
	
	
	


Table 3: Enabler Validation Test Cases
Non-Covered ETR Requirements

Any restrictions, limitations and/or infeasibility of testing of the ETR requirements should be stated in this section. 

If new information about limitations and/or infeasibility of testing of any of the ETR requirements is discovered, this section should be updated accordingly.
	ETR Requirement Id
	ETR Status
	Notes

	
	
	

	
	
	


Table 4: Non-Covered ETR Requirements
6.1.3.1 



6.1.3.2 
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