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1. Introduction

This document outlines the conformance requirement structure for client and server devices as defined by Open Mobile Alliance across all specifications included in the Browsing 2.3 Enabler Release. The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table. In other words, implementations can identify high-level requirements in terms of mandatory features and optional features of the technical specifications.

1.1. Product Information

	Company
	

	Implementation Name
	

	Date of submission
	

	Contact name
	

	Contact phone
	

	Contact mail
	

	Transports supported
	HTTP[  ]                              WSP[  ]                        


2. References

2.1. Normative References

	[UACACHE]
	“User Agent Caching Model”, WAP Forum™. WAP-120-UACACH. URL:http://www.openmobilealliance.org/

	[ERELD]
	“Enabler Release Definition for Browsing Version 2.2” Open Mobile Alliance(. 
OMA-ERELD-Browsing-V2_3. URL:http://www.openmobilealliance.org/

	[ESMP]
	“ECMAScript Mobile Profile”, Open Mobile Alliance™. 
OMA-WAP-ESMP-V1_0. URL:http://www.openmobilealliance.org/

	[HTTPSM]
	“HTTP State Management Specification”, WAP Forum(.
WAP-223-HTTPSM. URL:http://www.openmobilealliance.org/

	[OMAIOP]
	“OMA Interoperability Policies and Process” Open Mobile Alliance™.
OMA-IOP-Process-V1_3. URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[WAEMT]
	“WAE Defined Media Type”, WAP Forum(. WAP-237-WAEMT. URL:http://www.openmobilealliance.org/

	[WAESpec]
	“Wireless Application Environment Specification”, Open Mobile Alliance™. OMA-WAP-WAESpec-v2_3. URL:http://www.openmobilealliance.org/

	[WCSS]
	“Wireless CSS”, Open Mobile Alliance™. OMA-WAP-WCSS-v1_1. URL:http://www.openmobilealliance.org/

	[WML]
	“Wireless Mark-up Language Specification”, WAP Forum™. WAP-191-WML. URL:http://www.openmobilealliance.org/

	[WMLS]
	“WMLScript Language Specification”, WAP Forum(. WAP-193-WMLS. URL:http://www.openmobilealliance.org/

	[WMLSSL]
	“WMLScript Standard Libraries Specification”, WAP Forum(. WAP-194-WMLSL. URL:http://www.openmobilealliance.org/

	[XHTMLMP]
	“XHTML Mobile Profile 1.2”, Open Mobile Alliance(. OMA-WAP-XHTMLMP-V1_2. URL:http://www.openmobilealliance.org/


2.2. Informative References

	None.
	


3. Terminology and Conventions

3.1. Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

3.2. Abbreviations


	EICS
	Enabler Implementation Conformance Statement


4. Server Enabler Implementation Statement
Table 1 - Browsing 2.3 Server Requirements [ERELD]

	Item
	Feature / Function
	Reference
	Status
	Requirement
	Support

	OMA-ERDEF-BROWSING-S-001
	Browsing 2.3 Server
	
	M
	WAESpec:MSF AND
HTTPSM:MSF
	


Table 2 - WAE Server Requirements [WAESpec]

	Item
	Feature / Function
	Reference
	Status
	Requirement
	Support

	WAESpec-MT-S-001
	Support for appropriate WAE MIME Media types
	6.1
	M
	
	

	WAESpec-MT-S-002
	Proxy transparency
	6.1
	M
	
	

	WAESpec-WMLS-S-001
	Ability to transform WMLScript into bytecode
	6.1
	M
	WAESpec-SEC-S-001 AND WAESpec-EFI-S-001
	

	WAESpec-WMLS-S-002
	Informs WAE User Agents of compilation errors using the HTTP status code 502
	6.4
	O
	
	

	WAESpec-ESMP-S-001
	Support for ECMAScript Mobile Profile
	6.4.4
	M
	
	

	WAESpec-MUL-S-001
	convert application/vnd.wap.multipart.form-data into multipart/form-data
	6.9.5
	O
	
	

	WAESpec-MUL-S-002
	convert application/vnd.wap.multipart.mixed into multipart/mixed
	6.9.2
	O
	
	

	WAESpec-MUL-S-003
	convert application/vnd.wap.multipart.related into multipart/related
	6.9.3
	O
	
	

	WAESpec-MUL-S-004
	convert application/vnd.wap.multipart.alternative into multipart/alternative
	6.9.4
	O
	
	

	WAESpec-HTS-S-001
	Support for Hypermedia Transfer Service
	7.1.1
	M
	WAESpec-HTS-S-002 OR WAESpec-HTS-S-003
	

	WAESpec-HTS-S-002
	Support for WSP
	7.1.1
	O
	WSP:MSF AND WAESpec-HTS-S-004 AND WAESpec-MUL-S-002
	

	WAESpec-HTS-S-003
	Support for W-HTTP
	7.1.1
	O
	W-HTTP:MSF
	

	WAESpec-HTS-S-004
	Client header handling in the connect service primitive
	7.1.4
	O
	
	

	WAESpec-HTS-S-005
	Client header handling in the resume service primitive
	7.1.4
	O
	
	

	WAESpec-URI-S-001
	Minimum URI length
	7.2
	M
	
	

	WAESpec-URI-S-002
	HTTP URI Scheme
	7.2.1
	M
	
	

	WAESpec-URI-S-003
	HTTPS URI Scheme
	7.2.2
	M
	WAESpec-URI-S-004 OR WAESpec-URI-S-005 OR WAESpec-URI-S-006
	

	WAESpec-URI-S-004
	HTTPS URI Scheme over W-HTTP
	7.2.2
	O
	TLS:MSF
	

	WAESpec-URI-S-005
	HTTPS URI Scheme over WSP
	7.2.2
	O
	WTLS:MSF
	

	WAESpec-URI-S-006
	Report an error when no TLS or WTLS support is available
	7.2.2
	M
	
	

	WAESpec-MMS-S-001
	Support for MMS
	7.4
	O
	MMSCTR:MSF
	

	WAESpec-I18N-S-001
	Ability to transform character encoding
	7.6.1
	O
	
	

	WAESpec-I18N-S-002
	Support for UTF-8
	7.6.1
	M
	
	

	WAESpec-I18N-S-003
	Support for UTF-16
	7.6.1
	M
	
	

	WAESpec-I18N-S-004
	Treat the character encoding of an XML document 
	7.6.1
	M
	
	

	WAESpec-UAC-S-001
	Support for Accept header
	7.7.1
	M
	
	

	WAESpec-UAC-S-002
	Support for Accept-Charset header
	7.7.1
	M
	
	

	WAESpec-UAC-S-003
	Support for Accept-Encoding header
	7.7.1
	M
	
	

	WAESpec-UAC-S-004
	Support for Accept-Language header
	7.7.1
	M
	
	

	WAESpec-UAC-S-005
	Support for the behaviour defined in HTTP/1.1
	7.7.1
	O
	
	

	WAESpec-UAC-S-006
	Honouring the User Agent’s preferences
	7.7.1
	O
	
	

	WAESpec-UAC-S-007
	Avoidance of sending content that the User Agent does not accept
	7.7.1
	O
	
	

	WAESpec-UAC-S-008
	Avoidance of unnecessary transcoding
	7.7.1
	M
	
	

	WAESpec-SEC-S-001
	Ability to compile a script compilation unit that refers to the Crypto Library
	7.12.3
	M
	WMLScriptCrypto:MSF
	

	WAESpec-EFI-S-001
	Ability to compile a script compilation unit that refers to the EFI Library
	7.10
	M
	EFI:MSF
	


Table 3 - HTTP State Management Server Requirements [HTTPSM]

	Item
	Feature / Function
	Reference
	Status
	Requirement
	Support

	HSM-S-001
	Cookie Proxy support for passing of HTTP headers between the user agent and the origin server without interference.
	9.1
	M
	
	

	HSM-S-002
	Cookie Proxy support for Cookie Management and Storage functionality.
	9.2
	O
	HSM-S-003 AND HSM-S-004 AND HSM-S-005 AND HSM-S-006
	

	HSM-S-003
	Cookie Proxy support for user agent role in HTTP State Management Mechanism.
	9.2
	O
	
	

	HSM-S-004
	Cookie Proxy support for WAP specific HTTP State Management headers and mechanisms.
	9.2
	O
	
	

	HSM-S-005
	Cookie Proxy does not store the cookie if origin server includes secure attribute in Set-Cookie header. 
	9.2
	O
	
	

	HSM-S-006
	Cookie Proxy associates HTTP state with a particular client, and does not provide cookie management or storage for anonymous clients. 
	9.3
	O
	
	

	HSM-S-007
	Cookie Proxy support for WAP HTTP State Management user interface 
	9.4
	O
	
	


Table 4 - User Agent Caching Server Requirements [UACACHE]
	Item
	Feature / Function
	Reference
	Status
	Requirement
	Support

	UACache-C-007
	Implement HTTP caching model, as described in [RFC2068]
	5.2
	M
	
	

	UACache-C-008
	Time base is synchronized with NTP.
	5.2.1
	O
	
	

	UACache-C-009
	Caching of WSP responses in WAP gateway follow HTTP proxy semantics
	5.2.2
	M
	
	

	UACache-C-010
	Gateway support for x-wap-tod header in WSP requests.
	6.1
	M
	
	

	UACache-C-011
	Gateway obeys security considerations for caching outlined in [RFC2068].
	7
	M
	
	


Appendix A. Change History
(Informative)

	Type of  Change
	Date
	Section
	Description

	Approved Version
OMA-EICS_Browsing_Server-V2_3
	11 May 2006
	n/a
	Status changed to Approved (OMA-IOP-BRO-2006-0072-Browsing-2.3-EICS).
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