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1 Reason for Contribution

This document is to be included to the Browsing 2.2 ETP document.

2 Summary of Contribution

This document contains WAE part of the Browsing 2.2 ETP.

3 Detailed Proposal
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7.2 Abbreviations


	WAE
	Wireless Application Environment

	WAE20
	Wireless Application Environment version 2.0 [WAE20]

	WAEMT
	Wireless Application Environment Media Types

	WML
	Wireless Markup Language (WML1 or WML2)

	WML1
	Wireless Markup Language Version 1.3

	WML2
	Wireless Markup Language Version 2.0

	CSS
	Cascading Style Sheets

	DRM
	Digital Rights Management

	ECMA
	European Computer Manufacturer Association

	EFI
	External Functionality Interface

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	ESMP
	ECMAScript Mobile Profile see [ESMP]

	ETR
	Enabler Test Requirements, see [IOPProc]

	HTML
	HyperText Markup Language 

	HTTP
	HyperText Transfer Protocol [HTTP]

	HTTPSM
	HypeText Transfer Protocol State Management, see [HTTPSM]

	OMA
	Open Mobile Alliance

	WAESpec
	Wireless Application Environment Specification, see [WAESpec]

	WAP
	Wireless Application Protocol

	WCSS
	Wireless Cascading Style Sheet, see  [WCSS]

	UAProf
	User Agent Profile

	W-HTTP
	Wireless Profiled HTTP

	WML
	Wireless Markup Language (WML1 or WML2)

	WML1
	Wireless Markup Language Version 1.3

	WML2
	Wireless Markup Language Version 2.0

	WWW
	World Wide Web

	WSP
	Wireless Session Protocol

	WAP
	Wireless Application Protocol

	WAE
	Wireless Application Environment. Unless otherwise stated it refers to this version.

	WAE20
	Wireless Application Environment version 2.0 [WAE20]

	WTA
	Wireless Telephony Application

	WTAI
	Wireless Telephony Application Interface

	WBMP
	Wireless BitMaP

	XHTML
	Extensible HyperText Markup Language

	XHTMLMP
	Extensible HyperText Markup Language Mobile Profile, see [XHTMLMP]


8. Test Environment for WAE testing

8.1 Minimal test Configuration

Required for the testing are a client, a gateway/proxy and a content server. For the testing (Conformance as well as Interoperability) a selection of (t.b.d.) testcases can be used as found inside [Brow22_WAE_Suite]

8.2 Test Limitations

8.2.1 Physical

None

8.2.2 Resources

None

8.2.3 Legal and Regulatory 

None

8.3 Test Tools WAE Specifications
This Browsing 2.2 ETP chapter will only cover the basic WAE requirements. Specific other Browsing 2.2 related requirements will be processed inside other ETP chapters (XHTML-MP, WML, WCSS, ESMP, WTA, Pictogram, Cashing Model) while specific requirements will be processed inside different future planned ETP’s (Persistent Storage and EFI).
The WAE (Media-Types) specifications related Browsing 2.2 ETR requirements can partly be matched towards the existing The Open Group (TOG) developed WAP 2.0 testsuite. 


8.3.1 User Agent

	Requirement
	Test Tool

	The test campaign needs to ensure the content types required to be supported are verified. See Table 6.1 within [WAE] section 6.1 
	[VSWAP 2.0] testcase “wae2/media/types/1”
Extra testcase(s) needed for Support for MIME Media Types, using information obtained from the acceptheader.

	The test campaign must verify the User Agent support images when it support the images. Support for grahical images is optional but where a UA supports graphical images the UA needs to support WBMP. See [WAE] section 6.6.
	[VSWAP 2.0] testcase “wae2/media/images/gcrules/1”
.

	The test campaign must verify exchange via the supported session protocol(s) and/or WDP and that the minimum properties of “Name” and “Telephone Number” are supported for display and, where supported, transmission when claimed to be supported. See [WAE] section 6.7. (Support for vCard [VCARD] is optional. A UA MAY support vCard via the supported session protocol(s), WSP and/or W-HTTP, and/or WDP exchange).
	[VSWAP 2.0] testcases “wae2/media/vcard/cardrules/1, /3 and /4”. No testcases available for verifying “vCard data port” and “Inclusion of Name and Telephone Number properties”. [TOG] stated: Both untestable
.

	The test campaign must verify that the User Agent verify exchange via the supported session protocol(s) and /or WDP and the requirement to display the vEvent object when claimed to be supported.
See [WAE] section 6.8.
(Support for vCalendar [VCAL] is optional. A UA MAY support vCalendar via the supported session protocol(s), WSP and/or W-HTTP, and/or WDP exchange).
	[VSWAP 2.0] testcases “wae2/media/vcal/calrules/1 and/3”. No testcases available for verifying “vCalendar data port”. [TOG] stated:  untestable


	The test campaign needs to verify the UA supported multipart message encoding formats.

Multipart/mixed and multipart/related and multipart/alternative are all optional though multipart/mixed and multipart/related are more strongly recommended.

Multipart/form-data is required and needs to be tested. 
See also [WAE] section 6.9.
	[VSWAP 2.0] testcases “wae2/media/multipart/form/1, /3 and /4”. No testcases available for the other specifications. 
[TOG] stated: All untestable or not having testable assertiona 

	The test campaign must verify support for the supported hypermedia transfer service.

The test campaign should be able to verify the hypermedia tranfer service through the execution of tests defined in this ETR between the UA and content server with and/or without the proxy/gateway/PEP in between depending on the device and content server features. UAs are required to support the hypermedia transfer service, i.e. [WSP] and/or [W-HTTP]. 
See also [WAE] section 7.1.
	 
No testcases available. [TOG] once stated: untestable.

	The test campaign needs to verify the minimum URI length. (1024 octets)
See also [WAE] section 7.2.
	
[VSWAP 2.0] testcase “wae2/features/uri/1”

	The test campaign needs to verify retrieving a resourse specified by a HTTP URI scheme is communicated to the proxy/gateway/PEP or content server, depending on deployment topology being tested, using either [W-HTTP] or [WSP].
See also [WAE] section 7.2.
	.
No testcases available. [TOG] once stated: untestable.

	The test campaign needs to verify UAs support the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.

The use of https: implies that there is a secure linkage end-to-end. [WAE] specifies that if https: is used between a client and a gateway, that the system must insure that similar security constraints are applied between the gateway and the server.
See also [WAE] section 7.2.2.
	
No testcases available. [TOG] once stated: untestable.

	The test campaign needs to verify the UA reporting an error to the user when the secure connection cannot be established.
See also [WAE] section 7.2.2.
	
No testcases available. [TOG] once stated: untestable.

	The test campaign need to verify that the User Agent support other schemes.
See also [WAE] section 7.2.3.
	
No testcases available. Since the other schemes are related to functionalities covered in different ETP (like for example EFI, Persistent Storage, Pictograms etc) they do not need testing within the scope of the standard WAE testcases.

	The test campaign needs to verify UA support for the character sets defined in [WAE] section 7.6.1, i.e. text encoded in UTF-8 and UTF-16.

The test campaign needs to verify the treatment of character encoding and the reporting of errors to the user when the document includes unknown characters.
	
[VSWAP 2.0] testcases “wae2/features/internationalisation/encoding/1 till /5”

	The test campaign needs to verify the UA supporting the advertising of its characteristics does so using HTTP accept headers regardless of any [UAPROF] support. See also [WAE] section 7.7.
	
No testcases available.


	The test campaign should verify the UA supports for the advertised charactreristics and needs to verify support for all advertised characteristics specified by OMA.  See also [WAE] section 7.7.
	
No testcases available.

	The test campaign needs to verify the navigation history model as defined in [WAE] section 7.13.1
	
[VSWAP 2.0] testcases “wae2/features/uabehaviour/navhistory/rules/1,/3,/4”

	The test campaign needs to verify the availability of the BACK key at all times as defined in [WAE] 7.13.2. and the test campaign needs to verify the resulting behaviour from the activation of the BACK key as defined in [WAE] 7.13.2.
	
[VSWAP 2.0] testcases “wae2/features/uabehaviour/backkey/rules/1, /3, /4 and /5”


Table 1: Deployment requirements

	Requirement
	Priority
	Test Tool

	Verify UA declares acceptance of all supported content types (those from [WAE] section 6.1 plus common media types, with priority on the following content types:

For presentation in the browser:
WML textual form, WML1 binary form, XHTML Basic, XHTML Mobile Profile, WAP CSS, WAP BMP, BMP, GIF, JPEG, PNG

For download: AMR, MIDI, MP3, WAV, H.263 Video (3GPP)
Verify UA Support (via in-line/direct presentation or other supported handling) for all declared content types.
	High
	
[VSWAP 2.0] testcase “wae2/media/types/1”
Extra testcase(s) needed for Support for MIME Media Types, using information obtained from the acceptheader. However some of them may be tested via testcases found in the other ETP chapters (e.g. XHTML, WCSS.etc.)
For Download content types specific testcases need to be developed (see Download ETS).


	Verify session establishment via supported WAP1 protocols, including secure and nonsecure session protocols
	High
	
Explicitely tested using testcases within ETP chapter for WML.
However some specific general tests could be developed or choosen from the VSWAP 1.2.1 suite covering normal and secure (WTLS) WAP sessions.

	Verify data exchange via all supported protocols, including nonsecure and secure transport protocols of WAP1 and WAP2
	High
	
Probably untestable or protocol testing is being considered as part of the testcampaign.

	Verify supported hypermedia transfer services, including the GET, HEAD, and POST methods, and status codes 200, 302
	High
	
Some specific tests could be developed or choosen from the VSWAP 1.2.1 suite.

	If supported, verify support for the HTTP Refresh header.
	High
	
HTTP refresh header is not mentioned inside the WAE specifications. Testcases really needed?
If so, these have to be developed (not yet available)

	Verify minimum URI length support in all hypermedia transfer and markup language features that use URI’s, with priority on:

Anchor tags, Embedded object references, HTTP 302 redirect (Location header), WML-specific features, Push Service Indication and Service Loading URI’s
	High
	
Very likely untestable.

	Verify supported URI schemes, including “http”, “https”, “mailto”, and “wtai”
	High
	
Some specific testcases should be developed.

	Verify operation of softkeys when defined in applications. [WML]
	High
	
Explicitely tested using testcases within ETP chapter for WML.

	Verify the back key at all times
	High
	
[VSWAP 2.0] testcases “wae2/features/uabehaviour/backkey/rules/1, /3, /4 and /5”


Table 2: Interoperability requirements

	
	

	
· 
· 
· 
	



8.3.2 Proxy/Gateway/PEP

	Requirement
	Test Tool

	The test campaign needs to verify the proxy informing the UA of an error in compilation using HTTP status code 502 “Bad Gateway”.
	.
Some specific testcases should be developed.

	The test campaign should verify transparency  in support for images.
	
Some specific testcases should be developed.

	The test campaign should verify transparency in support for vCard.
	
Some specific testcases should be developed.

	The test campaign should verify transparency in support for vCalendar.
	
Some specific testcases should be developed.

	The test campaign should verify transparency in support for multipart.
	
Some specific testcases should be developed.

	The test campaign needs to verify the proxy/gateway/PEP conversion from standard Internet multipart to WAP specific multipart where devices use WSP to connect to the proxy/gateway/PEP.
	
 [VSWAP 2.0] testcase “wae2/media/multipart/form/4” can be used as basic testcase but more specific testing should be considered as “untestable”. Also once stated by [TOG]

	The test campaign needs to verify the support of HTTP/1.1 and/or WSP as the Hypermedia Transfer Service.
	
No testcases available. [TOG] once stated “untestable”

	The test campaign needs to verify proxy/gateway/PEPs support for WSP cached request headers.
	
No testcases available. [TOG] once stated “untestable”

	The test campaign needs to verify support for the minimum URI length. (1024 octets)
The test campaign needs to verify retrieving a resourse specified by a HTTP URI scheme is communicated to the proxy/gateway/PEP or content server, depending on deployment topology being tested, using either [W-HTTP] or [WSP].

The test campaign needs to verify support for the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.
The test campaign needs to verify the Proxy reports an error to the user when the secure connection cannot be established. [WAE] section 7.1.4
	
[VSWAP 2.0] testcase “wae2/features/uri/2” can be used as basic testcase but more specific testing should be considered as “untestable”. Also once stated by [TOG]

	The test campaign needs to verify transformation of character encoding when the UA does not support the original character encoding in internationalisation.
[WAE] section 7.6.1
	
No testcases available. These have to be developed

	The test campaign needs to verify proxy/gateway/PEP support for the character sets defined in [WAESpec] section 7.6.1, i.e. text encoded in UTF-8 and UTF-16.
	
[VSWAP 2.0] testcase “wae2/features/internationalisation/encoding/3 and/4”

	The test campaign needs to verify treatment of character encoding and reporting of errors to the user when the document includes unknown characters.
[WAE] section 7.6.1
	
[VSWAP 2.0] testcase “wae2/features/internationalisation/encoding/5”

	The test campaign needs to verify the assumed values of HTTP/1.1 headers as defined in [WAE] section 7.7.1.
	
Testcase need to be developed for this.

	The test campaign needs to verify any claimed honouring of device preferences as defined in [WAESpec] section 7.7.1
	
Testcase need to be developed for this.


Table 4: Deployment requirements
	Requirement
	Priority
	Test Tool

	Verify session establishment via supported WAP1 protocols, including secure and nonsecure session protocols
	High
	Explicitely tested using testcases within ETP chapter for WML.
However some specific general tests could be developed or choosen from the VSWAP 1.2.1 suite covering normal and secure (WTLS) WAP sessions.



	Verify data exchange via all supported protocols, including nonsecure and secure transport protocols of WAP1 and WAP2
	High
	
Probably untestable or protocol testing is being considered as part of the testcampaign.

	Verify supported hypermedia transfer services, including the GET, HEAD, and POST methods, and status codes 200, 302
	High
	
Some specific tests could be developed or choosen from the VSWAP 1.2.1 suite.

	Verify caching/forwarding of session headers (WAP1) and request headers (WAP1 and WAP2)
	High
	
Specific testcases should be developed to test this.

	Verify proxied request accept header includes all content types declared by the UA, and additionally content types supported for translation to UA-accepted content types.
	High
	
Testcase should be developed for this.
(unless it is explicitely tested by UA testcases)

	Verify delivery of UA-declared content types (those from [WAE] section 6.1 plus common media types, with priority on the following content types:

WML textual form, WML1 binary form, XHTML Basic, XHTML Mobile Profile, WAP CSS, WAP BMP, BMP, GIF, JPEG, PNG, AMR, MIDI, MP3, WAV, H.263 Video (3GPP)
	High
	
[VSWAP 2.0] testcase “wae2/media/types/1”
Extra testcase(s) needed for Support for MIME Media Types, using information obtained from the acceptheader. However some of them may be tested via testcases found in the other ETP chapters (e.g. XHTML, WCSS.etc.)

For Download content types specific testcases need to be developed (see Download ETS).


	Verify nonsecure and secure delivery of content types as above via proxy/Gateway/PEP and directly to content server
	High
	
Explicitely tested using testcases within ETP chapter for WML.
However some specific general tests could be developed or choosen from the VSWAP 1.2.1 suite covering normal and secure (WTLS) WAP sessions.


Table 5: Proxy/Gateway/PEP ETR Priorities for IOP Test

	
	

	
· 
· 
· 
	



8.3.3 Content Server

	Requirement
	Test Tool

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to ensure all the content type required to be supported for the Browsing V2.2 feature support are verified as supported by the Content Server, for the Media requirements defined in [WAE] section 6.1.
(Section 6.1 defines the minimum set of media types a UA needs to support for the features supported.)
	
Testcase should be developed for this.
(unless it is explicitely tested by UA testcases)

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify support as defined in [WAE] section 6.7 when vCard is supported.
	
[VSWAP 2.0] testcases “wae2/media/vcard/cardrules/1, /3 and /4”.

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify support as defined in [WAE] section 6.8 when vCalendar is supported.
	
[VSWAP 2.0] testcases “wae2/media/vcal/calrules/1 and /3”.

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify claimed support for multipart as defined in [WAE] section 6.9.
	
[VSWAP 2.0] testcases “wae2/media/multipart/form/1”.


	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify the support of HTTP/1.1 for the request and response of resources specified by URLs on the content server.
	
Testcase should be developed for this

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify the Support for the Client Header Handling should be catered for via the “support for HTTP/1.1 and WSP” section above or the support for Client Header Handling for Proxy/Gateway/PEP (section 6.2.2) or the HTTP/1.1/WSP Server ETRs in section 6.2.3.1.2.
	
Testcase should be developed for this

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify support for the minimum URI length. While this requirement in [WAE] specifically calls out UAs and Proxies it is equally applicable to Servers since the URIs would be sent by the UA directly or via Proxy to the content server.
	
[VSWAP 2.0] testcase “wae2/features/uri/2”.

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify retrieving a resourse specified by a HTTP URI scheme. The request and response may be made using [WSP] or [W-HTTP] if via a proxy/gateway/PEP or direct to the content server, or via HTTP if via a proxy/gateway/PEP.
	
Testcase should be developed for this

[TOG] once stated that this was untestable.

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify support for the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.
	
Testcase should be developed for this

[TOG] once stated that this was untestable.

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify support for the character sets defined in [WAE] section 7.6.1, i.e. text encoded in UTF-8 and UTF-16.
	
[VSWAP 2.0] testcases “wae2/internationalisation/encoding/3 and /4”.

	HTTP server – with or without Proxy/GW/PEP

Verify support for HTTP/WSP accept headers.
[WAE] section 7.7.1.
	
Testcase should be developed for this

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify behaviour when the proxy content server sends a response acceptable to the UA.
	
Testcase should be developed for this

	HTTP server – with or without Proxy/GW/PEP

The test campaign needs to verify any claimed honouring of device preferences as defined in [WAE] section 7.7.1
	
Testcase should be developed for this

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to ensure all the content type required to be supported by UAs are verified as supported by the Proxy/Gateway/PEP funcationality within the content server for support the Media requirements defined in [WAE] section 6.1.
(Section 6.1 defines the minimum set of media types a UA needs to support for the features supported.)
	
Testcase should be developed for this.
(unless it is explicitely tested by UA testcases)

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify function of the content server informing the UA of an error in compilation using HTTP status code 502 “Bad Gateway”.
	
Testcase should be developed for this

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign should verify transparency for support for images. (No specific ETRs other than transparency (section 6.1). The content server support for images is defined in section 6.2.3.1.1.)
	
Testcase should be developed for this

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify support as defined in [WAE] section 6.7 when vCard is supported.
	
Could be basically tested using [VSWAP 2.0] testcases “wae2/media/vcard/cardrules/1, /3 and /4”.

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify support as defined in [WAE] section 6.8 when vCalendar is supported.
	
Could be basically tested using [VSWAP 2.0] testcases “wae2/media/vcal/calrules/1 and /3”.

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify the use of the WAP specific multipart where [WSP] is used standard multipart where [W-HTTP] is used. It is immaterial if the content server translates the multipart or creates the variants directly in this deployment.
	New testcases should be developed.

Basically [VSWAP 2.0] testcase “wae2/media/multipart/form/4” could be used in addition.


	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify direct support for HTTP/1.1 and WSP by servers that are access with a proxy/gateway or PEP. (The test campaign needs to verify the support of HTTP/1.1 and/or WSP as the Hypermedia Transfer Service.)
	
New testcases should be developed for this.



	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify support for the minimum URI length.
	
[VSWAP 2.0] testcase “wae2/features/uri/2”.

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify retrieving a resourse specified by a HTTP URI scheme is communicated to the content server using either [W-HTTP] or [WSP].
	
Testcase should be developed for this

[TOG] once stated that this was untestable.

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify support for the HTTPS URI scheme and that when retrieving a resource using the HTTPS URI scheme the behaviour is consistent with that specified in [WAE] section 7.2.2, i.e. the establishment of a secure connection across all links between UA and content server.
	
Testcase should be developed for this

[TOG] once stated that this was untestable.

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify the content server reports an error to the user when the secure connection cannot be established.
	Testcase should be developed for this



	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify transformation of character encoding when the UA does not support the original character encoding for Internationalisation.
	
No testcases available. These have to be developed

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify support for the character sets defined in [WAESpec] section 7.6.1, i.e. text encoded in UTF-8 and UTF-16.
	[VSWAP 2.0] testcases “wae2/internationalisation/encoding/3 and /4”.



	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify treatment of character encoding and reporting of errors to the user when the document includes unknown characters.
	[VSWAP 2.0] testcase “wae2/internationalisation/encoding/5”.



	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

Verify support for HTTP/WSP accept headers.
	
Testcase should be developed for this

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify the assumed values of HTTP/1.1 headers as defined in [WAESpec] section 7.7.1.
	
Testcase should be developed for this

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify bevaiour when the content server cannot send a response acceptable to the UA.
	
Testcase should be developed for this

	HTTP/1.1/WSP Server – no Proxy/Gateway/PEP

The test campaign needs to verify any claimed honouring of device preferences as defined in [WAESpec] section 7.7.1
	
Testcase should be developed for this


Table 7: Deployment requirements

	Requirement
	Priority
	Test Tool

	Verify supported hypermedia transfer services, including the GET, HEAD, and POST methods, and status codes 200, 302
	High
	
Some specific tests could be developed or choosen from the VSWAP 1.2.1 suite.


	Verify delivery of UA-declared content types supported by the content server (those from [WAE] section 6.1 plus common media types, with priority on the following content types:

WML textual form, WML1 binary form, XHTML Basic, XHTML Mobile Profile, WAP-CSS, WAP-BMP, BMP, GIF, JPEG, PNG, AMR, MIDI, MP3, WAV, H.263 Video (3GPP)
	High
	
[VSWAP 2.0] testcase “wae2/media/types/1”
Extra testcase(s) needed for Support for MIME Media Types, using information obtained from the acceptheader. However some of them may be tested via testcases found in the other ETP chapters (e.g. XHTML, WCSS.etc.)

For Download content types specific testcases need to be developed (see Download ETS).


	Verify nonsecure and secure delivery of content types as above via proxy/Gateway/PEP and directly to content server
(Note: for the sake of clarity, the specification assumes WSP server to logically be combination of Proxy and content server)
	High
	
Explicitely tested using testcases within ETP chapter for WML.
However some specific general tests could be developed or choosen from the VSWAP 1.2.1 suite covering normal and secure (WTLS) WAP sessions.


Table 8: Interoperability requirements

	
	

	
· 
· 
· 
	



8.3.4 
	
	

	
· 
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8.4 Test Tools WAE Media Types

The WAE Media Type related Browsing 2.2 ETR requirements can be matched to the WAE test suite [Brow22_WAE_Suite] assertions in the following manner. 

8.4.1 User Agent

	Requirement
	Test Tool

	The test campaign needs to verify that when a device claims to support images it advertised support for WBMP.
	[Brow22_WAE_Suite]   t.b.d.

	The test campaign needs to verify that when a device claims to support impages it accepts and renders them accrding to the definition in [WAEMedia].
	[Brow22_WAE_Suite]   t.b.d.


Table 11: Deployment requirements

	Requirement
	Test Tool

	The test campaign should verify animated WBMP is the device claims to support it
	[Brow22_WAE_Suite]   t.b.d.


Table 12: Optionality

8.4.2 Proxy/Gateway/PEP

	Requirement
	Test Tool

	the [WAE] tests for proxy transparency for requests, responses, passing on accept headers etc. need to be verified for WBMP.
	[Brow22_WAE_Suite]   t.b.d.


Table 13: Deployment requirments
8.5 Non Testable Requirements

None.

4 Intellectual Property Rights Considerations

None

5 Recommendation
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