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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

The scope of OMA “Email Notification” is to enable the device to  be alerted or notified upon the delivery of email at the Server, ready for collection

The scope of the document is to define a test plan for the EMN version 1.0 enabler.  The test plan will provide a high level view of the EMN functionality that must be tested.  In most cases this will reflect the minimum functionality described in the Static Conformance Requirements.  However, this is not always the case as some requirements are not directly observable or do not add value to the overall testing effort.

· Interoperability testing for EMN is limited to the following:

· Client/server protocols

· Peer-to-peer protocols (if any)

· Correct processing of Notification format by a client 

· Correct implementation of device behaviours

IOP will not be responsible for ensuring the robustness and stability of the device implementation.  

2. References

2.1 Normative References

	[IOPProc]
	“OMA Interoperability Policy and Process”. Open Mobile Alliance(. OMA-IOP-Process-v1_0. URL: http://www.openmobilealliance.org

	[ISO10646]
	“Information Technology - Universal Multiple-Octet Coded Character Set (UCS) - Part 1: Architecture and Basic Multilingual Plane”, ISO/IEC 10646-1:2000.

	[OMNA]
[RFC2119]
	“OMA Naming Authority”, OMA(,
URL: http://www.openmobilealliance.org/tech/omna/index.htm
“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997. 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”. T. Berners-Lee et al. August 1998
URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC3023]
	“XML Media Types”, M. Murata et al., January 2001. URL: http://www.ietf.org/rfc/rfc3023.txt

	[UNICODE]
	“The Unicode Standard: Version 2.0”, The Unicode Consortium, Addison-Wesley Developers Press, 1996. URL: http://www.unicode.org/

	[WBXML]
	“Binary XML Content Format Format”, WAP Forum, WAP-192-WBXML-20010725-a, 25-Jul-2001, URL: http://www.wapforum.org/ 

	[XML]
	“Extensible Markup Language (XML)”, W3C Recommendation 10-February-1998, REC-xml-19980210”, T. Bray, et al, February 10, 1998, http://www.w3.org/TR/REC-xml 

	
	


2.2 Informative References

	[ISO8601]
	“Data elements and interchange formats - Information interchange - Representation of dates and times”, International Organization For Standardization (ISO), 15-June-1988
“Data elements and interchange formats - Information interchange - Representation of dates and times, Technical Corrigendum 1”, International Organization For Standardization (ISO) - Technical Committee ISO/TC 154, 01-May-1991

	[RFC2192]
	“IMAP URL Scheme”. C. Newman. September 1997. URL: http://www.ietf.org/rfc/rfc2192.txt

	[RFC2384]
	“POP URL Scheme”. R. Gellens. August 1998. URL: http://www.ietf.org/rfc/rfc2384.txt

	[RFC2822]
	“Internet Message Format“. P. Pesnick, Ed. April 2001. 
URL: http://www.ietf.org/rfc/rfc2822.txt 

	[PUSH]
	“WAP Push Architectural Overview”. WAP Forum(.
WAP-250-PushArchOverview-20010703-a. URL: http//www.wapforum.org/ 

	[PUSHMSG]
	“Push Message”. WAP Forum(.
WAP-251-PushMessage-20010322-a. URL: http://www.wapforum.org/ 

	[PushOTA]
	“Push OTA Protocol”. WAP Forum(.
WAP-235-PushOTA-20010425-a. URL: http//www.wapforum.org/

	[PushPAP]
	“Push Access Protocol”. WAP Forum(.
WAP-247-PAP-20010429-a. URL: http://www.wapforum.org/ 

	[WAP]
	“WAP Architecture”. WAP Forum(. WAP-210-WAPArch-20010712, URL: http://www.wapforum.org/

	EMN Spec
	Email Notification Specification OMA-Push-EMN-V1_0-20040614-C.PDF

URL: http://www.openmobilealliance.com


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

3.2 Definitions

Test fest
Multi-lateral interoperability testing event

3.3 Abbreviations

	AD
	Architecture Document

	RD
	Requirements Document

	EMN
	Email Notification 

	EMN UA
	Email Notification User Agent

	HTTP
	Hypertext Transfer Protocol

	IANA
	Internet Assigned Numbers Authority

	IMAP
	Internet Message Access Protocol

	IOProc

MIME
	Interoperability Procedure
Multipurpose Internet Mail Extensions

	OMNA

OTA
	Open Mobile Alliance Naming Authority

Over The Air 

	PAP
	Push Access Protocol

	PI
	Push Initiator

	POP
	Post Office Protocol

	PPG
	Push Proxy Gateway

	RFC
	Request For Comments

	SGML
	Standard Generalized Markup Language

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	UTC
	Universal Time Co-ordinated

	WAP
	Wireless Application Protocol

	WBXML
	WAP Binary XML

	XML
	Extensible Mark-up Language


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler EMN V1.0, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler comprises the following normative specifications:

· OMA-Push-EMN-v1.0: Defines the  EMN1.0 specifications.

· WAP-251-PushMessage-20010322-a: Defines the Push message format.

· WAP-235-PushOTA-20010425-a.: Defines the Push over the Air Protocol.

· WAP-247-PAP-20010429-a: Defines the Push Access Protocol.

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for EMN V1.0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler EMN V1.0

5. Test Requirements

The EMN architecture as shown below, allows an Email notification service and content to be provided to the Mobile Device. When a new email arrives at the receiptant Email Server mailbox. The Receiptant if having already  set up a mobile notification, will allow the receiptant to be notified on his/her mobile of a new email. The Mobile user then has the option to retrieve the new message automatically or deffer the meassage until a more suitable time.  This is accomplished via the following mechanisms:

· The Email Server sends a EMN Text message containing a message body and address of the Receiptants Mobile number to the Push Proxy Gateway in the Push Access Protocol format [PAP]( Ref 2). The PPG then has the responsibility to encode the Text form of the notification into a binary format and is transported to the device using the Push over the air protocol [Push OTA] (Ref 3).

· The Mobile User Agent then receives this Wap Push EMN. Since the Mobile is in Idle state and the email retrieval has been set to automatic . The mobile will then connect automatically using the required protocol (Ref 5) in this case POP to download the email message from the email server to the Device (Ref 6). 
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5.1 Enabler test requirements

The test requirements collected in this section are related to the Enabler EMN V1.0.

Please note that the EMN DTD will be referenced during testing which will be hosted by  OMA

The following content type will be added in the UserAgent profile or the device accept headers.

Application/vnd.wap.emn+wbxml

5.1.1 Mandatory Client test requirements

Mandatory client test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the client.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Universal Character Set. UTF-8

EMN-CSE-C-001
	Required to test whether UTF – 8 encoding is supported.

	
	Universal Character Set. UTF-16

EMN-CSE-C-002
	Required to test whether UTF – 16 encoding is supported.

	
	XML Schema Requirements

EMN-CSE-C-003
	Required to test whether XML schema is processed properly by device [RFC 3023]

	
	EMN Element – Mailbox URI
	Required to test the Mailbox URI with Email server address and compliant to [RFC 2396]

	
	Mailat URI scheme

EMN-SEM-C001
	Required to test the Mailat URI which specifies the email address this will comply with [RFC2822] 

	
	Timestamp attribute –DateTime encoded in OPAQUE data format

EMN-CF-C005
	Required to test DateTime stamp in OPAQUE representation.

	
	Support for the EMN DTD

EMN-CF-C001
	Required to test the client supports the EMN DTD

	
	Discard EMN’s that do not validate against the EMN DTD

EMN-CF-C002
	Required to test the client that supports discarding the EMN DTD that is incorrect.  

	
	Support EMN in textual format

EMN-CF-C003
	Required to test the client that supports EMN in textual format.  (text/vnd.wap.emn)

	
	Support EMN in tokenised format

EMN-CF-C004
	Required to test the client that supports EMN in tokenised format.  (application/vnd.wap.emn+wbxml )

	
	Push Application Accept  ID
	Required to test the Push application Accept ID announced in the User Agent Profile or the accept headers

x-wap-application:emn.ua 

	
	Push Application  Accept  ID (Hexadecimal Value -OMNA)
	Required to test the Push application Accept ID in Hex format announced in the User Agent Profile or the accept headers

Hexidecimal  app-assigned-code = x-wap-application:emn.ua 

	
	
	

	
	
	

	
	
	

	
	
	


5.1.2 Optional Client test requirements

Optional client test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client, this requirement SHALL be tested.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Content_Type Field
	Required to test the character coding is set in the Content_Type field.

	
	Mailbox URI schemes

EMN-SEM-C-002
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg POP [RFC2384] IMAP [RFC 2192]

	
	Mailbox URI scheme- POP2

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg POP [RFC2384] 

	
	Mailbox URI scheme- POP2S

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg POP [RFC2384] 

	
	Mailbox URI scheme- POP3

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg POP [RFC2384] 

	
	Mailbox URI scheme- POP3S

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg POP [RFC2384] 

	
	Mailbox URI scheme –IMAP2

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg IMAP [RFC 2192]

	
	Mailbox URI scheme –IMAP2S

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg IMAP [RFC 2192]

	
	Mailbox URI scheme –IMAP4

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg IMAP [RFC 2192]

	
	Mailbox URI scheme –IMAP4S

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use this eg IMAP [RFC 2192]

	
	Mailbox URI scheme –SMTP

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use

	
	Mailbox URI scheme –SSMTP

EMN-SEM-C-003
	Required to test the Mailbox URI which specifies the email protocol that the client must use.

	
	Discarding of EMN with an unsupported URI scheme

EMN-SEM-C004
	Required to test the Mailbox URI which specifies the email protocol that the client cannot support and discards.

	
	Out of Order EMN notifications

EMN-SEM-C005
	Required to test the handling of EMN notifications that arrive out of order

	
	Timestamp attribute -DateTime
	Required to test DateTime stamp in UTC representation of standard [ISO 8601] No Timezones are used.

	
	Any other encoding support transform into Universal Character Set.

EMN-CSE-C-004
	Required to test whether any other encoding support transform into Universal Character eg US-ASCII, ISO-8859-I.

	
	
	

	
	
	

	
	
	


5.1.3 Mandatory Server test requirements

Mandatory server test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the server.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	EMN to PPG WapPush  framework 
	Required to test the wap Push framework

	
	EMN to PPG WapPush  message body
	Required to test the wap push message body

	
	PPG Header X-Wap-Application-ID
	Required to test the format of the app-id as X-Wap-Application-ID 

	
	EMN PPG Header X-Wap-Application-ID:emn.ua abosolute form
	Required to test the format of the app-id as X-Wap-Application:emn.ua 

	
	EMN PPG Header Hexidecimal format of the app-assigned-code [OMNA]
	Required to test the Hexidecimal format of the app-assigned-code [OMNA]

	
	EMN-PPG-S-001
	Required to support EMN in textual Form (text/vnd.wap.emn)

	
	EMN-PPG-S-002
	Required to support EMN in tokenised Form (application/vnd.wap.emn+wbxml)

	
	EMN-PPG-S-003
	Required to support EMN token table.

	
	Provide XML Validation 

EMN-VAL-S-001
	Validation of XML language well formed.

	
	
	

	
	
	

	
	
	

	
	
	


5.1.4 Optional Server test requirements

Optional server test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the server, this requirement SHALL be tested.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW


	Provide Security Measures
	Required to test security checks on the server to prevent email hijack

	
	Provide XML Validation 

EMN-VAL-S-002
	Validation of XML language.

	
	
	

	
	
	

	
	
	

	
	
	


5.2 Enabler dependencies

The EMN V1.0 enabler is dependent upon the User Agent Profile (UAProf) or the Accept headers for advertising the device content type for EMN capabilities. The format will be as follows:   Application/vnd.wap.emn+wbxml
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