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1 Reason for Contribution

· Reference:

[DMTNDS] : “OMA Device Management Tree and Description Serialization Specification, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM-TNDS-V1_2-20050607-C.pdf
URL:http://www.openmobilealliance.org 

See : OMA-TS-DM-TND-V1_2-20050615-C.pdf
Device Management 1.2 introduces new functionality that needs to be tested. The test cases proposed aim at testing the requirements for Dynamic Node naming
The two primary use-cases for dynamic nodes are:
1. <Add> a dynamic node which represents the root of an account object, client automatically creates all sub-tree structure and assigns a name to the dynamic node, possibly independent of whatever the server specified. The Added node can not be renamed by the server after creation nor can any of the sub-nodes. This is the so-called “Database-like” use-case.
2. <Add> a dynamic node which represents part of a file system-like tree structure, client accepts server specified name and creates only the target node. Server is free to Replace the name of the node or to Delete it. Sub-nodes must be created by the server and can have their names replaced by the server. This is the so-called “File system-like” use-case.
Permanent nodes are typically built in at device manufacture and cannot be deleted. Permanent nodes can also be temporarily added to a device by, for instance, connecting new accessory hardware. However, a management server cannot create or delete permanent nodes at runtime. An attempt by a management server to delete a permanent node will always return status (405) Command not allowed.  The same status code will also be returned for all attempts to modify the Name property of a permanent node. Note that permanent nodes MUST NOT be children of dynamic nodes.

Dynamic nodes can be created and deleted at runtime by management servers. The Add command is used to create new nodes. The Delete command is used to delete dynamic nodes and all their properties. If a deleted node has children, i.e. is an interior node, the children are also deleted. 
[PROVBOOT] Section 5.3.2 - Mapping Characteristic Data to the Management Tree

Dynamic node naming allows the client to dynamically allocate placeholders in the DM tree for items that are not defined by the DDF.  The suggested naming convention implies the implementation should start at “1” and increase by “1” for each node.  

Also, in reference to case insensitivity and dynamic node naming, Implementations, even if treating and interpreting URIs as case insensitive, SHALL preserve the case of symbols in the names of dynamically created nodes.
Protecting dynamic nodes

Some dynamic nodes may be part of a larger context, and only have meaning in this context. Alternatively, the context (a

Management object) might become useless if a detail is lost, e.g. by the deletion of a dynamic leaf node. This could for

instance be the address of an SMTP server for an e-mail management object. To protect this kind of node from deletion and

thus maintain the integrity of the context, the DDF property AccessType can be set so that the Delete command is

excluded. This means that a Delete command will fail with status (405) Command not allowed.

Note that this is not the same thing as a permanent node. A node protected by the AccessType property can still be deleted

if it is part of a sub-tree that is being deleted. The Delete command acts strictly on the node it is addressed at, and if that node

is a dynamic interior node it will be deleted along with all its child nodes. If any of these child nodes have the AccessType

property set to exclude Delete they will be deleted anyway. The following table summarizes the protection mechanisms for

dynamic nodes.
2 Summary of Contribution

The input contribution provides initial test cases for DM 1.2 Dynamic Node Name changes.
3 Detailed Proposal

Dynamic Node naming

Conformance Testing
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5.2.1.2 Dynamic Node naming  - node Case preservation

	Test Case Id
	 DM-1.2-con-xxx

	Test Object
	 Device Management Server

	Test Case Description
	The purpose of this test case is to verify that varied case elements for dynamic node names are retained by the server  - even if the node is identified as case insensitive.  Note: URI are limited to RFC2396.

	Specification Reference
	[DMTND] Section 9.4.3.21 Dynamic
[DMTND] Section 9.4.3.23 CaseSense

	SCR Reference
	 
	 

	Preconditions
	Determine the maximum character allowance for the names  Using the example data provided below, map in appropriate test data allowing for maximum characters, but providing complete coverage of the test data.  E.g. Client only allows for 10 character name max.  Test data becomes ./upalpha_A, ./upalpha_B, upalpha_C. etc.

	Test Procedure
	1. Establish the connection from the client.

2. Determine tree from the client using GET or multiple GET commands.

3. Depending on the server functionality, ADD the following nodes to the tree.  e.g.:

./upalpha_ABCDEFGHIJKLMNOPQRSTUVWXYZ
./lowaplha_abcdefghijklmnopqrstuvwxyz
./VariAlpha1_aBcDeFgHiJkLmNoPqRsTuVwXyZ
./VariAlpha2_AbCdEfGhIjKlMnOpQrStUvWxYz

./digit_1234567890

./alphanum_abcdefghijklmnopqrstuvwxyzaBCDEFGHIJKLMNOPQRSTUVWXYZ0123456789

4. Complete the DM session.

5. Test the results by performing a GET on the tree.

	Pass-criteria
	1. Client responds with 200 for creation of new node.

2. Connection closed.

3. Review GET response data.  Verify new nodes retain same case from ADD command.  
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5.2.1.4 Dynamic Node naming  - Protecting dynamic nodes : Direct URI Deletion not allowed 
	Test Case Id
	 DM-1.2-con-xxx

	Test Object
	Device Management Client

	Test Case Description
	The purpose of this test is to verify that a Dynamic node with the AccessType set so that the Delete command is excluded will not be deleted by the Server.

	Specification Reference
	[DMTND] Section 6.2.5 Protecting dynamic nodes

	SCR Reference
	 
	 

	Preconditions
	Dynamic Node created on Device Management Client with AccessType set so that the Delete command is excluded.

	Test Procedure
	1. Establish the connection from the client.

2. Determine tree from the client using GET or multiple GET commands.

3. Depending on the server functionality, ADD  a dynamic node to the tree, with ACCESSTYPE set to exclude DELETE rights.  e.g.:

a. ./Email/SMTP
4. Complete the DM session.

6.  Establish the connection from the client.

5. Depending on the server functionality, attempt to DELETE the previously created dynamic node from the tree.  

	Pass-criteria
	1. Client responds with 200 for creation of new node.

2. Connection closed.

3. The Device Management Client returns (405),Command not allowed for attempt to delete the restricted node.


5.2.1.5 Dynamic Node naming  - Protecting dynamic nodes : Indirect deletion allowed

	Test Case Id
	 DM-1.2-con-xxx

	Test Object
	Device Management Client

	Test Case Description
	The purpose of this test is to verify that a Dynamic node with the AccessType set so that the Delete command is excluded will not be deleted by the Server.

	Specification Reference
	[DMTND] Section 6.2.5 Protecting dynamic nodes

	SCR Reference
	 
	 

	Preconditions
	Dynamic Node created on Device Management Client with AccessType set so that the Delete command is excluded.

	Test Procedure
	6. Establish the connection from the client.

7. Determine tree from the client using GET or multiple GET commands.

8. Depending on the server functionality, ADD  a dynamic node to the tree, with ACCESSTYPE set to exclude DELETE rights.  e.g.:

a. ./Email/SMTP

9. Complete the DM session.

7.  Establish the connection from the client.

10. Depending on the server functionality, attempt to DELETE the parent of the previously created dynamic node from the tree. E.g : 

·  ./Email

11. Establish a connect from the client

12. Determine tree from the client using GET or multiple GET commands.

	Pass-criteria
	4. Client responds with 200 for creation of new node.

5. Connection closed.

6. The Device Management Client returns (200),for deletion
7. Receive 200 from GET command and data shows the child node is also deleted.


Interoperability Testing

5.2.1.6 Dynamic Node naming - <ADD> support

	Test Case Id
	 DM-1.2-int-xxx

	Test Object
	 Device Management Server, Device Management Client

	Test Case Description
	The purpose of this test case is to verify a DM server is able to <ADD> a root of an account object.  The DM client should then dynamically create subsequent nodes as required.

	Specification Reference
	 [DMTND] Section 6.2.4 Adding dynamic nodes

	SCR Reference
	 
	 

	Preconditions
	Review of the DDF to determine the implementation tree.  Since dynamic nodes are nodes that should not be currently in the tree, a review is required to not overlap with nodes already created in the tree.

	Test Procedure
	1. Establish the connection from the client.

2. Determine tree from the client using GET or multiple GET commands.

3. Depending on the server functionality, ADD the following new non-existing node to the tree.  e.g.:

· ./1

· ./2

· ./1/2

· ./2/3

4. Complete the DM session.

5. Test the results by performing a GET on the tree.

	Pass-criteria
	1. Server accepts incoming call.

2. Client sends appropriate responses to GET requests.

3. Client responds with 200 for creation of new node.

4. Connection closed.

5. Review GET response data.  Verify new node exists in the tree.  Verify Client implementation responds appropriately to Dynamic node creation.  Implementation MAY rename node or keep name submitted by Server.


5.2.1.7 Dynamic Node naming - <REPLACE> support

	Test Case Id
	 DM-1.2-int-xxx

	Test Object
	 Device Management Server, Device Management Client

	Test Case Description
	The purpose of this test case is to verify that if allowed,  a DM server is able to <REPLACE> the node name of a dynamically created element

	Specification Reference
	  [DMTND] Section 6.2.4 Adding dynamic nodes


	SCR Reference
	 
	 

	Preconditions
	Test 5.2.2.1 has been run and has a status of PASS

	Test Procedure
	1. Depending on the server functionality, REPLACE the nodes created in 5.2.2.1  e.g.:

· Replace ./1 with ./EMail

· Replace ./2  with ./Application
· Replace ./1/2 with ./EMail/SMTP
· Replace ./2/3 with ./Application/EMail
2. Complete the DM session.

3. Test the results by performing a GET on the tree.

	Pass-criteria
	1. Receive a 200 status for each REPLACE command

2. Review GET response data.  Verify each node is renamed 


5.2.1.8 Dynamic Node naming - <DELETE> dynamic interior node and children

	Test Case Id
	 DM-1.2-int-xxx

	Test Object
	Device Management Server, Device Management Client

	Test Case Description
	The purpose of this test case is to verify that if allowed,  a DM server is able <DELETE> a dynamically created interior node and its children

	Specification Reference
	[DMTND] Section 6.2.5 Protecting dynamic nodes

	SCR Reference
	 
	 

	Preconditions
	

	Test Procedure
	1. DELTE the nodes created in 5.2.2.1  e.g.:

·  Delete ./1

· Delete ./2

· Delete ./1/2

· Delete ./2/3

2. Complete the DM session.

3. Test the results by performing a GET on the tree.

	Pass-criteria
	1. Receive a 200 status for each DELETE command.

2. Review GET response data.  Verify each node is deleted.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The IOP-DMSYNC SWG should review the cases and determine if the submitted cases are appropriate for integration into the DM 1.2 ETS.  
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